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1. Introduction
Solution #8 describes how the Edge Enabler Client uses the configuration information and security credentials to register to the Edge Enabler Server.

This document proposes to update solution #8 so that the Edge Enabler Client can optionally provide its operating profile in the registration request. The operating profile indicates to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. The Edge Enabler Server may then register the Edge Enabler Client if it can provide the services. 

2. Reason for Change
When an Edge Enabler Client registers with an Edge Enabler Server, the Edge Enabler Server should check if it can fulfill the needs of the Edge Enabler Client before compleing registration.
3. Conclusions

The procedure for registering an Edge Enabler Client to an Edge Enabler Server should consider whether the requirements of the Edge Enabler Client can be satisfied.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

7.8
Solution #8: Registering Edge Enabler Client on Edge Enabler Server

7.8.1
Solution description

The following solution corresponds to the key issue #2 on Edge Data Network discovery and registration as specified in subclause 4.2. 

The Edge Enabler Client, after receiving the Edge Data Network configuration from the Edge Data Network Configuration Server and security credentials from the Authentication and Authorization function, uses the configuration information and security credentials to register on the Edge Enabler Server. The Edge Enabler Server verifies the validity of the registration request and provides the Edge Enabler Client with an identity. The Edge Enabler Client uses the provided identity in all relevant transactions.

Figure 7.8.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for registration. 

Pre-conditions:

1.
The UE is authorized for Edge Computing service and has received relevant security credentials from the AAF as described in solution #6, clause 7.6.

2.
The Edge Enabler Client has received configuration from the Edge Data Network Configuration Server, including the information related to the Edge Enabler Server.
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Figure 7.8.1-1: Solution 8 – Edge Enabler Client registration

1.
The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service, as described in solution #6, clause 7.6. The request also optionally includes the Edge Enabler Client’s operating profile. The operating profile indicates to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. The contents of the operating profile are listed in Table 7.8.1-1.

Table 7.8.1-1: Operating Profile

	Information element
	Status
	Description

	Service Types 
	O
	The Type of Services (e.g. V2X, URLLC) that Edge Enabler Client intendeds to utilize. 

	Location Area 
	O
	The location area where the UE would like to access edge services. 

	Time Preferences 
	O
	The time of day when the UE would like to access edge services. 

	QoS Requirements 
	O
	An indication of the QoS Level(s) that will be required of the Edge Enabler Servers.


2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Edge Enabler Client’s operating profile can be fulfilled.
3.
Upon successful validation of the request, the Edge Enabler Server sends an Edge Enabler Client registration response to the Edge Enabler Client, which includes a unique identity for the Edge Enabler Client. The Edge Enabler Client stores the identity and uses it in all future communication with the Edge Enabler Server.

Editor's Note:
Validity of registration information across Edge Enabler Servers is FFS.


