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1. Introduction
This contribution provides a proposal for key issue on usage of SEAL
2. Reason for Change
SEAL is the service enabler architecture layer common to all vertical industry applications. It provides the functions like location management, group management, configuration management, identity management, key management and network resource management.
For UAS applications, the usage of SEAL and especially identifying any necessary enhancements to SEAL services is to be studied.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755v0.2.0.
* * * First Change * * * *

5.x
Usage of SEAL

SEAL is the service enabler architecture layer common to all vertical industry applications. It provides the functions like location management, group management, configuration management, identity management, key management and network resource management.

The UAS communications involve interactions between UAV controller and UAV and between UTM and UAS. UAS communications require support for location information to track the UAVs, secure group communications, etc.

Hence, it is required for further study the applicability of the usage of SEAL services for UAS services and whether any enhancements are required for SEAL services (e.g. location management service) and whether SEAL satisfies the stage 1 requirements for UAS.
