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1. Introduction
The paper introduces a basic UAS architecture for the SA6 work.
2. Reason for Change
The SA6 study on UAS need to consider an UAS model that reflects the realities of the aviation market, and in particular of the aerial vehicles ecosystem. For this reason, this P-CR proposes a model for reference in the SA6 discussion to better map the SA1 requirements to the real ecosystem. This proposal focuses only on an overall abstrat model that aims at framing the SA6 discussion and is not meant to define a 3GPP architecture, which is in the scope of the SA2 work.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755. All the proposed text is new.
* * * First Change * * * *

7.X
Solution #X: Application architecture for enabling UAS interactions with aviation ecosystem
7.X.1
Solution description

An architecture is proposed for the UAS interaction with the aviation ecosystem.

NOTE: the architecture needs to be verified with SA2 once SA2 work is started.
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Figure 7.X.1-1: application architecture for enabling UAS interaction with aviation ecosystem.

The application architecture for enabling UAS interaction with the aviation ecosystem considers the following components:

· UAS client

· USS/UTM enabler server
7.X.2 Functional Elements

7.X.2.1 UAS Client
The UAS Client is responsible for the following functionalities:
· Performing Authentication/authorization and/or UAS registration to achieve UAS authorization for flight operations
· Receive C2 (command and control) information
· Perform Networked Remote ID functionality

7.X.2.2 USS/UTM Enabler Server
The USS/UTM enabler server is responsible for the following functionalites:

· Enabling UAS registration.

· Enabling UAS authorization/authentication
· Provide C2 information to UAS
· Interworking with 3GPP core network to invoke the network capability exposure functions (e.g. authorization of UAS, location information, etc.)
7.X.3
Reference Points

7.X.3.1
UAV-1

The interactions between the USS/UTM Enabler Server and the UAS Client are supported by the UAV-1 reference point. This reference point supports:

-
Performing Authentication/authorization and/or UAS registration to achieve UAS authorization for flight operations

· Receive C2 (command and control) information
NOTE 1: the exact details of the C2 information exchanged is outside the scope of 3GPP work.
· Perform Networked Remote ID functionality (e.g. providing remote identification information)

NOTE 2: the exact details of the Remote ID information exchanged is outside the scope of 3GPP work.
7.X.3.2
UAV-2

The interactions related to USS/UTM Edge Enabler Server and the 3GPP Network are supported by the UAV-2 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for network exposure function.
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