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Abstract of document:

3GPP TS 23.434 specifies a functional architecture for service enabler architecture layer (SEAL) over 3GPP networks to support vertical applications (e.g. V2X applications). The SEAL functional architecture takes into consideration the common capabilities defined for mission critical service.
This technical specification has progressed the objectives of the work, including specifying the following:

1)
The architecture requirements for SEAL services
2)
The on-network and off-network generic functional model (represented using reference point and service based interface) for SEAL service

3)  The functional architecture of each SEAL service listed below and corresponding functional entities and reference points for both on-network and off-network

-
Key management (KM)
-
Identity management (IM)
-
Group management (GM)
-
Location management (LM)

-
Configuration management (CM)
-
Network resource management (NRM)

4)
Procedures and information flows for each SEAL service.
5)
Specifying northbound APIs to expose the SEAL services to the vertical applications in compliance with CAPIF.
6)  Specifying various deployment models of SEAL services.
7)
SEAL integration with 5GS and EPS.
8)
SEAL mapping to CFA and CAPIF.
Changes since last presentation to TSG Meeting #84:

1. Completed network resource management SEAL service
2. Specified deployment models and APIs for SEAL services
3. Relationship to CAPIF, CFA and integration with 5GS and EPS
Outstanding Issues:

Alignment with SA2 for network resource management procedures.
Contentious Issues:

None.
