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Abstract: Dispatchers are an essential part of first responder’s daily work. This work environment not only reflects the hierarchal structure under which first responders operate but also their over several years derived experience. An interface provided by 3GPP technology will be required to carry one this part of mission critical operation.
1. Introduction

The following requirement may apply to this discussion, found in 3GPP TS 22.280.

“…

6.17.1
Non-3GPP access

[R-6.17.1-001] Subject to security and operational constraints and limitations of the underlying access technology, the MCX Service shall provide a mechanism to allow IP-based non-3GPP access to the MCX Service system.

NOTE:
An example of non-3GPP access is a dispatcher connecting to the system via a console.

…”

Example (BDBOS): 400+ dispatcher installation from several vendors providing either complete solutions or specialized components for different first responder forces. Installations are also reflections of the hierarchical operative-tactical structure. Figure 1 shows on the right side a snapshot of a possible deployment with one large installation which could host several (e.g. 100+) work stations, like in large cities (e.g. Berlin) or a highly populated area (e.g. Federal State of North Rhine-Westphalia).

[image: image1.emf]MC Trust

domain

MC system

non-3GPP

interface

DS

1

DS

2

DS

N

.

.

.


Figure 1: Operative-tactical administration by non-3GPP compatible dispatcher solutions (DS). DS2 consists of several work stations but sharing the same interface.
2. Deployment scenarios

With Figure 2a the dispatcher solution with no broadband enhancements, such as data, video or IoT, are shown. User/group administration is reduced to creating/resolving all necessary groups for the current mission, like temporary/broadcast/etc. groups. Administrative group configuration is typically not handled by the dispatcher solution. The same rule of impact applies to device administration. The dispatcher solution would only have the capability to administrate devices for the current mission, like remote emergency call.
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Figure 2a: Deployment scenario with voice, SDS and status.

Figure 2b shows a separate dispatcher solution, which allows access to data and video.
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Figure 2b: Deployment scenario for broadband enhancements.

It is also likely that one dispatcher solution can combine all possible and available services, so that the non-3GPP interface has to be designed with almost no dependencies between user services any kind of management services, like user, group, devices, etc..
3. Authorized MC service user as dispatcher solution

There is currently no consolidated commitment from vendors to provide dispatcher solution based on MCX functionalities and as authorized MC service user. There is a strong likelihood vendors will ask for an interface to attach their available solutions, due to the derived “look and feel” to which the current users have provided input over years and which are based on operative-tactical needs.
4. Question

Does SA6 have one or more interfaces to attach dispatcher solutions described, which are very likely not based on any 3GPP standard?
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