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1. Introduction
With 5GS, tailored networks are available to adjust the network functionalities to different needs.
2. Reason for Change
With the transport of current Mission Critical services from 4G to 5GS adaptations to the functionalities can occur.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.783 v0.5.0.
* * * First Change * * * *

6.8
Key issue 8: Determine impacts of 5GS network slicing to MC services
6.8.1
Description

Network slicing will allow tailored networks for each individual usage/organisation/service. Mission critical organizations with a high diversity among the required services for daily operations would require adapted performance provided by 5GS network slices. 

The future mission critical communication will be based on adaptations to reflect the individual needs. The current discussed and defined functionalities have to be reflected on the given possibilities with 5GS network slices. The following operative-tactical considerations have to be taken into account by analysing and evaluating mission critical functionalities and their usage within 5GS network slices. These aspects can be either used separately or even in combination, which can multiple the degrees of freedom on which mission critical functionalities have to perform.

A. Service (MCPTT, MCData, MCVideo, MCIoT, etc.)

Figure 6.8.2-1 shows a service based approach to utilize mission critical services. While these mission critical services are maybe isolated operated within separated 5GS network slices including different RAN access, the synchronisation between the media of each mission critical service still has to be achieved. The synchronisation of separated 5GS network slices is therefore a new technical design aspect of mission critical functionalities.
The following aspect is identified:
-
How a mission critical service based approach can be realized by utilizing mission critical functionalities designed for a non 5GS network slice environment.
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Figure 6.8.2-1: Example of a service based approach
B. Situation (every day, ad-hoc, major crisis, etc.)

5GS network slices can also be used in different situation, where mission critical functionalities have to be extended or additional mission critical services have to be provided. The mission critical architecture has to support such utilization, while the dynamic and scopes are highly flexible.
The following aspect is identified:

-
How mission critical services can be utilized in a very territorial flexible and dynamic manner.
C. Location (nationwide average, city, industrial sides, rural areas, etc.)

Overlapping mission critical services based on the location and how these functionalities will interact with each other is another degree of freedom, by using 5GS network slices in combination with mission critical functionalities.
The following aspect is identified:

-
How mission critical services can be utilized in deployments with separated, overlapping, different scope of functions, etc. areas.
D. Duration (permanent, temporary)

Recovering data from a temporary utilization of a 5GS network slice for mission critical purposes is a new aspect to be reflected by the mission critical architecture. Each part of information shared, created, collected, etc. during operation has to be made available for future use, mission evaluation, other organizations, etc..
The following aspect is identified:

-
How mission critical services can be utilized in a very temporal flexible manner, compared to a permanent use.
The following more detailed but common aspects have been identified which will have an impact on the current mission critical functionalities:
-
How mission critical identities can be utilized across different mission critical 5GS network slices, e.g. MC IDs, MC service IDs, MC service group IDs, etc.
-
How mission critical entities can be utilized across different mission critical 5GS network slices, e.g. group management, identity management, location management, etc.
-
How the addressing of MC service client information can be realized across different mission critical 5GS network slices, e.g. location information reports, etc.
-
How synchronisation of mission critical signalling and media across different mission critical 5GS network slices can be realized, e.g. MCPTT to MCVideo, MCVideo to MCData, MCPTT to MCData, etc.
-
How security mechanisms across different mission critical 5GS network slices either with slice isolation or without can be realized, e.g. end-to-end encryption, etc.
-
How scalability to dynamic adaptions can be realized, e.g. adding mission critical services, increasing or reducing performance of mission critical services, etc.

-
How the utilization of mission critical identities and information can be realized, e.g. location information, created during a temporal utilization of 5GS network slices
6.8.2
Architectural requirements

Editor's Note: Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

* * * Next Change * * * *
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