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	Other comments:
	This CR is to be implented after CR0148r2 (S6-190822 agreed in SA6#30). In table A.3-2 the new parameters (red) are to be added below the parameters (black) introduced by CR0148r2:

[R-5.5.2-003],

[R-5.5.2-004] 3GPP TS 22.282 [3]

> List of MCData users which can be included/excluded in IP connectivity sessions.

>>MCData ID
>>List of associated data host IP information

>>>IP information (see NOTE 7)

Y

Y

Y

Y

NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 2:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 3:
The use of this parameter by the MCData UE is outside the scope of the present document.

NOTE 4:
The LMR key management functional entity is part of the LMR system and is outside the scope of the present document.

NOTE 5:
This is an LMR specific parameter with no meaning within MC services. 

NOTE 6:
Access information for each partner MCData system comprises the list of information required for initial UE configuration to access an MCData system, as defined in table A.6-1 of 3GPP TS 23.280 [16]
NOTE 7:
IP information may contain IP addresses, corresponding subnet masks, gateway and DNS settings.



**********************************************1st Change*****************************************

A.3
MCData user profile configuration data

Table A.3-2: MCData user profile configuration data (on network)

	Reference
	Parameter description
	MCData UE
	MCData Server
	Configuration management server
	MCData user database

	[R-5.1.5-001],

[R-5.1.5-002],

[R-5.10-001],

[R-6.4.7-002],

[R-6.8.1-008],

[R-6.7.4-002] of 3GPP TS 22.280 [2]
	List of on-network MCData groups for use by an MCData user
	
	
	
	

	
	> MCData Group ID
	Y
	Y
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	3GPP TS 33.180 [13]
	> KMSUri for security domain of group (see NOTE 2)
	Y
	Y
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.5 of 3GPP TS 23.280 [5]
	List of groups user implicitly affiliates to after MCData service authorization for the user
	
	
	
	

	
	> MCData Group ID
	Y
	Y
	Y
	Y

	[R-6.4.2-006] of 3GPP TS 22.280 [2]
	Authorisation of an MCData user to request a list of which MCData groups a user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002],

[R-6.4.6.1-003] of 3GPP TS 22.280 [2]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001],

[R-6.4.6.2-002] of 3GPP TS 22.280 [2]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004] of 3GPP TS 22.280 [2]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001] of 3GPP TS 22.280 [2]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002],

[R-6.7.2-002] of 3GPP TS 22.280 [2]
	List of MCData users that MCData user is authorised to obtain presence of
	
	
	
	

	
	> MCData IDs
	Y
	Y
	Y
	Y

	[R-6.8.7.4.2-001],
[R-6.8.7.4.2-002] of 3GPP TS 22.280 [2]
	Authorisation of a user to cancel an emergency alert on any MCData UE of any user
	
	Y
	Y
	Y

	[R-6.13.4-001] of 3GPP TS 22.280 [2]
	Authorisation for an MCData user to enable/disable an MCData user
	
	Y
	Y
	Y

	[R-6.13.4-003],
[R-6.13.4-005],
[R-6.13.4-006],
[R-6.13.4-007] of 3GPP TS 22.280 [2]
	Authorisation for an MCData user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-7.14-002],

[R-7.14-003] of 3GPP TS 22.280 [2]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004] of 3GPP TS 22.280 [2]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-6.4.6.1-001],

[R-6.4.6.1-004] of 3GPP TS 22.280 [2]
	List of MCData users whose selected groups are authorized to be remotely changed
	Y
	Y
	Y
	Y

	
	Conversation management
	
	
	
	

	[R-6.1.1.2-005],

[R-6.1.1.2-006],

[R-6.1.1.2-007] of 3GPP TS 22.282 [3]
	> List of conversation hang times for MCData groups
	
	
	
	

	
	>> MCData Group ID
	Y
	Y
	Y
	Y

	
	>> Hang time
	Y
	Y
	Y
	Y

	[R-6.1.1.2-009] of 3GPP TS 22.282 [3].
	> List of MCData users to be sent message delivered disposition notifications in addition to the message sender
	N
	Y
	Y
	Y

	
	>> MCData ID
	N
	Y
	Y
	Y

	[R-6.1.1.2-009] of 3GPP TS 22.282 [3].
	> List of MCData users to be sent message read disposition notifications in addition to the message sender
	N
	Y
	Y
	Y

	
	>> MCData ID
	N
	Y
	Y
	Y

	3GPP TS 23.283 [18]
	Authorised to use LMR E2EE for interworking
	Y
	Y
	Y
	Y

	3GPP TS 23.283 [18]
	> List of supported LMR technology types
	
	
	
	

	3GPP TS 23.283 [18]
	>> LMR technology type (P25, TETRA etc.)
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> URI of LMR key management functional entity (see NOTE 4 ) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> LMR specific identity (RSI for P25 or ITSI for TETRA) (see NOTE 5) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> LMR specific security information (see NOTE 5)
	Y
	N
	Y
	Y

	
	List of servers used in the private and group communications
	
	
	
	

	
	> MCData content server where the HTTP FD file is uploaded
	
	
	
	

	
	>> Server URI
	Y
	Y
	Y
	Y

	
	> MCData message store where the communication history stores
	
	
	
	

	
	>> Server URI
	Y
	Y
	Y
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	List of partner MCData systems in which this profile is valid for use during migration
	
	
	
	

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	> Identity of partner MCData system
	Y
	Y
	Y
	Y

	Subclause 10.1.1 of 3GPP TS 23.280 [16]
	> Access information for partner MCData system (see NOTE 6)
	Y
	
	Y
	Y

	
	Authorised to participate in an IP connectivity session
	N
	Y
	Y
	Y

	[R-5.5.2-003],

[R-5.5.2-004] 3GPP TS 22.282 [3]
	> List of MCData users which can be included/excluded in IP connectivity sessions.
	
	
	
	

	
	>>MCData ID
	
	
	
	

	
	>>List of associated data host IP information
	
	
	
	

	
	>>>IP information (see NOTE 7)
	Y
	Y
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 2:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 3:
The use of this parameter by the MCData UE is outside the scope of the present document.

NOTE 4:
The LMR key management functional entity is part of the LMR system and is outside the scope of the present document.

NOTE 5:
This is an LMR specific parameter with no meaning within MC services. 

NOTE 6:
Access information for each partner MCData system comprises the list of information required for initial UE configuration to access an MCData system, as defined in table A.6-1 of 3GPP TS 23.280 [16]
NOTE 7:
IP information may contain IP addresses, corresponding subnet masks, gateway and DNS settings.



********************************************2nd Change*******************************************
7.X
IP connectivity

7.X.1
General
IP data shall be exchanged between two or more data hosts. The MCData client as the link between data host and MC service system enables the exchange of IP Data. For addressing the corresponding MCData users either MCData ID or the functional alias can be used independently of each other. The MCData server provides the mechanisms to establish the association between MCData ID and corresponding functional alias.
7.X.2
IP connectivity for on-network

7.X.2.1
Information flows for IP connectivity
7.X.2.1.1
MCData IPcon point-to-point request

Table 7.X.2.1.1-1 describes the information flow of the MCData IPcon point-to-point request sent from the MCData client to the MCData server and from the MCData server to the addressed MCData client.

Table 7.X.2.1.1-1: MCData IPcon point-to-point data request

	Information element
	Status
	Description

	MCData ID
	M
	The MCData identity of the originator MCData user;

	Functional alias
	O
	The associated functional alias of the originator MCData user;

	MCData ID
	M
	The MCData identity of the target MCData client IP connectivity is requested.

	Application Priority
	O
	Contains the required application priority for the IP data communication. If not present, the MCData applies the predefined default application priority after reception of MCData IPcon response.

	Location Information
	O (NOTE)
	Actual location information of the originating MCData user;

	Time Limit
	O
	Proposed time limit of the requested IP connectivity (1min- infinite);

	NOTE:
This information contains the latest available location information of the requesting MCData user that may be different to the latest available location information in the MC system.


7.X.2.1.2
MCData IPcon point-to-point response

Table 7.X.2.1.2-1 describes the information content of the MCData IPcon data response as answer to MCData IPcon point-to-point data request.

Table 7.X.2.2.4-1: MCData IPcon point-to-point data response
	Information element
	Status
	Description

	MCData ID
	M
	The MCData identity of the targeted MCData user.

	MCData ID
	M
	The MCData identity of the requesting MCData user.

	Time Limit
	O
	Negotiated time (1 min – infinite)

	Establishment reason
	M
	IP connectivity establishment reason


********************************************3rd Change*******************************************
7.x.2.2
IP connectivity point-to-point MCData transport service

7.X.2.2.1
General

IP connectivity service capabilities enables MCData unaware data host to use usual MCData service capabilities, e.g. authorization. This subsection describes the establishment of a point-to-point connection between two IP connectivity clients using the media plane for IP Data transmission.
7.X.2.2.2
Procedure

The procedure in figure 7.X.2.2.2-1 describes the case where an IP connectivity capable MCData client is initiating a point-to-point IP connectivity with another IP connectivity capable MCData client.

Pre-conditions:
-
The total data volume limit, e.g. daily time limit or total data volume per day does not restrict the establishment of an IP connectivity IP data exchange.

-
MCData clients are linked with individual data hosts.

-
MCData clients belong to the same MCData system.

-
The data hosts linked with the MCData clients already have an IP address allocated.

-
MCData clients have IP connectivity capabilities.
-
The MCData server has subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.
-
MCData client 1 understands the correspondence between the IP addresses of target data hosts and MCData client 2. How this relationship is determined is out of scope of the present document.
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Figure 7.X.2.2.1-1: Establishment of a point-to-point IP connectivity

1.
MCData client 1 has IP Data to send to MCData client 2 and initiates an IP connectivity point-to-point request.
2.
MCData client 1 sends a MCData IPcon point-to-point request towards the MCData server. The MCData IPcon point-to-point request contains the MCData ID of MCData client 2. MCData user at MCData client 1 may include its associated functional alias.
3.
MCData server checks whether MCData user at MCData client 1 is authorized to send an MCData IPcon point-to-point request and checks if MCData client 2 is authorised to receive the IP connectivity service.
4.
MCData server initiates the MCData IPcon point-to-point request towards the MCData client 2.

5.
MCData client 2 sends a MCData IPcon point-to-point response to the MCData server that contains the information if the request is accepted or the reason of rejection. If accepted, the MCData client 2 may include the data transmission time limit.

6.
MCData server forwards the MCData IPcon response of MCData client 2 to MCData client 1.

7.
The MCData server applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData clients.
8.
MCData client 1 and MCData Client 2 have successfully established media plane for data communication and MCData client 1 and MCData client exchange IP Data.
*********************************************End of Changes**************************************
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