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1. Introduction
This pCR resolves the following editor's note:
Editor's note: Illustrating relationship with SBA to this functional model for informative purpose is FFS.
2. Reason for Change
One of the possible SEAL integration with 3GPP network exposure system is to connect via NEF/SCEF. SEAL servers act as Application Function (AF) in case of NEF integration and act as SCS/AS in case of SCEF integration.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.434 V1.1.0.
* * * First Change * * * *

15.2
Functional model representation
Figure 15.2-1 illustrates the service-based interface representation of the functional model for SEAL services.
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Figure 15.2-1: SEAL generic functional model representation using service-based interfaces

The SEAL server(s) exhibit the service-based interfaces which are used for providing and consuming SEAL services. The service APIs are specified for each SEAL server enabled over the service-based interface. The service-based interfaces of specific SEAL services are specified in this document. All the interactions with SEAL are governed based on the reference point interactions of the functional models specified in subclause 6.

NOTE:
The service-based interface for the VAL server is out of scope of the present document.
The SEAL client(s) interact with the corresponding SEAL server(s) over the reference points specified in subclause 6.

The service APIs offered by the SEAL servers are published and discovered on the CAPIF core function as specified in 3GPP TS 23.222 [7].


* * * Next Change * * * *

Annex A (informative):
SEAL integration with 3GPP network exposure systems
NOTE:
Not all possible SEAL integration with 3GPP network exposure systems are illustrated in this subclause. 

Figure A-1 illustrates the service-based interface representation of the functional model for SEAL services integration with 5GC network exposure system. 
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Figure A-1: SEAL integration with 5GC network exposure system
The details of NEF and its role in exposing network capabilities of 5GS to 3rd party applications are specified in 3GPP TS 23.501 [9] and the details of NEF service operations are specified in 3GPP TS 23.502 [Y].

Figure A-2 illustrates the service-based interface representation of the functional model for SEAL services integration with EPC network exposure system. 
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Figure A-2: SEAL integration with EPC network exposure system
The details of SCEF and its role in exposing network capabilities of EPS to 3rd party applications are specified in 3GPP TS 23.682 [X].
* * * Next Change * * * *
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