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	Reason for change:
	The IWF can respond to a private call request with the parameters that it or its user does support. The MCPTT system, MCPTT client or MCPTT user can decide to re-request the private call with parameters that the IWF supports.
The IWF uses opaque messages to transfer security information to LMR aware MCPTT clients. The MC system can support LMR security by supporting conveyance of these messages to the MCPTT clients.

The IWF can send the identity of the LMR talker at some time after an LMR user takes the floor. The MCPTT system can support late talker identity.



	
	

	Summary of change:
	Added a normative annex to define changes for MC systems to support interworking.

Added a subclause with information about private call parameters support for the IWF.
Added a subclause with information about security message supprt for the IWF.

Added a subclause with information about analog FM support for the IWF.



	
	

	Consequences if not approved:
	Private calls with IWF users would fail with no mechanism for recovery.
Non-3GPP messages to support LMR security would not be transferred to LMR aware MC clients.

The identity of analogue users would not be conveyed.
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	Other comments:
	


* * * First Change * * * *
Annex A (normative):
MC services support for interworking with LMR 
A.1
Private call parameters
When the IWF is the target of a private call, the IWF might not be capable of handling the parameters of the offered private call. For example, an LMR system might not be capable of private calls without floor control, manual commencement mode or caller talks second. The IWF can respond to private call requests with an indication of the private call parameters that it does support. The calling MCPTT client or MCPTT server may re-initiate the private call with parameters that the IWF supports. Refer to subclause 10.4 for more information.
A.2
Security message
Subclause 10.12 defines end to end messaging to convey the non-3GPP, LMR security information opaquely (message contents are out of 3GPP's scope) across the MC system, between the IWF and the LMR aware MC service client. MC systems that support LMR key management may support the non-3GPP security messages described in subclause 10.12.
A.3
Analogue FM/TIA-603-D and other legacy LMR interworking
Subclause 10.13 defines mechanisms to support Analogue FM/TIA-603-D and other legacy LMR interworking. MCPTT systems that support LMR interworking may support the procedures and messages defined in subclause 10.13.
