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*************************************************1st Change**************************************
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Auto-receive: A mechanism where data smaller than a configured size threshold are delivered to the receiving MCData client(s) from the MCData server i.e. without waiting for the receiving user to indicate a present need for the data.

Conversation identifier: A universally unique identifier that identifies a series of related MCData transactions.

Data stream: A sequence of data that is agnostic to any underlying media (e.g. audio, video, telemetry data), on which processing of data (e.g. semantic, syntactic, save or filter operation) can begin before all the content is received.

FD disposition: is one of "not downloaded" and "download completed".

Folder Identifier: A unique identifier that identifies a folder in the MCData message store
IP Data: Structured or unstructured payload that is transparent to the MCData transport service.
MCData client: An instance of an MC service client that provides the client application function for the MCData service.
MCData group: An MC service group configured for MCData service.

MCData group affiliation: An MC service group affiliation for MCData.

MCData group communication: A one-to-many communication using an MCData service.

MCData group de-affiliation: An MC service group de-affiliation for MCData.

MCData ID: An instance of an MC service ID within the MCData service.

MCData server: An instance of an MC service server that provides the server application function for the MCData service.

MCData service: A data communication service comprising at least one underlying generic capability (e.g. SDS, file distribution, data streaming) with strong security, high availability, reliability and priority handling to support applications for mission critical organizations and mission critical applications for other businesses and organizations (e.g. utilities, railways).
MCData UE: An MC service UE that can be used to participate in MCData services.

MCData user: An MC service user who is authorized for MCData services suite via an MCData UE.

Metadata: data associated with a stored message, consisting of information retrieved from the incoming message (e.g. MCData IDs, conversation ID) and other information.

Object: An MCData communication information (such as a message or a file) that is stored in the MCData message store with its associated metadata.

Object identifier: A unique identifier that identifies an object stored in the MCData message store.

Reception control: A mechanism that allows the MCData service to regulate data reception to the receiving MCData clients.

Reply identifier: A reference to the original MCData transaction to which the current transaction is a reply.
SDS data: A payload with limited size and variable content type used in SDS transactions.

SDS disposition: is one of "undelivered", "delivered" and "read".

Standalone communication: A unidirectional one-to-one or group data communication completed after one transaction.
Transaction identifier: A unique identifier that identifies a MCData transaction within a conversation.

Transmission control: A mechanism that allows the MCData service to regulate data transmission requests from the sending MCData users, either prior to or after active sending from the MCData UE.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.280 [2] apply:

Mission Critical

Mission Critical Applications

Mission Critical Service

Mission Critical Organization

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.282 [3] apply:
MCData system

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.280 [5] apply:
MC service client

MC service group

MC service group affiliation

MC service group de-affiliation

MC service ID

MC service server
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.203 [14] apply:

Dynamic PCC rule
************************************************2nd Change**************************************

5.11
IP connectivity (IPcon) capability

IP connectivity service enables the exchange of IP Data using MCData transport service and provides the transport of IP Data for e.g. data hosts, servers, etc. that do not have mission critical communication capabilities. The exchange of IP Data is not limited in a transaction.
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Figure 5.11-1: IP connectivity model
The corresponding MCData client enables bidirectional IP Data communication with the support of the IP connectivity service and thus forms the gateway to data hosts or servers. Therefore, the IP connectivity MCData client requests the MCData transport service with the associated QoS requirement and communication priority.
An authorised MCData client supporting IP connectivity capabilities is able to bar incoming IP connectivity requests either on demand or by providing a list of excluded origins identified by the MCData ID and, if available, by the functional alias.

For IP connectivity, the MCData server may support following limitation to exchange IP Data:

-
limit the total data volume between the authorized MCData clients, divided by transmission and reception;

-
max time limit, e.g. total minutes or allow exchange between predefined start and end time.

IP connectivity MCData service supports MCData transport services for one-to-one and group communication.
The IP address allocation necessary for user-IP connectivity MCData transport service is independent to the IP address allocation of the individual data hosts attached with the MCData client supporting IP connectivity capabilities. The required IP address pools for the user-IP connectivity MCData service are managed by the IP connectivity MCData transport service.
Editor's note:
The withdrawal of an IP connectivity connection by an authorized user is FFS.

Editor's note:
The remote initiation of IP connectivity service is FFS.

Editor's note:
The control of QoS based on per packet priority is FFS.

Editor's note:
The impact of IP connectivity services on interworking is FFS.

************************************************3rd  Change**************************************

6.4.1
On-network functional model

Figure 6.4.1-1 shows the generic application plane functional model.
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Figure 6.4.1-1: Generic application plane functional model

In the model shown in figure 6.4.1-1, capability functions (SDS, FD, DS, IPcon) of the MCData client and the MCData server along with their reference points (MCData-cap-1 to MCData-cap-n) are described in the respective functional models for each capability.

Editor's note: It is FFS if the "media storage function" and "MCData message store" could be converged into one in the architecture diagram use a set of reference points to support them.

NOTE:
The security aspects of new network components (MCData message store and Message store client) and its two new reference points are the responsibility of SA3 and thus outside the scope of the present document.

************************************************4th Change**************************************

6.4.3.1
Application plane

6.4.3.1.1
MCData client

The MCData client functional entity acts as the user agent for all MCData application transactions. The client supports SDS, file distribution, data streaming and IP connectivity MCData capabilities utilized by MCData services like conversation management, robots control, enhanced status, database enquiries and secured internet.
6.4.3.1.2
MCData server

The MCData server functional entity provides centralised support for MCData services suite. Conversation management, robots, enhanced status, database enquiries and secured internet MCData services requiring one-to-one or group data communication are realized using SDS, file distribution, data streaming and IP connectivity MCData communication capabilities.

All the MCData clients supporting users belonging to a single group are required to use the same MCData server for that group. An MCData client supporting a user involved in multiple groups can have relationships with multiple MCData servers.

The MCData server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [8] to control multicast and unicast operations for group communications.

The MCData server functional entity is supported by the SIP AS functional entity of the signalling control plane.

The MCData server shall support the controlling role and the participating role. The MCData server may perform the controlling role for one-to-one and group data communication. The MCData server performing the controlling role for a one-to-one or group data communication may also perform a participating role for the same one-to-one or group data communication. For each one-to-one and group data communication, there shall be only one MCData server assuming the controlling role, while one or more MCData servers in participating role may be involved.

The MCData server performing the controlling role is responsible for:

-
handling transmission and reception control (e.g. policy enforcement for participation in the MCData group communication) towards all the MCData users of the one-to-one and group data communication;

-
interfacing with the group management server for group policy and affiliation status information of this MCData server's served affiliated users; and
-
managing SDS and FD data distribution during MCData group communication;

-
managing the MCData transport service for IP connectivity.

The MCData server performing the participating role is responsible for:

-
handling transmission control (e.g. authorization for participation in the MCData group communication) to MCData users of the one-to-one and group data communication;

-
group affiliation support for MCData user, including enforcement of maximum Nc2 number of simultaneous group affiliations by a user;

-
interfacing with the group management server for group policy and affiliation status information of this MCData server's served affiliated users;

-
relaying the MCData communication messages between the MCData client and the MCData server performing the controlling role; and

-
handling reception control (e.g. temporarily storing the data to present to the MCData user as required) to its MCData users of the one-to-one and group data communication.

NOTE:
The MCData server in the controlling role and the MCData server in the participating role can belong to the same MCData system.

******************************************5th Change*********************************************
6.8
Functional model for IP connectivity
6.8.1
On-network functional model

Figure 6.5.1-1 shows the application plane functional model for User-IP connectivity.
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Figure 6.8.1-1: Application plane functional model for IP connectivity
In the model shown in figure 6.8.1-1, the following apply:

-
MCData-IPcon-1 reference point is used for MCData application signalling for establishing a session in support of MCData IP connectivity.

-
MCData-IPcon-2 reference point carries bidirectional IP Data for point-to-point MCData IP connectivity over the media plane between the U-IPcon distribution function of the MCData server and the IPcon function of the MCData client(s).

-
MCData-IPcon-3 reference point is used by the IP-con distribution function of the MCData server to send unidirectional downlink IP Data to the IP-con function of the MCData clients.
-
IPcon-host reference point is used for a data host, e.g. server, to use IPconectivity service capabilities. This reference point is outside the scope of the present document.
6.8.2
Off-network functional model
6.8.3
Functional entities description

6.8.3.1
Application plane

6.8.3.1.1
IP connectivity function

IP connectivity function of the MCData client is responsible to handle IPcon capability related requests and responses. 
6.8.3.1.2
IPcon distribution function

The IPcon distribution function of the MCData server is responsible for the distribution of IP Data to MCData communication participants. The IPcon distribution function of the MCData server provides the following functionality:

-
reception of uplink IP Data transmission by means of the MCData-IPcon-2 reference points;

-
replicate the IP Data as needed for distribution to those MCData communication participants using unicast transport;

-
distribute downlink data by IP unicast transmission to those MCData communication participants utilizing unicast transport by means of the MCData-IPcon-2 reference points; and

-
distribute downlink IP Data using multicast downlink transport by means of the MCData-IPcon-3 reference point.

6.8.3.1.3
Transmission/Reception control

This functional entity is responsible for transmission and reception control of IP Data transaction between the sending MCData client, the MCData server, and the receiving MCData client. Transmission and reception control function is used to provide arbitration between multiple data requests and apply the necessary policy to ensure that appropriate IP Data are transmitted between the MCData clients. 

6.8.3.2
Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC services as specified in 3GPP TS 23.280 [5].

6.8.4
Reference points

6.8.4.1
Application plane

6.8.4.1.1
Reference point MCData-IPcon-1 (between the IPcon distribution function and the U-IPcon function)

MCData-IPcon-1 reference point is used for MCData application signalling for establishing a session in support of MCData IP connectivity.
6.8.4.1.2
Reference point MCData-IPcon-2 (unicast between the U-IPcon distribution function and the U-IPcon function)

MCData-IPcon-2 reference point carries bidirectional IP Data for point-to-point MCData IP connectivity over the media plane between the IPcon distribution function of the MCData server and the IPcon function of the MCData client(s).
6.8.4.1.3
Reference point MCData-IPcon-3 (multicast between the IPcon distribution function and the IPcon function)

MCData-IPcon-3 reference point carries downlink unidirectional IP Data over the media plane between the IPcon distribution function of the MCData server and the IPcon function of the MCData client(s).
6.8.4.2
Signalling control plane

The description of the signalling control plane reference points is contained in the common functional architecture to support MC services as specified in 3GPP TS 23.280 [5].
************************************************6th Change**************************************

Table A.3-2: MCData user profile configuration data (on network)

	Reference
	Parameter description
	MCData UE
	MCData Server
	Configuration management server
	MCData user database

	[R-5.1.5-001],

[R-5.1.5-002],

[R-5.10-001],

[R-6.4.7-002],

[R-6.8.1-008],

[R-6.7.4-002] of 3GPP TS 22.280 [2]
	List of on-network MCData groups for use by an MCData user
	
	
	
	

	
	> MCData Group ID
	Y
	Y
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	3GPP TS 33.180 [13]
	> KMSUri for security domain of group (see NOTE 2)
	Y
	Y
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.5 of 3GPP TS 23.280 [5]
	List of groups user implicitly affiliates to after MCData service authorization for the user
	
	
	
	

	
	> MCData Group ID
	Y
	Y
	Y
	Y

	[R-6.4.2-006] of 3GPP TS 22.280 [2]
	Authorisation of an MCData user to request a list of which MCData groups a user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002],

[R-6.4.6.1-003] of 3GPP TS 22.280 [2]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001],

[R-6.4.6.2-002] of 3GPP TS 22.280 [2]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004] of 3GPP TS 22.280 [2]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001] of 3GPP TS 22.280 [2]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002],

[R-6.7.2-002] of 3GPP TS 22.280 [2]
	List of MCData users that MCData user is authorised to obtain presence of
	
	
	
	

	
	> MCData IDs
	Y
	Y
	Y
	Y

	[R-6.8.7.4.2-001],
[R-6.8.7.4.2-002] of 3GPP TS 22.280 [2]
	Authorisation of a user to cancel an emergency alert on any MCData UE of any user
	
	Y
	Y
	Y

	[R-6.13.4-001] of 3GPP TS 22.280 [2]
	Authorisation for an MCData user to enable/disable an MCData user
	
	Y
	Y
	Y

	[R-6.13.4-003],
[R-6.13.4-005],
[R-6.13.4-006],
[R-6.13.4-007] of 3GPP TS 22.280 [2]
	Authorisation for an MCData user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-7.14-002],

[R-7.14-003] of 3GPP TS 22.280 [2]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004] of 3GPP TS 22.280 [2]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-6.4.6.1-001],

[R-6.4.6.1-004] of 3GPP TS 22.280 [2]
	List of MCData users whose selected groups are authorized to be remotely changed
	Y
	Y
	Y
	Y

	
	Conversation management
	
	
	
	

	[R-6.1.1.2-005],

[R-6.1.1.2-006],

[R-6.1.1.2-007] of 3GPP TS 22.282 [3]
	> List of conversation hang times for MCData groups
	
	
	
	

	
	>> MCData Group ID
	Y
	Y
	Y
	Y

	
	>> Hang time
	Y
	Y
	Y
	Y

	[R-6.1.1.2-009] of 3GPP TS 22.282 [3].
	> List of MCData users to be sent message delivered disposition notifications in addition to the message sender
	N
	Y
	Y
	Y

	
	>> MCData ID
	N
	Y
	Y
	Y

	[R-6.1.1.2-009] of 3GPP TS 22.282 [3].
	> List of MCData users to be sent message read disposition notifications in addition to the message sender
	N
	Y
	Y
	Y

	
	>> MCData ID
	N
	Y
	Y
	Y

	3GPP TS 23.283 [18]
	Authorised to use LMR E2EE for interworking
	Y
	Y
	Y
	Y

	3GPP TS 23.283 [18]
	> List of supported LMR technology types
	
	
	
	

	3GPP TS 23.283 [18]
	>> LMR technology type (P25, TETRA etc.)
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> URI of LMR key management functional entity (see NOTE 4 ) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> LMR specific identity (RSI for P25 or ITSI for TETRA) (see NOTE 5) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> LMR specific security information (see NOTE 5)
	Y
	N
	Y
	Y

	
	List of servers used in the private and group communications
	
	
	
	

	
	> MCData content server where the HTTP FD file is uploaded
	
	
	
	

	
	>> Server URI
	Y
	Y
	Y
	Y

	
	> MCData message store where the communication history stores
	
	
	
	

	
	>> Server URI
	Y
	Y
	Y
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	List of partner MCData systems in which this profile is valid for use during migration
	
	
	
	

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	> Identity of partner MCData system
	Y
	Y
	Y
	Y

	Subclause 10.1.1 of 3GPP TS 23.280 [16]
	> Access information for partner MCData system (see NOTE 6)
	Y
	
	Y
	Y

	
	Authorised to participate in an IP connectivity session
	Y
	Y
	Y
	Y

	[R-5.5.2-003],

[R-5.5.2-004] 3GPP TS 22.282 [3]
	List of MCData users which can be included in IP connectivity sessions.
	
	
	
	

	
	> MCData ID
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [13]
	> KMSUri for security domain of the MCData ID
	Y
	Y
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 2:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 3:
The use of this parameter by the MCData UE is outside the scope of the present document.

NOTE 4:
The LMR key management functional entity is part of the LMR system and is outside the scope of the present document.

NOTE 5:
This is an LMR specific parameter with no meaning within MC services. 

NOTE 6:
Access information for each partner MCData system comprises the list of information required for initial UE configuration to access an MCData system, as defined in table A.6-1 of 3GPP TS 23.280 [16]


***********************************************End of Changes************************************
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