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1. Introduction
When IOPS operation is initiated, it becomes a key issue for the MC users being served by the IOPS system to get informed about which other MC users are also present within the IOPS system. For the implementation of a MC service system connected to the IOPS system, the MC users within the same MC service group can get informed about the affiliation status of others MC users in the group. However, the presence of other MC users, e.g. users within the list of of users who can be called in private call may be unknown during the IOPS operation mode. 
2. Reason for Change
A key issue on presence information during the IOPS operation needs to be studied.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.778 v1.2.0.
* * * First Change * * * *

4.2.7
Key issue 2-7 on determining a list of MC users connected to the IOPS MC system
4.2.7.1
Description

When the IOPS operation is initiated due to a backhaul failure, it becomes a key issue for the MC users being served by the IOPS system to get informed about which other MC users are also registered within the IOPS system. For the implementation of a MC service system connected to the IOPS system, the MC users within the same MC service group can get informed about the affiliation status of others MC users in the group. However, it may not be possible for an MC service user to determine which other MC service users are also registered to the IOPS MC system during the IOPS operation, e.g. a list of users which have indicated that their registration status can be shared with other users in IOPS.

As described in the IOPS requirements in TS 22.346, the IOPS system shall be capable of informing served MC users about which other MC users are also served by the IOPS system. Thus, the MC users are notified of which other MC users they may perform a MC service communication with.

Further study is needed to identify how to support determining a list of MC users connected to the IOPS MC system after a backhaul failure has occurred.
* * * End of Change * * * *

