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************************ 1st change *************************
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

API: The means by which an API invoker can access the service.

API invoker: The entity which invokes the CAPIF or service APIs.

API invoker profile: The set of information associated to an API invoker that allows that API invoker to utilize CAPIF APIs and service APIs.
API exposing function:  The entity which provides the service communication entry point for the service APIs.

CAPIF administrator: An authorized user with special permissions for CAPIF operations.
Common API framework: A framework comprising common API aspects that are required to support service APIs.
Designated CAPIF core function: The CAPIF core function which is configured as the serving CAPIF core function for interconnection.
Northbound API: A service API exposed to higher-layer API invokers.

Onboarding: One time registration process that enables the API invoker to subsequently access the CAPIF and the service APIs.
Resource: The object or component of the API on which the operations are acted upon.
Service API: The interface through which a component of the system exposes its services to API invokers by abstracting the services from the underlying mechanisms. 

PLMN trust domain: The entities protected by adequate security and controlled by the PLMN operator or a trusted 3rd party of the PLMN.

3rd party trust domain: The entities protected by adequate security and controlled by the 3rd party.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 32.240 [6] apply: 

Offline charging

Online charging

************************ End of 1st change *************************
*************************** 2nd change ****************************
8.25.3.1
Service API publish for CAPIF interconnection 

This subclause describes the procedure for service API publish for CAPIF interoperation.

Pre-condition:

1.
CCF-A and CCF-B connect to each other, and either belong to the single trust domain of the same CAPIF provider or trust domains of different CAPIF providers.
2.
CCF-B is configured as the designated CAPIF core function in the trust domain of CAPIF provider A.
3.
When CCF-A and CCF-B belong to trust domains of different CAPIF providers, the two CAPIF providers have business agreement for service API sharing.
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Figure 8.25.3.1-1: Interconnection API publish
1.
CCF-A gets the service APIs to be shared to CCF-B from API publish function as described in subclause 8.3.3. 

2.
Based on the shareable indication information for the service API or the service API category information, the CCF-A determines to publish the service API or the service API category information to the CCF-B. The CCF-A sends the interconnection API publish request to CCF-B with the details of service APIs or the category information of the service APIs, the identity information of CCF-A, and shareable indication information if required. The API topology hiding may be enabled.

3.
CCF-B stores the service API information or service API catetory provided by the CCF-A.

4.
CCF-B provides an interconnection API publish response to the CCF-A indicating success or failure result and triggers notifications to subscribed API invokers as described in subclause 8.8.4.
8.25.3.2
Service API discovery involving multiple CCFs 

This subclause describes a procedure for service API discovery involving multiple CCFs

Pre-condition:

1.
CCF-A and CCF-B connect to each other, and either belong to the single trust domain of the same CAPIF provider or trust domains of different CAPIF providers.

2.
When CCF-A and CCF-B belong to trust domains of different CAPIF providers, the two CAPIF providers have business agreement for service API sharing.
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Figure 8.25.3.2-1: Service API discovery y involving multiple CCFs
1.
The API invoker sends a service API discover request to the CCF-A. It includes the API invoker identity, and may include query information.
2.
The CCF-A verifies the identity of the API invoker and retrieves the stored service API(s) information and service API categories. The information of CCF-B with the service API category matching the discovery criteria is returned to API invoker in the service API discover response. 

NOTE:
The remaining steps are only applied when the service API category is included in the interconnection API publish request as described in subclause 8.25.2.1.

3.
The API invoker sends an service API discover request to the CCF-B. The identity of API invoker is included. The query information is also provided.

4.
Upon receiving the service API discover request, the CCF-B verifies the identity of the API invoker. The CCF-B retrieves the stored service API(s) information as per the query information in the service API discover request. Further, the CCF-B applies the discovery policy and performs filtering of service APIs information which matches the discovery criteria. 

5.
The CCF-B sends an service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.

*************************** End of 2nd change ****************************
_1601468381.vsd
CCF-A


CCF-B


2. Interconnection API publish request


4. Interconnection API publish response


1. get the service API  information from API publish function


3. Store the service API information



CCF-A
CCF-B
3.Service API discover request
5. Service API discover response
4.Retrives service API(s) information
API invoker
1. Service API discover request
2. Service API discover reponse



