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1. Introduction
The pCR proposes to address the below editor's note:
	EN#18
	11.4 SEAL APIs for configuration management
	Editor's Note: This clause will list SEAL APIs.

Editor's Note: Add description for details of API usage.
	Propose SEAL APIs
	CLOSED

SA6#30


2. Reason for Change
See [Samsung] API analysis provided for each procedure.

11.3.3
VAL UE configuration data

11.3.3.1
General
The VAL UE configuration data has to be known by the VAL UE before it can use the VAL service.

11.3.3.2
Procedures

The procedure for VAL UE obtaining the VAL UE related configuration data is illustrated in figure 11.3.3.2-1.
Pre-conditions:

-
The VAL UE has the secure access to the configuration management server.
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Figure 11.3.3.2-1: VAL UE obtains the configuration data
1.
The configuration management client sends a get VAL UE configuration request to the configuration management server for obtaining VAL UE configuration data.

2.
The configuration management server sends get VAL UE configuration response to the configuration management client. This message carries the VAL UE configuration data.
[Samsung]
Request/Response API for UE configuration
11.3.3.3
Structure of VAL UE configuration data

NOTE:
For a VAL service, the VAL UE configuration data is listed in the corresponding VAL service specification and outside the scope of the present document.
11.3.4
VAL user profile data
11.3.4.1
General
The VAL user profile procedures are described in the following subclauses.

11.3.4.2
VAL user obtains the VAL user profile(s) from the network
11.3.4.2.1
VAL user receiving VAL service in primary VAL system
The procedure for the VAL user obtaining VAL user profiles in the primary VAL system of that VAL user is illustrated in figure 11.3.4.2.1-1.
Pre-conditions:

-
The VAL user has performed user authentication in the identity management server.
-
The VAL UE has secure access to the configuration management server.
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Figure 11.3.4.2.1-1: VAL user obtains the VAL user profile(s) from the network
1.
The configuration management client sends a get VAL user profile request message to the configuration management server, which includes the VAL user ID or VAL UE ID.

2.
The configuration management server obtains the VAL user profile information.

3.
The configuration management server sends get VAL user profile response message to the configuration management client. When a download is necessary, this message includes all VAL user profiles that are associated with the VAL user ID or VAL UE ID.
[Samsung]
Request/Response API for obtaining user profile

Consumer can be both client and VAL server
11.3.4.2.2
VAL user receiving VAL service from a partner VAL system

Figure 11.3.4.2.2-1 below illustrates mechanism for the configuration management client to retrieve the VAL user profile for the migrating VAL user from the partner VAL system.

NOTE:
Any proxy servers at the edges of the primary and partner VAL systems which are used to hide the topology of the VAL systems from external entities are not shown in this procedure.

Preconditions

-
The VAL user is permitted to migrate to the partner VAL system, and the relevant authorizations are configured in both the primary and partner VAL systems of that VAL user
-
The VAL user has performed VAL user authentication in the partner VAL system, and has received the necessary credentials to retrieve configuration information and to request service authorization.
-
The VAL UE has been provided with addressing information to allow the configuration management client in the VAL UE to access the configuration management server in the partner VAL system.
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Figure 11.3.4.2.2-1:
Retrieval of user profile in partner VAL system
1.
The configuration management client in the VAL UE of the migrating VAL user requests the VAL user profile for migration from the configuration management server in the partner VAL system.
2.
The configuration management server in the partner VAL system requests the VAL user profile from the configuration management server in the primary VAL system of the VAL user.

3.
The configuration management server in the primary VAL system of the VAL user retrieves the VAL user profile from the VAL user database in that primary VAL system. The identification of the partner VAL system to which the VAL user is attempting to migrate is used to determine which VAL user profile is retrieved for that VAL user for migration to that partner VAL system.

4.
The configuration management server in the primary VAL system provides the VAL user profile to the configuration management server in the partner VAL system of the VAL user, optionally requesting validation of the modified VAL user profile.

5.
The partner VAL system of the VAL user modifies the VAL user profile according to local configuration information and stores the modified VAL user profile in the VAL user database in the partner VAL system.

6.
If the primary VAL system requested validation of the VAL user profile in step 4, the configuration management server in the partner VAL system of the migrating VAL user may send the modified VAL user profile to the configuration management server of the primary VAL system of the VAL user to allow the primary VAL system of the VAL user to validate the modified VAL user profile.

7.
The primary VAL system of the migrated VAL user validates the modified VAL service profile of the migrated VAL user.

8.
The primary VAL system of the migrated VAL user responds to the partner VAL system with the results of the validation process.

9.
The configuration management server in the partner VAL system provides the VAL user profile to the configuration management client of the migrating VAL user,

NOTE:
Step 9 is not followed if the validation process fails.
[Samsung]
Planned for SA6#31
11.3.4.3
VAL user receives updated VAL user profile data from the network
The procedure for VAL user obtaining updated VAL user profile data that is initiated by the network is illustrated in figure 11.3.4.3-1.
Pre-conditions:

-
The VAL user has performed user authentication in identity management server.

-
The VAL UE has secure access to the configuration management server.
-
The VAL UE has already obtained one or more VAL user profiles.
-
The configuration management server has access to the VAL user profile(s) associated with the VAL user ID of the VAL user or VAL UE ID.
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Figure 11.3.4.3-1: VAL user receives updated VAL user profile data from the network
1.
The configuration management server obtains updated VAL user profile data.

2.
The configuration management server sends a notification for VAL user profile data update to the configuration management client.

3.
The configuration management client sends get updated VAL user profile data request to the configuration management server, which includes the VAL user ID or VAL UE ID. 

4.
The configuration management server sends get updated VAL user profile data response to the configuration management client which includes the updated VAL user profile data requested in step 3.

NOTE:
The updated VAL user profile data could be for a specific VAL user profile, a specific parameter in an VAL user profile, a set of VAL user profiles, or all the VAL user profiles for the VAL user ID or VAL UE ID.  VAL user profile data is defined per VAL service.
[Samsung]
Step1: Server initiated message, no API

Step3 and 4: Request/Response for obtaining updated user profile API

11.3.4.4
VAL user updates VAL user profile data to the network
The procedure for VAL user updating the VAL user profile data is illustrated in figure 11.3.4.4-1.
Pre-conditions:

-
The VAL user has performed user authentication in identity management server.

-
The VAL UE has secure access to the configuration management server.
-
The VAL UE has already obtained one or more VAL user profiles.
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Figure 11.3.4.4-1: VAL user updates VAL user profile data to the network
1.
The configuration management client is triggered (e.g. by user interaction operation) to update the VAL user profile data on the configuration management server.

2.
The configuration management client sends update VAL user profile data request to the configuration management server, which includes the VAL user profile data to be updated.

3.
The configuration management server stores the received VAL user profile data.

4.
The configuration management server sends update VAL user profile data response to the configuration management client to confirm the VAL user profile data update is complete.

NOTE:
The updated VAL user profile data could be for a specific VAL user profile, a specific parameter in an VAL user profile, a set of VAL user profiles, or all the VAL user profiles for the VAL user ID and VAL UE ID. VAL user profile data is defined per VAL service.
[Samsung]
Step2 and 4: Request/Response for update user profile API

Revision 1 – To remove all Client - Server APIs and keep only VAL server – SEAL server APIs.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.434 V0.2.0.
* * * First Change * * * *

11.4
SEAL APIs for configuration management

11.4.1
General


Table 11.4.1-1 illustrates the SEAL APIs for configuration management.

Table 11.4.1-1: List of SEAL APIs for configuration management
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_Obtain_User_Profile
	Obtain_User_Profile
	VAL server
	Request /Response

	SS_Obtain_Updated_User_Profile
	Updated_User_Profile_Subscribe_Event
	VAL server
	Request /Response

	
	Updated_User_Profile_Notify_Event
	VAL server
	Notify


11.4.2
SS_Obtain_User_Profile API
11.4.2.1
General
API description: This API enables the VAL server to communicate with the configuration management server for obtaining user profile over CM-S.
11.4.2.2
Obtain_User_Profile operation
API operation name:  Obtain_User_Profile
Description: Obtaining user profile.
Known Consumers: VAL server.
Inputs: See subsclause 11.3.2.3
Outputs: See subsclause 11.3.2.4
See subclause 11.3.4.2 for the details of usage of this API operation.

11.4.3
SS_Obtain_Updated_User_Profile API
11.4.3.1
General
API description: This API enables the VAL server to communicate with the configuration management server for obtaining updated user profile over CM-S.
11.4.3.2
Updated_User_Profile_Subscribe_Event operation
API operation name: Updated_User_Profile_Subscribe_Event
Description: Subscribing to changes to user profile.
Known Consumers: VAL server.

Inputs: See subsclause 11.3.2.x
Outputs: See subsclause 11.3.2.x
See subclause 11.3.x for the details of usage of this API operation.
11.4.3.3
Updated_User_Profile_Notify_Event operation
API operation name: Updated_User_Profile_Notify_Event
Description: Notification for changes to user profile.
Known Consumers: VAL server.

Inputs: See subclause 11.3.2.x
Outputs: See subclause 11.3.2.x
See subclause 11.3.x for the details of usage of this API operation.
Editor's Note:
Procedure 11.3.x and related information flows for SS_Obtain_Updated_User_Profile API is FFS.
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>
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3. Get updated VAL user profile data request


4. Get updated VAL user profile data response
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2. Update VAL user profile data request


4. Update VAL user profile data response
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