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1. Introduction
This pCR proposes to fix some of the editorials in the SEAL TS 23.434.
2. Reason for Change
The types of editorials include:
2.1.
The template which was originally part of the TS skeleton and not required now i.e. template for adding architectural requirements (subclause 4.x) and adding any new SEAL service (clause X). Since there are several architectural requirements and SEAL services already included, such template is not required anymore and hence it is proposed to be removed from the TS.
2.2.
Editor's note that was part of the skeleton and not removed at the time when the content was proposed to complete the subclauses i.e. subcluase 6.4 Functional entities description.
2.3.
Style issues for ENs and others.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.434 V0.2.0.
* * * First Change * * * *







* * * Next Change * * * *

6.4
Functional entities description

* * * Next Change * * * *

9.3.3
Event-triggered location reporting procedure

The location management server provides location reporting configuration to the location management clients, indicating what information the location management server expects and what events will trigger the sending of this information to the location management server. The decision to report location information can be triggered at the location management client by different conditions, e.g., the reception of the location reporting configuration, initial registration, distance travelled, elapsed time, cell change, MBMS SAI change, MBMS session change, leaving a specific MBMS bearer service area, tracking area change, PLMN change, call initiation, or other types of events such as emergency. The location report can include information described as ECGI, MBMS SAIs, geographic coordinates and other location information.
Pre-condition:

-
If multicast delivery mode is used, the MBMS bearer being used is activated by the location management server.
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Figure 9.3.3-1: Event-triggered location reporting procedure

1.
The location management server sends location reporting configuration message to the location management client(s) containing the initial location reporting event triggers configuration (or a subsequent update) , e.g. minimum time between consecutive reports, SAI changes, or ECGI changes for reporting the location of the VAL UE. This message can be sent over a unicast bearer to a specific location management client or as a group message over an MBMS bearer to update the location reporting configuration for multiple location management clients at the same time.

NOTE 1:
The location reporting configuration information can be made part of the user profile, in which case the sending of the message is not necessary.

NOTE 2:
Different location management clients may be given different location reporting criteria.

2.
The location management client stores or updates the location reporting event triggers configuration. A location reporting event occurs, triggering step 3.

3.
The location management client sends a location information report to the location management server, containing location information identified by the location management server and available to the location management client.

4.
Upon receiving the report, the location management server updates location of the reporting location management client. If the location management server does not have location information of the reporting location management client before, then just stores the reporting location information for that location management client. 

* * * Next Change * * * *

10.3.5.1
Group membership notification
Figure 10.3.5.1-1 illustrates the group membership notification operations to the VAL server(s) and group management clients upon the group membership change at group management server.
Pre-conditions:

1.
VAL group is created on the group management server.
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Figure 10.3.5.1-1: group membership notification
1.
The membership of a specific VAL group is changed at group management server.

2.
The group management server notifies the VAL server(s) regarding the group membership change with the information of the updated group members.
3.
The group management server updates the group management clients of the VAL users/UEs who have been added to or removed from the group.
4.
The group management client requests to retrieve the relevant group configurations from group management server, if the user or UE is added to the group. If the user or UE is deleted from the group, the locally stored group configurations in the VAL UE may be removed.

* * * Next Change * * * *

13.2.5.2
KM-UU
The interactions related to key management functions between the key management client and the key management server are supported by KM-UU reference point. This reference point utilizes Uu reference point as described in 3GPP TS 23.401 [8] and 3GPP TS 23.501 [9].
KM-UU reference point provides a means for the key management server to provide security related information (e.g. encryption keys) to the key management client. The KM-UU reference point shall use the HTTP-1 and HTTP-2 signalling control plane reference points for transport and routing of security related information to the key management client.

NOTE:
KM-UU reference point is responsibility of SA3 and specified in 3GPP TS 33.xyz [X].

Editor's note: Adding SA3 TS reference is FFS.
13.2.5.3
KM-PC5
The interactions related to key management functions between the key management clients located in different VAL UEs are supported by KM-PC5 reference point. This reference point utilizes PC5 reference point as described in 3GPP TS 23.303 [10].
* * * Next Change * * * *

13.2.5.5
KM-S
The interactions related to key management functions between the VAL server(s) and the key management server are supported by KM-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in 3GPP TS 23.222 [7].
KM-S reference point provides a means for the key management server to provide security related information (e.g. encryption keys) to the VAL server. The KM-S reference point shall use the HTTP-1 and HTTP-2 signalling control plane reference points for transport and routing of security related information to the VAL server.

NOTE:
KM-S is responsibility of SA3 and specified in 3GPP TS 33.xyz [X].

Editor's note: Adding SA3 TS reference is FFS.
* * * Next Change * * * *
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