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	Reason for change:
	Annex C contains statements about IP connectivity to be handled via the defined APN. The APN typically provides only the transport capabilities between UE and the external reference point of the 3GPP system, e.g. Si or N6, available.

With the introduction of the service capability "IP connectivity", the remarks in Annex are to be generalized. Accordingly, the focus of Annex C is on the transport function of the APN.

	
	

	Summary of change:
	This change request proposes the following adjustments for a better differentiation to the IP connectivity service capabilities:

1.) The word order “IP data” is generalized and reduced to transport or access capabilties of the APN.

2.) The transport system with the corresponding use of the APN only ensures a virtual connection between the data host and the target server.

3.) The MCData user will generate data traffic while MCData UE provides the necessaryr transport.
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*************************************************1st Change**************************************
Annex C (informative):
Secure transport connectivity requirements

This annex contains a description of how mission critical organisation may use existing 3GPP solutions to provide a data connection at a fixed defined quality of service level.

Editor's note:
For R14 there is no normative work for MCData secure IP connectivity. Further study in R15 will investigate how to complete compliance with the stage 1 requirements including incoming setup to a UE, UE to UE connection and MCData service control of access.
An MCData service Access Ppoint Name (APN) is configured to provide connectivity to reach the required PDN within the MC service provider's control with a defined level of quality of service i.e. QCI for EPS and ARP. In some instances, the use of the APN will be sufficient to provide the required security for the transport of user data. If that is not the case, the MC service provider may use available techniques to further secure parts of the data traffic through the EPC.

The MCData UE is configured with security policy to identify which data traffic is required to use the MCData service  APN.

When the MCData user requires to access an application to be used with the additional level of security, the local application within the MCData UE commences access. If the policy allows use of the MCData service  APN, then the MCData UE establishes the virtual connection to the required end point via the PDN provided for the MC service access.

End to end security is established as required by the local application in the UE and the remote application in the network.
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