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* * * First Change * * * *

10.6.2.2.1
MCPTT emergency group call request
Table 10.6.2.2.1-1 describes the information flow MCPTT emergency group call request from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.1-1 MCPTT emergency group call request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the calling party

	Functional alias
	O
	The functional alias of the calling party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Emergency indicator
	M
	Indicates that the group call request is an MCPTT emergency call

	Alert indicator
	M
	Indicates whether an emergency alert is to be sent

	Implicit floor request (NOTE)
	O
	Indicates that the originating client requests the floor.

	Location
	O
	Location of the calling party

	NOTE:
This element shall be included only when this information flow is from the client to the server and the originating client requests the floor.


10.6.2.2.1a
MCPTT emergency group call response
Table 10.6.2.2.1a-1 describes the information flow MCPTT emergency group call response from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.1a-1 MCPTT emergency group call response information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the called party

	Functional alias
	O
	The functional alias of the called party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Result
	M
	Result of the MCPTT emergency group call request (success or failure)


10.6.2.2.2
MCPTT in-progress emergency group state cancel request

Table 10.6.2.2.2-1 describes the information flow MCPTT in-progress emergency group state cancel request from the MCPTT client to the MCPTT server.
NOTE:
In Rel-14 and Rel-13 versions of this specification the name of this information flow is "MCPTT emergency group call cancel request".
Table 10.6.2.2.2-1: MCPTT in-progress emergency group state cancel request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	Functional alias
	O
	The functional alias of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the MCPTT in-progress emergency state is to be cancelled.

	Alert indicator
	O
	Indicates whether the emergency alert of the cancelling party is to be cancelled


10.6.2.2.2a
MCPTT in-progress emergency group state cancel response

Table 10.6.2.2.2a-1 describes the information flow MCPTT in-progress emergency group state cancel response from the MCPTT server to the MCPTT client. 
NOTE:
In Rel-14 and Rel-13 versions of this specification the name of this information flow is "MCPTT emergency group call cancel response".
Table 10.6.2.2.2a-1: MCPTT in-progress emergency group state cancel response information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelled party

	Functional alias
	O
	The functional alias of the cancelled party

	MCPTT group ID
	M
	The MCPTT group ID on which the MCPTT in-progress emergency in-progress is to be cancelled.


10.6.2.2.3
MCPTT emergency alert request

Table 10.6.2.2.3-1 describes the information flow MCPTT emergency alert request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.3-1 MCPTT emergency alert request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the alerting party

	Functional alias
	O
	The functional alias of the alerting party

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated

	Location
	O
	The alerting MCPTT client's location


Table 10.6.2.2.3-2 describes the information flow MCPTT emergency alert request from the MCPTT server to the MCPTT client.

Table 10.6.2.2.3-2 MCPTT emergency alert request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the alerting party

	Functional alias
	O
	The functional alias of the alerting party

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated

	Organization name
	M
	The alerting MCPTT user's mission critical organization name

	Location
	O
	The alerting MCPTT client's location


10.6.2.2.3a
MCPTT emergency alert response

Table 10.6.2.2.3a-1 describes the information flow MCPTT emergency alert response from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.3a-1 MCPTT emergency alert response information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the alerted party

	Functional alias
	O
	The functional alias of the alerted party

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated


10.6.2.2.3b
MCPTT emergency alert area trigger
Table 10.6.2.2.3b-1 describes the information flow MCPTT emergency alert area trigger from the MCPTT server to the MCPTT client.
Table 10.6.2.2.3b-1 MCPTT emergency alert area trigger information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	MCPTT user identity of the party to be notified

	Functional alias
	O
	The functional alias of the MCPTT user to be notified

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated

	Emergency Alert Area Indicator
	M
	An indicator that the MCPTT user is in an Emergency Alert Area.


Editor's Note: The information flow for MCPTT emergency alert area trigger cancel is FFS.

10.6.2.2.4
MCPTT emergency alert cancel request

Table 10.6.2.2.4-1 describes the information flow MCPTT emergency alert cancel request from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.4-1 MCPTT emergency alert cancel request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	MCPTT user identity of the cancelling party

	Functional alias
	O
	The functional alias of the cancelling party

	MCPTT ID (NOTE)
	O
	MCPTT user identity whose emergency alert is to be cancelled

	Functional alias (NOTE)
	O
	The functional alias of the MCPTT user whose emergency alert is to be cancelled

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated

	Group's in-progress emergency state cancel request
	O
	Requests cancellation of the in-progress emergency state of the group

	NOTE:
This information shall be present if the message is requesting cancellation of another MCPTT user's alert. If not present, then the alert of the MCPTT ID / Functional alias of the cancelling party is being cancelled


10.6.2.2.4a
MCPTT emergency alert cancel response

Table 10.6.2.2.4a-1 describes the information flow MCPTT emergency alert cancel response from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.4a-1 MCPTT emergency alert cancel response information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelled party

	Functional alias
	O
	The functional alias of the cancelled party

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated


10.6.2.2.5
MCPTT imminent peril group call request

Table 10.6.2.2.5-1 describes the information flow MCPTT imminent peril group call request from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.5-1 MCPTT imminent peril group call request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the calling party

	Functional alias
	O
	The functional alias of the calling party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Imminent peril indicator
	M
	Indicates that the group call request is an imminent peril call

	Implicit floor request (NOTE)
	O
	Indicates that the originating client requests the floor



	Location
	O
	Location of the calling party

	NOTE:
This element shall be included only when this information flow is from the client to the server and the originating client requests the floor.


10.6.2.2.5a
MCPTT imminent peril group call response

Table 10.6.2.2.5a-1 describes the information flow MCPTT imminent peril group call response from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client.

Table 10.6.2.2.5a-1 MCPTT imminent peril group call response information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the called party

	Functional alias
	O
	The functional alias of the called party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Result
	M
	Result of the MCPTT imminent peril group call request (success or failure)


10.6.2.2.6
MCPTT in-progress imminent peril group state cancel request

Table 10.6.2.2.6-1 describes the information flow MCPTT in-progress imminent peril group state cancel request from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client. 
NOTE:
In Rel-14 and Rel-13 versions of this specification the name of this information flow is "MCPTT imminent peril group call cancel request".
Table 10.6.2.2.6-1 MCPTT in-progress imminent peril group state cancel request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	Functional alias
	O
	The functional alias of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the imminent peril group state is to be cancelled


10.6.2.2.6a
MCPTT in-progress imminent peril group state cancel response

Table 10.6.2.2.6a-1 describes the information flow MCPTT in-progress imminent peril group state cancel response from the MCPTT client to the MCPTT server and from the MCPTT server to the MCPTT client. 
NOTE:
In Rel-14 and Rel-13 versions of this specification the name of this information flow is "MCPTT imminent peril group call cancel response".
Table 10.6.2.2.6a-1 MCPTT in-progress imminent peril group state cancel response information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelled party

	Functional alias
	O
	The functional alias of the cancelled party

	MCPTT group ID
	M
	The MCPTT group ID on which the imminent peril group state is to be cancelled


* * * Next Change * * * *

10.6.2.6.1
MCPTT emergency group call

10.6.2.6.1.1
MCPTT emergency group call commencement

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency group call with the affiliated MCPTT members of that MCPTT group. An MCPTT client in the MCPTT emergency state gains elevated access privilege for all of the MCPTT user's mission critical applications.

Procedures in figure 10.6.2.6.1.1-1 are the signalling control plane procedures for the MCPTT client initiating establishment of an MCPTT emergency group call with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 has been provisioned with an MCPTT group that has been designated via provisioning as the MCPTT emergency group.
4.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.

NOTE 2:
The selected functional alias is not changed during the group call, i.e. a MCPTT client uses the same functional alias until the group call is released or the MCPTT client has left the group call.
NOTE 3:
Alternatively, the client could have been provisioned for emergency behaviour on the selected group.
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Figure 10.6.2.6.1.1-1: MCPTT emergency group call

1.
The user at the MCPTT client 1 initiates an MCPTT emergency group call. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained until explicitly cancelled. 

2.
MCPTT client 1 sends an MCPTT group call request towards the MCPTT server. The request contains an indication of the MCPTT emergency. The MCPTT server records the identity of the MCPTT user that initiated the MCPTT emergency group call until the MCPTT emergency is cancelled. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user. Once an MCPTT emergency call has been initiated, the MCPTT group is considered to be in an in-progress emergency state until cancelled. If configured to send an MCPTT emergency alert when initiating an MCPTT emergency group call, the request also contains an indication that an MCPTT emergency alert is to be initiated. The request may contain an indication of an implicit floor request.

3.
The MCPTT server implicitly affiliates MCPTT client 1 to the emergency group if the client is not already affiliated. 

4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server configures the priority of the underlying bearers for all participants in the MCPTT group.

NOTE 4:
Successive calls during the MCPTT group's in-progress emergency state will all receive the adjusted bearer priority.

6.
MCPTT server sends the MCPTT emergency group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of the in-progress emergency. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert.

7.
MCPTT users are notified of the incoming MCPTT group call. The functional alias of the group call initiating MCPTT user may be displayed.
8.
The receiving MCPTT clients send the MCPTT emergency group call response to the MCPTT server to acknowledge the MCPTT emergency group call request. For a multicast call, these acknowledgements are not sent. The response may also contain a functional alias of the responding MCPTT user, which is verified (valid and activated for the user) by the MCPTT server. In addition, a receiving MCPTT client check whether it is already involved in an MCPTT emergency group call when using this functional alias and whether the maximum number of parallel MCPTT emergency group calls when using this functional alias has been reached.
9.
The MCPTT server sends the MCPTT emergency group call response to the MCPTT user 1 to inform the successful MCPTT emergency call establishment. The response may contain the functional alias(es), which may be displayed.
NOTE 5:
Step 9 can occur at any time following step 5, and prior to step 10 depending on the conditions to proceed with the call.
MCPTT client 1, MCPTT client 2 and MCPTT client 3 have successfully established media plane for communication. MCPTT floor participant 1, floor participant 2 and floor participant 3 exchange floor control information e.g., MCPTT client 1 receives the floor granted information over the established media plane, while the other MCPTT client's receive floor taken information. MCPTT client 1 indicates to the MCPTT user that the floor is available to send media, while the other MCPTT clients in the MCPTT emergency group call will be receiving that media. MCPTT client 1 can override other clients in the call except those that are also in the MCPTT emergency state.
NOTE 6:
The MCPTT clients use the same functional alias within floor control procedures as used during group call setup.
10.6.2.6.1.2
MCPTT group call upgraded to an MCPTT emergency group call
The procedure focuses on the case where an authorized MCPTT user is upgrading an MCPTT group call to an MCPTT emergency group call while the MCPTT group call is already in progress.

Procedures in figure 10.6.2.6.1.2-1 are the signalling control plane procedures for the MCPTT client upgrading an MCPTT group call on an MCPTT group to an MCPTT emergency group call.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
An MCPTT group call is already in progress.

4.
The initiating MCPTT client 1 has been configured to send an MCPTT emergency alert when upgrading an MCPTT emergency group call.
5.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.
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Figure 10.6.2.6.1.2-1: MCPTT group call upgraded to an MCPTT emergency group call
1.
The MCPTT user at MCPTT client 1 initiates a group emergency. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to upgrade the MCPTT group to an in-progress emergency state by sending an MCPTT emergency group call request. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user. If configured to send an MCPTT alert when initiating an MCPTT emergency upgrade, the request also contains an indication that an MCPTT alert is to be initiated. The request may contain an indication of an implicit floor request.

3.
The MCPTT server adjusts the priority of the underlying bearer for all or selected participants in the MCPTT group call that receive the communication over unicast.
NOTE 2:
The determination of the selected participants whose bearers have to be upgraded is left to implementation.
4.
MCPTT server sends the MCPTT emergency group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert.
5.
MCPTT users are notified of the in-progress emergency state of the MCPTT group. The functional alias of the MCPTT emergency group call initiating MCPTT user may be displayed.
6.
The receiving MCPTT clients send the MCPTT emergency group call response to the MCPTT server to acknowledge the MCPTT group emergency request. The response may also contain a functional alias of the responding MCPTT user, which is verified (valid and activated for the user) by the MCPTT server. For a multicast call, these acknowledgements are not sent.

7.
The MCPTT server sends the MCPTT emergency group call response to the MCPTT user 1 to confirm the upgrade request. 

NOTE 3:
Step 7 can occur at any time following step 3, and prior to step 8 depending on the conditions to proceed with the call.

MCPTT client 1, MCPTT client 2 and MCPTT client 3 continue with the MCPTT group call, which has been transformed into an MCPTT emergency group call. MCPTT client 1 can override other clients in the call except those that are also in the MCPTT emergency state.

10.6.2.6.1.3
MCPTT in-progress emergency group state cancel

NOTE 1:
In Rel-14 and Rel-13 versions of this specification the title of this subclause is "MCPTT emergency group call cancel".
The procedure focuses on the case where an MCPTT client cancels an MCPTT group's in-progress emergency.

Procedures in figure 10.6.2.6.1.3-1 are the signalling control plane procedures for the MCPTT client cancelling an in-progress emergency of a group.

NOTE 2:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

NOTE 3:
The end of the MCPTT emergency group call does not cancel the MCPTT group's in-progress emergency state. It is explicitly cancelled by an authorized user using this procedure.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
MCPTT group members have been notified about the in-progress emergency.

4.
The MCPTT group is in the in-progress emergency state and has prioritized bearer support.

5.
MCPTT client 1 previously initiated the in-progress emergency for the group.
6.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.
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Figure 10.6.2.6.1.3-1: MCPTT in-progress emergency group state cancel

1.
The user at the MCPTT client 1 initiates an MCPTT in-progress emergency group state cancel.

NOTE 3:
An MCPTT user authorized to cancel in-progress emergencies on the MCPTT group can also be authorised to cancel the MCPTT emergency alert in addition to the initiator. However, only the initiator can cancel the initiator's local MCPTT emergency state.

2.
MCPTT client 1 sends an MCPTT in-progress emergency group state cancel request to the MCPTT server. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user.
NOTE 4:
When MCPTT emergency alerts are in effect together with an MCPTT in-progress emergency group state on the same MCPTT group, the MCPTT emergency alert can, under some circumstances be cancelled at the same time. In that case, the MCPTT in-progress emergency group state cancel request carries an indication that the alert is also being cancelled.

3.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based upon the information from group management server.

4.
The MCPTT server adjusts the priority of the underlying bearer; priority treatment is no longer required. The MCPTT server cancels/resets the emergency in-progress state of the MCPTT group.

5.
The MCPTT server sends an MCPTT in-progress emergency group state cancel request to the MCPTT group members.

6.
MCPTT group members are notified of the MCPTT in-progress emergency group state cancel. The functional alias of the MCPTT in-progress emergency group state cancelling MCPTT user may be displayed.
7.
The receiving MCPTT clients send the MCPTT in-progress emergency group state cancel response to the MCPTT server to acknowledge the MCPTT in-progress emergency group state cancel. The response may also contain a functional alias of the responding MCPTT user, which is verified (valid and activated for the user) by the MCPTT server. For a multicast call scenario, these acknowledgements are not sent.

8.
The MCPTT server sends the MCPTT in-progress emergency group state cancel response to the MCPTT user 1 to confirm the MCPTT in-progress emergency group state cancel. If the MCPTT in-progress emergency group state cancel request (in step 2) contained the "Alert indicator" IE, the MCPTT client 1 resets its local emergency status. 

NOTE 5:
Step 8 can occur at any time following step 4, depending on the conditions to proceed with the call.

10.6.2.6.2
MCPTT imminent peril group call
10.6.2.6.2.1
MCPTT imminent peril group call commencement 

The procedure focuses on the case where an authorized MCPTT user is initiating an imminent peril group call for communicating with the affiliated MCPTT members of that MCPTT group. This procedure will gain elevated access privilege for the MCPTT client if it is not already in that state. The access privilege for other applications will not necessarily be affected.
Procedures in figure 10.6.2.6.2.1-1 are the signalling control plane procedures for the MCPTT client initiating establishment of an imminent peril group call with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 has been provisioned with an MCPTT group that has been designated in the provisioning to be used for imminent peril communications.

NOTE 1:
Alternatively, the client could have been provisioned for imminent peril behaviour on the selected group.
4.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.

NOTE 2:
The selected functional alias is not changed during the group call, i.e. a MCPTT client uses the same functional alias until the group call is released or the MCPTT client has left the group call.
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Figure 10.6.2.6.2.1-1: MCPTT imminent peril group call

1.
The user at the MCPTT client 1 initiates an imminent peril group call.

2.
MCPTT client 1 sends an MCPTT imminent peril group call request towards the MCPTT server. The request contains an indication of the in-progress imminent peril. The MCPTT server records the identity of the MCPTT user that initiated the imminent peril group call until the in-progress imminent peril state is cancelled. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user. Once an imminent peril group call has been initiated, the MCPTT group is considered to be in an in-progress imminent peril state until cancelled. The request may contain an indication of an implicit floor request. If the group call request includes an implicit floor request it may also include location information.
3.
The MCPTT server implicitly affiliates MCPTT client 1 to the imminent peril group if the client is not already affiliated.

4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of imminent peril group calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server configures the priority of the underlying bearers for all participants in the MCPTT group.

NOTE 3:
Successive calls during the in-progress imminent peril state will all receive the adjusted bearer priority.

6.
MCPTT server sends the imminent peril group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of the in-progress imminent peril. If location information was included in the imminent peril group call request, the MCPTT server checks the privacy policy of the MCPTT user to decide if the location information of MCPTT client 1 can be provided to other users on the call (refer to Annex A.3 "Authorisation to provide location information to other MCPTT users on a call when talking").
7.
MCPTT users are notified of the incoming imminent peril call. The functional alias of the group call initiating MCPTT user may be displayed.
8.
The receiving MCPTT clients send the MCPTT imminent peril group call response to the MCPTT server to acknowledge the imminent peril call request. The response may also contain a functional alias of the responding MCPTT user, which is verified (valid and activated for the user) by the MCPTT server. For a multicast call, these acknowledgements are not set.
9.
The MCPTT server sends the MCPTT imminent peril group call response to the MCPTT user 1 to inform the successful imminent peril call establishment. The response may contain the functional alias(es), which may be displayed.
NOTE 4:
Step 9 can occur at any time following step 5, and prior to step 10 depending on the conditions to proceed with the imminent peril call.

MCPTT client 1, MCPTT client 2 and MCPTT client 3 have successfully established media plane for communication. MCPTT floor participant 1, floor participant 2 and floor participant 3 exchange floor control information e.g., MCPTT client 1 receives the floor granted information over the established media plane, while the other MCPTT clients receive floor taken information. MCPTT client 1 indicates to the MCPTT user that the floor is available to send media, while the other MCPTT clients in the imminent peril call will be receiving that media.
NOTE 5:
The MCPTT clients use the same functional alias within floor control procedures as used during group call setup.
10.6.2.6.2.2
Imminent peril group call upgrade

The procedure focuses on the case where an authorized MCPTT user is upgrading an MCPTT group call to an imminent peril group call while the MCPTT group call is already in progress.

Procedures in figure 10.6.2.6.2.2-1 are the signalling control plane procedures for the MCPTT client upgrading an MCPTT group call on an MCPTT group to an imminent peril group call.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 1, MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group.

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
An MCPTT group call is already in progress.
4.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.
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Figure 10.6.2.6.2.2-1: MCPTT group call upgrade to an imminent peril group call
1.
The MCPTT user at MCPTT client 1 initiates an imminent peril call.

2.
MCPTT client 1 requests the MCPTT server to upgrade the MCPTT group to an in-progress imminent peril state by sending an MCPTT imminent peril group call request. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user. The request may contain an indication of an implicit floor request. If the imminent peril group call request includes an implicit floor request it may also include location information.
3.
The MCPTT server adjusts the priority of the underlying bearer for all participants in the MCPTT group.

4.
The MCPTT server sends the MCPTT imminent peril group call request towards the MCPTT clients of the affiliated MCPTT group members. If location information was included in the imminent peril group call request, the MCPTT server checks the privacy policy of the MCPTT user to decide if the location information of MCPTT client 1 can be provided to other users on the call (refer to Annex A.3 "Authorisation to provide location information to other MCPTT users on a call when talking").
5.
MCPTT users are notified of the in-progress imminent peril state of the MCPTT group. The functional alias of the MCPTT emergency group call initiating MCPTT user may be displayed.
6.
The receiving MCPTT clients send the MCPTT imminent peril group call response to the MCPTT server to acknowledge the MCPTT imminent peril group call request. The response may also contain a functional alias of the responding MCPTT user, which is verified (valid and activated for the user) by the MCPTT server. For a multicast call, these acknowledgements are not set.
7.
The MCPTT server sends the MCPTT imminent peril group call response to the MCPTT user 1 to confirm the upgrade request. 

NOTE:
Step 7 can occur at any time following step 4, and prior to step 8 depending on the conditions to proceed with the call.

MCPTT client 1, MCPTT client 2 and MCPTT client 3 continue with the MCPTT group call, which has been transformed into an imminent peril group call.

10.6.2.6.2.3
MCPTT in-progress imminent peril group state cancel

NOTE 1:
In Rel-14 and Rel-13 versions of this specification the title of this subclause is "MCPTT imminent peril group call cancel".
The procedure focuses on the case where an authorized MCPTT user cancels an MCPTT group's in-progress imminent peril state.

Procedures in figure 10.6.2.6.2.3-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT group's in-progress imminent peril state.

NOTE 2:
The end of the imminent peril call does not cancel the MCPTT group's in-progress imminent peril state. It is explicitly cancelled by an authorized user using this procedure.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 1, MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group.

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The MCPTT group is in an in-progress imminent peril state and has prioritized bearer support.

4.
MCPTT group members have been notified about the MCPTT group's in-progress imminent peril state.
5.
MCPTT client 1 previously initiated the in-progress imminent peril.
6.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.
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Figure 10.6.2.6.2.3-1: MCPTT in-progress imminent peril group state cancel

1.
The user at the MCPTT client 1 initiates an in-progress imminent peril group state cancel.

2.
MCPTT client 1 sends an MCPTT in-progress imminent peril group state cancel request to the MCPTT server. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user.
3.
The MCPTT server adjusts the priority of the underlying bearer; priority treatment is no longer required. The MCPTT server cancels/resets the in-progress imminent peril group state.

4.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based upon the information from group management server.

5.
The MCPTT server sends an MCPTT imminent peril group state cancel request to the MCPTT group members.

6.
MCPTT group members are notified of the in-progress imminent peril group state cancel. The functional alias of the MCPTT in-progress emergency group state cancelling MCPTT user may be displayed.
7.
The receiving MCPTT group members send the MCPTT in-progress imminent peril group state cancel response to the MCPTT server to acknowledge the MCPTT in-progress imminent peril group state cancel request. The response may also contain a functional alias of the responding MCPTT user, which is verified (valid and activated for the user) by the MCPTT server. For a multicast scenario, these acknowledgements are not set.
8.
The MCPTT server sends the MCPTT in-progress imminent peril group state cancel response to the MCPTT user 1 to confirm the MCPTT in-progress imminent peril group state cancel request.

NOTE 3:
Step 8 can occur at any time following step 4, depending on the conditions to proceed with the call.

10.6.2.6.3
MCPTT emergency alert

Editor's note:
whether the following procedures for emergency alert initiation and emergency alert cancel remain in this specification is FFS.

10.6.2.6.3.1
MCPTT emergency alert initiation

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency alert unicast signalling for communicating the alert with the affiliated MCPTT members of that MCPTT group. An MCPTT client in the MCPTT emergency state gains elevated access privilege for all of the MCPTT user's mission critical applications. This procedure will place the MCPTT client in the MCPTT emergency state if the MCPTT client is not already in that state.

Procedures in figure 10.6.2.6.3.1-1 are the signalling control plane procedures for the MCPTT client initiating an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 is affiliated with one or more MCPTT groups.

4.
The initiating MCPTT client 1 has been provisioned with an MCPTT group designated as the MCPTT emergency group.

NOTE 2:

Alternatively, the client could have been provisioned for emergency behaviour on the currently selected group.

5.
The initiating MCPTT client 1 may not have carried out an explicit affiliation procedure with the MCPTT group designated as the MCPTT emergency group.
6.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.
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Figure 10.6.2.6.3.1-1 MCPTT emergency alert

1.
The user at the MCPTT client 1 initiates an MCPTT emergency alert. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained by the MCPTT client until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency alert request to the MCPTT group designated as the MCPTT emergency group. 

3.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency alerts for the indicated MCPTT group. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user.
4.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server sends the MCPTT emergency alert response to the MCPTT user 1 to confirm the MCPTT emergency alert request. MCPTT group calls made to this MCPTT group by the MCPTT client 1 will be sent as emergency calls until the emergency state on the MCPTT client 1 is cancelled.

6.
The MCPTT server sends an MCPTT emergency alert request towards the MCPTT clients of each of those affiliated MCPTT group members. The MCPTT emergency alert request message shall contain the following information: Location, MCPTT ID and MCPTT group ID (i.e., MCPTT user's selected MCPTT group or dedicated MCPTT emergency group, as per MCPTT group configuration) and the MCPTT user's mission critical organization name. If in step 2, the MCPTT client 1 does not include the location information in the MCPTT emergency alert request to the MCPTT server, the MCPTT server acquires the location of user at the MCPTT client 1 from the location management server. If the location is included in step 2, then the MCPTT server acquires the location from MCPTT client 1.
7.
MCPTT users are notified of the MCPTT emergency. The functional alias of the group call initiating MCPTT user may be displayed.
8.
For a unicast MCPTT emergency alert, the receiving MCPTT clients send the MCPTT emergency alert response to the MCPTT server to acknowledge the MCPTT emergency alert. The response may contain the functional alias(es), which may be displayed. For a multicast MCPTT emergency alert, these acknowledgements are not sent unless the MCPTT clients have been configured to do so.
9.
The MCPTT server implicitly affiliates MCPTT client 1 to the emergency group if the client is not already affiliated.

NOTE 3:
Sending the emergency alert without making a request to also start an emergency call does not put the group into the in-progress emergency state.

NOTE 4:
Sending the emergency alert does not put the other UEs in the group into an emergency state.

NOTE 5:
The MCPTT client 1 need not initiate a group call. For example, the MCPTT client can be configured to only allow alerts or the MCPTT user can choose not to make an MCPTT emergency group call.

10.6.2.6.3.2
MCPTT emergency alert cancel

The procedure focuses on the case where an MCPTT client has initiated an MCPTT emergency alert and entered the emergency state, and wishes to cancel the alert, informing the MCPTT server and other group members of this cancellation. By doing so, the MCPTT client may also request the cancellation of the in-progress emergency state of the group.
Procedures in figure 10.6.2.6.3.2-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT client 1 had previously successfully initiated an MCPTT emergency alert. 

2.
The MCPTT client 1 is still in the emergency state.

3.
The initiating MCPTT client 1 has affiliated with the MCPTT group designated as the MCPTT emergency group.
4.
Optionally, the MCPTT client 1, MCPTT client 2 and MCPTT client 3 may have an activated functional alias to be used during the group communication.
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Figure 10.6.2.6.3.2-1 MCPTT emergency alert cancel
1.
The user at the MCPTT client 1 initiates an MCPTT emergency alert cancel. 

NOTE 2:
The MCPTT emergency alert cancel request carries an indication to also request that the in-progress emergency is to be cancelled. The MCPTT server can accept or deny the request to cancel the in-progress emergency state of the group as a whole, separately from accepting or denying the request to cancel the emergency alert at MCPTT client 1. Additionally, an authorized user can cancel either or both the in-progress emergency state of the group and the initiator's local MCPTT emergency state.
2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency alert cancel to the MCPTT group to which MCPTT client 1 had previously sent the emergency alert. The MCPTT server checks whether the provided functional alias, if present, can be used and has been activated for the user.
3.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

4.
The MCPTT server sends the MCPTT emergency alert cancel response to the MCPTT client 1 to confirm the MCPTT emergency alert cancel request. MCPTT client 1 resets its emergency state.

5.
The MCPTT server sends an MCPTT emergency alert cancel request towards the MCPTT clients of each of those affiliated MCPTT group members. 

6.
MCPTT users are notified of the MCPTT emergency alert cancellation of MCPTT client 1. The functional alias of the group call initiating MCPTT user may be displayed.
7.
For a unicast MCPTT emergency alert cancel, the receiving MCPTT clients send the MCPTT emergency alert cancel response to the MCPTT server to acknowledge the MCPTT emergency alert cancel. The response may contain the functional alias(es), which may be displayed. For a multicast MCPTT emergency alert cancel, these acknowledgements are not sent unless the MCPTT clients have been configured to do so.
* * * Next Change * * * *

A.3
MCPTT user profile configuration data

The general aspects of MC service user profile configuration data are specified in 3GPP TS 23.280 [16]. The MCPTT user profile configuration data is stored in the MCPTT user database. The MCPTT server obtains the MCPTT user profile configuration data from the MCPTT user database (MCPTT-2).

Tables A.3-1 and A.3-2 contain the MCPTT user profile configuration required to support the use of on-network MCPTT service. Tables A.3-1 and A.3-3 contain the MCPTT user profile configuration required to support the use of off-network MCPTT service. Data in table A.3-1 and A.3-3 can be configured offline using the CSC-11 reference point.

Table A.3-1: MCPTT user profile data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	Subclause 8.1.2 of 3GPP TS 23.280 [16]
	MCPTT user identity (MCPTT ID)
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [19]
	KMSUri for security domain of MCPTT ID (see NOTE 4)
	Y
	Y
	Y
	Y

	Subclause 5.2.4 of 3GPP TS 23.280 [16]
	Pre‑selected MCPTT user profile indication (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.4 of 3GPP TS 23.280 [16]
	MCPTT user profile index
	Y
	Y
	Y
	Y

	Subclause 5.2.4 of 3GPP TS 23.280 [16]
	MCPTT user profile name
	Y
	Y
	Y
	Y

	[R-5.19-007],
[R-6.13.4-002] of 3GPP TS 22.280 [17]
	User profile status (enabled/disabled)
	
	Y
	Y
	Y

	[R-5.8-001],
[R-6.9-003] of 3GPP TS 22.280 [17]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	Y
	Y

	[R-5.8-002],
[R-6.9-003] of 3GPP TS 22.280 [17]
	Alphanumeric aliases of user
	Y
	Y
	Y
	Y

	 [R-5.10-001] of 3GPP TS 22.280 [17]
	Participant type of the user
	Y
	Y
	Y
	Y

	 [R-5.3-002],
[R-5.10-001] of 3GPP TS 22.280 [17]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y
	Y

	[R-5.5.2-008] of 3GPP TS 22.280 [17]
	Maximum number of simultaneously received group calls (Nc5)
	
	Y
	Y
	Y

	[R-5.6.5-004] of 3GPP TS 22.179 [2]
	Authorised to make a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-001] of 3GPP TS 22.179 [2]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y
	Y

	[R-5.6.5-003] of 3GPP TS 22.179 [2]
 [R-6.7.4-004] of 3GPP TS 22.280 [17]


	List of user(s) who can be called in private call
	
	
	
	

	
	> MCPTT ID
	Y
	Y
	Y
	Y

	
	> User info ID
	Y
	Y
	Y
	Y

	
	> ProSe discovery group ID
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of MCPTT ID (see NOTE 4)
	Y
	Y
	Y
	Y

	
	> Presentation priority relative to other users and groups (see NOTE 2)
	Y
	Y
	Y
	Y

	[R-5.6.5-003] of 3GPP TS 22.179 [2]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y
	Y

	[R-5.6.5-002] of 3GPP TS 22.179 [2]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y
	Y

	[R-5.6.3-011],
[R-6.7.4-010] of 3GPP TS 22.179 [2]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-006],
[R-6.7.5-002] of 3GPP TS 22.179 [2]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Authorisation to protect confidentiality and integrity of media in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Authorisation to protect confidentiality and integrity of floor control signalling in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001] of 3GPP TS 22.280 [17]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001] of 3GPP TS 22.280 [17]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.2-005] of 3GPP TS 22.280 [17]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-001] of 3GPP TS 22.280 [17]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-009] of 3GPP TS 22.280 [17]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.2.2-002] of 3GPP TS 22.280 [17]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001] of 3GPP TS 22.179 [2]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001] of 3GPP TS 22.179 [2]
	Authorised to make an emergency private call
	Y
	Y
	Y
	Y

	[R-5.7.2.3.2-001] of 3GPP TS 22.179 [2]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-002] of 3GPP TS 22.280 [17]
	Authorised to activate emergency alert
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-004],
[R-5.7.2.4.1-008],
[R-5.7.2.4.1-012] of 3GPP TS 22.280 [17]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.4.2-002] of 3GPP TS 22.280 [17]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y
	Y

	[R-5.1.7-002] of 3GPP TS 22.280 [17]
	Priority of the user for initiating/receiving calls
	
	Y
	Y
	Y

	[R-5.2.2-003] of 3GPP TS 22.280 [17]
	Authorisation to create a group-broadcast group
	
	
	Y
	Y

	[R-5.2.2-003] of 3GPP TS 22.280 [17]
	Authorisation to create a user-broadcast group
	
	
	Y
	Y

	[R-5.3-003],
[R-6.12-001],
[R-7.2-005] of 3GPP TS 22.280 [17]
	Authorisation to provide location information to other MCPTT users on a call when talking
	
	Y
	Y
	Y

	3GPP TS 23.283 [20]
	Authorised to use LMR E2EE for interworking
	Y
	Y
	Y
	Y

	3GPP TS 23.283 [20]
	> List of supported LMR technology types
	
	
	
	

	3GPP TS 23.283 [20]
	>> LMR technology type (P25, TETRA etc.)
	Y
	N
	Y
	Y

	3GPP TS 23.283 [20]
	>> URI of LMR key management functional entity (see NOTE 6) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [20]
	>> LMR specific identity (RSI for P25 or ITSI for TETRA) (see NOTE 5) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [20]
	>>LMR specific security information (see NOTE 5)
	Y
	N
	Y
	Y

	NOTE 1:
Security mechanisms are specified in 3GPP TS 33.180 [11].
NOTE 2:
The use of this parameter by the MCPTT UE is outside the scope of the present document.
NOTE 3:
As specified in 3GPP TS 23.280 [16], for each MCPTT user's set of MCPTT user profiles, only one MCPTT user profile shall be indicated as being the pre‑selected MCPTT user profile. 

NOTE 4:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16]. 

NOTE 5:
This is an LMR specific parameter with no meaning within MC services.

NOTE 6:
The LMR key management functional entity is part of the LMR system and is outside the scope of the present document.


Table A.3-2: MCPTT user profile data (on network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-5.1.5-001],
[R-5.1.5-002],
[R-5.10-001],

[R-6.4.7-002],

[R-6.8.1-008] of 3GPP TS 22.280 [17]
	List of on-network MCPTT groups for use by an MCPTT user
	
	
	
	

	
	> MCPTT Group ID
	Y
	Y
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of group (see NOTE 3)
	Y
	Y
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 2)
	Y
	Y
	Y
	Y

	[R-6.2.3.7.2-006] of 3GPP TS 22.179 [2]
	> Authorisation of an MCPTT user to change the maximum number of simultaneous talkers
	Y
	Y
	Y
	Y

	Subclause 5.2.5 of 3GPP TS 23.280 [16]
	List of groups user implicitly affiliates to after MCPTT service authorization for the user
	
	
	
	

	
	> MCPTT Group IDs
	Y
	Y
	Y
	Y

	[R-6.4.2-006] of 3GPP TS 22.280 [17]
	Authorisation of an MCPTT user to request a list of which groups an MCPTT user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002],
[R-6.4.6.1-003] of 3GPP TS 22.280 [17]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001], 

[R-6.4.6.2-002] of 3GPP TS 22.280 [17]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004] of 3GPP TS 22.280 [17]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001] of 3GPP TS 22.280 [17]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002], 

[R-6.7.2-002] of 3GPP TS 22.280 [17]
	List of MCPTT users that an MCPTT user is authorised to obtain presence of
	
	
	
	

	
	> MCPTT IDs
	Y
	Y
	Y
	Y

	[R-6.7.2-003] of 3GPP TS 22.280 [17]
	User is able/ unable to participate in private calls
	Y
	Y
	Y
	Y

	[R-6.7.1-004],
[R-6.7.2-003],
[R-6.7.2-004] of 3GPP TS 22.280 [17]
	Authorisation to query whether MCPTT User is available for private calls
	
	Y
	Y
	Y

	[R-6.7.1-010] of 3GPP TS 22.179 [2]
	Authorisation to override transmission in a private call
	Y
	Y
	Y
	Y

	[R-6.7.1-013] of 3GPP TS 22.179 [2]
	Authorisation to restrict provision of private call set-up failure cause to the caller
	
	Y
	Y
	Y

	[R-6.7.6-001] of 3GPP TS 22.179 [2]
	Authorized to make a private call‑back request
	Y
	Y
	Y
	Y

	[R-6.7.6-004] of 3GPP TS 22.179 [2]
	Authorized to cancel a private call‑back request
	Y
	Y
	Y
	Y

	[R-6.8.7.4.2-001],
[R-6.8.7.4.2-002] of 3GPP TS 22.280 [17]
	Authorisation of an MCPTT user to cancel an emergency alert on any MCPTT UE of any MCPTT user
	
	Y
	Y
	Y

	[R-6.13.4-001] of 3GPP TS 22.280 [17]
	Authorisation for a MCPTT user to enable/disable an MCPTT user
	
	Y
	Y
	Y

	[R-6.13.4-003],
[R-6.13.4-005],
[R-6.13.4-006],
[R-6.13.4-007] of 3GPP TS 22.280 [17]
	Authorisation for an MCPTT user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-6.2.3.4-001] of 3GPP TS 22.179 [2]
	Authorisation to revoke permission to transmit
	
	Y
	Y
	Y

	[R-7.14-002],
[R-7.14-003] of 3GPP TS 22.280 [17]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004] of 3GPP TS 22.280 [17]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-5.5.2-009] of 3GPP TS 22.179 [2]
	Maximum number of simultaneous transmissions received in one group call for override (N7)
	
	Y
	Y
	Y

	[R-6.4.6.1-001],
[R-6.4.6.1-004] of 3GPP TS 22.280 [17]
	List of MCPTT users whose selected groups are authorized to be remotely changed
	
	
	
	

	
	> MCPTT IDs
	Y
	Y
	Y
	Y

	Subclause 10.15.3
	Authorization to make a first‑to‑answer call
	Y
	Y
	Y
	Y

	[R-6.15.2.2.2-001] of 3GPP TS 22.280 [17] 
	Authorization to make a remotely initiated ambient listening private call
	Y
	Y
	Y
	Y

	[R-6.15.2.2.3-001] of 3GPP TS 22.280 [17]
	Authorization to make a locally initiated ambient listening private call
	Y
	Y
	Y
	Y

	[R-6.15.3.2-001] of 3GPP TS 22.280 [17]
	Authorization to make a remotely initiated private call
	Y
	Y
	Y
	Y

	[R-6.15.3.2-003] of 3GPP TS 22.280 [17]
	Authorization to make a remotely initiated group call
	Y
	Y
	Y
	Y

	[R-5.9a-013] of 3GPP TS 22.280 [17]
	Authorised to interrogate the functional alias(es) active for another MCPTT user
	
	Y
	Y
	Y

	[R-5.9a-012] of 3GPP TS 22.280 [17]
	Authorised to take over a functional alias from another MCPTT user
	
	Y
	Y
	Y

	
	List of functional alias(es) of the MCPTT user
	
	
	
	

	[R-5.9a-005] of 3GPP TS 22.280 [17]
	> Functional alias
	Y
	Y
	Y
	Y

	[R-5.4.2-007a] of 3GPP TS 22.280 [17] 
	>> Maximum number of parallel emergency group calls
	Y
	
	Y
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	List of partner MCPTT systems in which this profile is valid for use during migration
	
	
	
	

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	> Identity of partner MCPTT system
	Y
	Y
	Y
	Y

	Subclause 10.1.1 of 3GPP TS 23.280 [16]
	> Access information for partner MCPTT system (see NOTE 4)
	Y
	
	Y
	Y

	Subclause 10.6.2.9
	Authorized to initiate or cancel group regrouping using a preconfigured regroup group
	Y
	Y
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].
NOTE 2:
The use of this parameter by the MCPTT UE is outside the scope of the present document. 

NOTE 3:

If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].
NOTE 4:
Access information for each partner MCPTT system comprises the list of information required for initial UE configuration to access an MCPTT system, as defined in table A.6-1 of 3GPP TS 23.280 [16]


Table A.3-3: MCPTT user profile data (off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-7.2-003],

[R-7.6-004] of 3GPP TS 22.280 [17]
	List of off-network MCPTT groups for use by an MCPTT user
	Y
	N
	Y
	Y

	
	> MCPTT Group ID
	Y
	N
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of group (see NOTE 3)
	Y
	N
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 2)
	Y
	N
	Y
	Y

	[R-7.3.3-008] of 3GPP TS 22.179 [2]
	Allowed listening of both overriding and overridden
	Y
	N
	Y
	Y

	[R-7.3.3-006] of 3GPP TS 22.179 [2]


	Allowed transmission for override (overriding and/or overridden)
	Y
	N
	Y
	Y

	[R-7.8.1-001] of 3GPP TS 22.280 [17]
	Authorization for participant to change an off-network group call in-progress to off-network emergency group call
	Y
	N
	Y
	Y

	[R-7.8.3.1-003] of 3GPP TS 22.280 [17]
	Authorization for participant to change an off-network group call in-progress to off-network imminent peril group call
	Y
	N
	Y
	Y

	[R-7.12-002],
[R-7.12-003] of 3GPP TS 22.280 [17]
	Authorization for off-network services
	Y
	N
	Y
	Y

	Subclause 10.7.2
	User info id (as specified in 3GPP TS 23.303 [7])
	Y
	N
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].

NOTE 2:
The use of this parameter by the MCPTT UE is outside the scope of the present document.

NOTE 3:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16]


* * * End of Changes * * * *
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