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Abstract: this discussion paper is an update of S6-190389 (SA6#29). It:

-discusses the usage of MBMS for MCData

-presents the progress of the MC_xMB work item from SA4, whose purpose is to help the reuse of xMB for MCData file distribution.
-introduces an associated set of CRs to reuse the MBMS download delivery method for file distribution.
1 Considerations about MBMS usage for MCData capabilities
MCData provides 4 capabilities: SDS, file distribution, data streaming, IP connectivity, introduced in TS 22.280. The latest is obliviously not concerned by any transmission over MBMS.
The data streaming capability could make use of MBMS but no clear use-case has been identified. It is proposed to wait for a well-defined use case before any specification.
The SDS capability could make use of MBMS when addressing large groups, to avoid paging all members in idle mode. However this would challenge reliability of the transmission, and the media plane protocol (MSRP) is not specified for an unidirectional channel such as MBMS.
In one current procedure in TS 23.282, file distribution can be done over MBMS: MCData group standalone FD request (using media plane) in subclause 7.5.2.1.12. However the media plane protocol for MCData file distribution is also MSRP (see TS 24.282), and consequently usage of MBMS for this procedure cannot be specified in stage 3.
2 Background

MCData file distribution over MBMS is one of the objective of eMCData2.

For MCData file distribution over MBMS, SA4 recommended, in the conclusion of the TR 26.881 Forward Error Correction (FEC) for Mission Critical Services to reuse the MBMS download delivery method, available by the xMB/MBMS API interfaces.

Following those recommendations, SA6 has considered the usage of xMB for MCData file distribution within the TR 23.792 Study on MBMS APIs for Mission Critical Services and provided a gap analysis.

SA4 recognized that an xMB extension is required for mission critical services and has been working on the MC_XMB, WID.
The following section presents the different aspects of this extension which have been agreed at SA4.

3 Enhancements provided by the MC_XMB work item
3.1 QOS management

When the new MC-Extension property is set to true, the content provider can set the expected QoS for the MBMS bearer, instead of relying on an agreement between the content provider and the operator. See table 5.4-6 in 3GPP TS 26.348.
3.2 Geographical coverage
As mentioned in clause A.7.1.2 of TR 23.792 [2]: 

When activating a MBMS Bearer over xMB, the content provider includes a target geographical area within the session creation request. The geographical Area contains a list of strings. The content of each string item is left to the business agreement between the content provider and the operator. The BM-SC derives the target MBMS service area and/or cell-id from the geographical area. For mission critical services, the geographical area syntax and semantic would need to be more specified so that the GCS-AS can control exactly the coverage of its MBMS bearers.

Geographical area semantic in xMB have been aligned with MB2-C AvP, for mission critical services: 
This subclause specifies syntax and semantic for the geographical area, when the MC-Extension property is set to true.

A string included in the Geographical Area property represent either a MBMS service area or a cell id, according the following syntax, in ABNF [15]:

geographical_area_string = cell_string / sai_string

cell_string = "ECGI-" 1*HEXDIG; Hexadecimal representation of an ECGI

sai_string = "SAI-" 1*DIGIT; MBMS SAI

See subclause 5.4.7 Geographical area for mission critical services in 3GPP TS 26.348.

3.3 File repair parameter
For the few UEs for which losses were too important to be recovered by FEC, where UEs can request the missing chunks of file delivered by MBMS through the file repair procedure.

File repair requests can be done using standard HTTP requests, with the Range request field. A standard HTTP file server, for instance the The MCData content server, can play the role of the file repair server. xMB has been extended so that the content provider can specify the file repair server location (see byteRange parameter within table 5.6-1 from 3GPP TS 26.348).
3.4 TMGI exposure
When the new MC-Extension property is set to true, the BM-SC returns the TMGI to the content provider (See table 5.4-6 in 3GPP TS 26.348), allowing the common procedures for MBMS from 3GPP TS 23.280: MBMS bearer quality detection, MBMS suspension notification, MBMS bearer event notification.
3.5 Announcement
MBMS user service are typically announced by a dedicated MBMS session: the SACH (Service Announcement CHannel). For a MBMS download session (file distribution), the announcement provides delivery metadata in particular the FLUTE parameters, the schedule of content delivery, the file repair parameters.

The amount of network resources, and the coverage of the SACH is not controlled by the content provider.

Mission critical group communications are typically localized in time (for a few hours) and area (within a set of cells). Allocating network resources for SACH over a full MBMS area to announce a service to be distributed only into a small portion of this area would be a waste of network resources, hardly acceptable by the MC service provider and the operator.
With this extension, the SACH may not be used, and the metadata are returned in a SA file (SA file, for Service Announcement file) to the content provider. The content provider/MCData server can directly forward the SA file to an MCData client, which could forward it to the MBMS client (TS 26.347) to ask for the reception of the expected files 
(see S4-190198 and S4-190199, agreed in SA4#102).
4 Target call flow for MCData file distribution over MBMS

The following call flow, including the MBMS API from TS 26.347, for file distribution can be considered:

Pre-conditions:

1.
The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.
2.
The file to be distributed, originated by a group member, is uploaded to the media storage function on MCData server.

3.
The MCData server has decided to deliver the file to the group members is with the MBMS download delivery method. This MCData server decision can be based on the member locations, the number of target UEs within a given area.
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Figure 6.5.3.1-1: Group standalone FD using MBMS download delivery method
1. the MC service service activates a MBMS bearer by creating a MBMS user service (see subclause 5.3 in 3GPP TS 26.348), with the Service Announcement Mode property set to "Content provider" and an MBMS session for this MBMS user service (see subclause 5.4 in 3GPP TS 26.348), with MC-Extension set to "true" and SessionType set to file.

The create session request also contains: 

a. the list of MBMS SAIs and cell IDs where to deliver over MBMS
b. the QoS
c. The file location on the media storage function and sets the earlier fetch time before delivery with a long enough delay so that steps 4 are executed before the delivery over MBMS.
NOTE:
A file can be added later for delivery through this MBMS bearer with an update session request.
2.
The BM-SC returns the TMGI of the activated bearer, and SA file (Service Announcement file), containing the FLUTE session parameters, the delivery schedule and the file repair parameters.

3.
MCData server notifies each MCData user affiliated to this group about the file delivery. The notification contains the file URI to be received over MBMS, the MBMS user service id and the SA file. This notification is sent over unicast or over a separated MBMS bearer for application level control signalling.
4.
The MCData application provides the SA file to the MBMS client and calls the startFdCapture method, providing the file URL and the MBMS user service id.

5.
The MBMS client initiates the file capture according 3GPP TS 26.346.

6.
The BM-SC gets the file from the media storage function and starts its delivery with the MBMS download delivery method. The MBMS client acquires the file.

7.
The MBMS client ask for the missing chunks of the file, with the file repair procedure from 3GPP TS 26.346.
8.
When fully received, the MBMS client notifies the MCData client about the file availability with the  fileAvailable notification (see 3GPP TS 26.347). The MCData clients record file download completed and notify the MCData users.
9.
The MCData client(s) send file download completed report, if requested.
5 Proposal

Reusing xMB for MCData file distribution over MBMS would allow to benefit for the existing, optimized delivery stack which have been continuously improved for 12 years. The xMB extension offers the same level of control to the MC Server as MB2.

It is proposed to :

· reuse xMB for MCData file distribution over MBMS as introduced in CRs S6-190660 and S6-190671
· reuse the MBMS API (3GPP TS 26.347) as introduced in pseudo CR S6-190672.
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