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* * * First Change * * * *
10.13
Migration

10.13.1
Migration to and from a partner MCPTT system
10.13.1.1
General

The following subclauses describe the procedure used for user authentication and service authorization when migrating to a partner MCPTT system from the IWF or to the IWF from a partner MCPTT system.

To enable migration of a user homed in the IWF to a partner MCPTT system, the inter-domain MCX user service authorization procedures specified in 3GPP TS 33.180 [8] are used.
How a user homed in an MCPTT system obtains access credentials for an LMR system is out of scope of the present document.

10.13.1.2
Information flows for migrated service authorization

10.13.1.2.1
IWF migration service authorization request
Table 10.13.1.2.1-1 describes the information flow IWF migration service authorization request sent from the migrating MCPTT client of the user homed in the IWF to the IWF, and from the IWF to the primary MCPTT system of the MCPTT migrating user. 
Table 10.13.1.2.1-1: IWF migration service authorization request

	Information element
	Status
	Description

	MCPTT ID (see NOTE 1)
	M
	The MCPTT ID of the migrating user provided by the partner system.

	MCPTT ID
	M
	The MCPTT ID of the migrating user in the primary system of the MCPTT user.

	MCPTT user profile index (see NOTE 2)
	M
	The MCPTT user profile index of the selected MCPTT user profile.

	NOTE 1:
The MCPTT ID is provided by the identity management server in the partner MCPTT system during authentication of the migrating user. 

NOTE 2:
The MCPTT user profile index refers to the MCPTT user profile provided by the primary MCPTT system of the MCPTT user that has been selected by the MCPTT user in order to request migrated MCPTT service on the IWF.


10.13.1.2.2
IWF migration service authorization response
Table 10.13.1.2.2-1 describes the information flow IWF migration service authorization response sent from the primary MCPTT system to the IWF and, from the IWF to the partner MCPTT system.
Table 10.13.1.2.2-1: Migration service authorization response
	Information element
	Status
	Description

	MCPTT ID (see NOTE)
	M
	The MCPTT ID of the migrating MCPTT user provided by the partner system.

	MCPTT ID (see NOTE)
	M
	The MCPTT ID of the migrating user in the primary system of the user.

	Result
	M
	Success or failure of the migration service authorization request

	NOTE:
The MCPTT IDs are the MCPTT IDs that were provided in the migration service authorization request.


10.13.1.2.3
IWF migration cancel request
Table 10.13.1.2.3-1 describes the information flow IWF migration cancel request sent from the MCPTT client of the migrating user homed in the to the IWF, and from the IWF to the primary MCPTT system of the migrating user. 
Table 10.13.1.2.3-1: Migration cancel request
	Information element
	Status
	Description

	MCPTT ID (see NOTE)
	M
	The MCPTT ID of the migrating user provided by the partner system.

	MCPTT ID
	M
	The MCPTT ID of the migrating user in the primary system of the MCPTT user.

	NOTE:
The MCPTT ID is provided by the identity management server in the partner MCPTT system during authentication of the migrating user. 


10.13.1.2.4
IWF migration cancel response
Table 10.13.1.2.4-1 describes the information flow IWF migration cancel response sent from the primary MCPTT system to the IWF and, from the IWF to the partner MCPTT system.
Table 10.13.1.2.2-1: Migration cancel response
	Information element
	Status
	Description

	MCPTT ID (see NOTE)
	M
	The MCPTT ID of the migrating MCPTT user provided by the partner system.

	MCPTT ID (see NOTE)
	M
	The MCPTT ID of the migrating user in the primary system of the user.

	Result
	M
	Success or failure of the migration cancel request

	NOTE:
The MCPTT IDs are the MCPTT IDs that were provided in the migration service authorization request.


10.13.1.3
Migration from MCPTT system to IWF procedure

The procedure for service authorization for migration to the IWF from a primary MCPTT system is shown in figure 10.13.1.3-1. 

Pre-conditions:
-
The MCPTT user homed in the MCPTT system wishes to migrate to the IWF.

-
The user has a device capable of, authorized to and configured to connect to the LMR system connected to the IWF.
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Figure 10.13.1.3-1
Service authorization for migration to the IWF
1.
The IWF requests migration service authorization with the user's primary MCPTT server by sending an IWF migration service authorization request to the primary MCPTT system gateway server. The IWF indicates the selected MCPTT user profile to be used during migration.

NOTE 1:
The IWF also provides authentication credentials which are specified in 3GPP TS 33.180 [8]. How the IWF obtains the credentials are out of scope of the present document.
NOTE 2:
how the IWF obtains the index of the MCPTT user profile to be used during migration and how or whether the profile is used by the IWF is out of scope of the present document.
2.
The gateway server in the primary MCPTT of the MCPTT user identifies the primary MCPTT server of the MCPTT user from the MCPTT ID presented in step 1, and forwards a migration service authorization request to that MCPTT server.

3.
The primary MCPTT server of the MCPTT user performs an authorization check, to verify that migration is permitted to that IWF by this MCPTT user using the indicated MCPTT user profile.

4.
The primary MCPTT server marks the MCPTT user as having migrated, and records the IWF as the migrated system. 

5.
The primary MCPTT server sends a migration service authorization response to the gateway server in the primary MCPTT system.

6.
The gateway server in the primary MCPTT system sends an IWF migration service authorization response to the IWF, confirming that successful migration and service authorization has taken place.

NOTE 3:
If topology hiding is not used, the migration service authorization request and migration service authorization response messages are sent between the MCPTT server in the primary MCPTT system and the IWF without the need to be sent via an MCPTT gateway server.
10.13.1.4
Migration from IWF to MCPTT procedure

The procedure for service authorization for migration to a partner MCPTT system is shown in figure 10.13.1.4-1. 

Pre-conditions:
-
The user homed in the IWF wishes to migrate to the partner MCPTT system.

-
The user homed in the IWF has a device capable of connecting to an MCPTT system. 

-
The MCPTT client has been configured with parameters needed for connectivity with the partner MCPTT system.

NOTE 1:
How the MCPTT client of the user homed in the IWF obtains parameters necessary for connectivity to an MCPTT system is out of scope of the present document.

-
A user authentication process has taken place which has supplied the necessary credentials to the MCPTT client to permit service authorization to take place in the partner system.
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Figure 10.13.1.4-1
Service authorization for migration to a partner MCPTT system

1.
The MCPTT client requests migration service authorization with the IWF. The MCPTT client provides both the MCPTT ID provided during user authentication in the partner MCPTT, and the MCPTT ID of the MCPTT user homed in the IWF.

2.
The partner MCPTT server performs an initial authorization check to verify that the MCPTT user is permitted to migrate to the partner MCPTT system from the IWF. 

NOTE 2:
The criteria for the initial authorization check is outside the scope of the present document, but for example could be based on a pre-configured list of users who are expected to request migrated service authorization.

3.
The partner MCPTT server identifies the IWF by use of the MCPTT ID of the user homed in the IWF, which was presented by the MCPTT client in step 1, and sends a migration service authorization request to the gateway server in the partner MCPTT system.

4.
The partner MCPTT system gateway server identifies the IWF from the MCPTT ID presented in step 3, and forwards an IWF migration service authorization request to the IWF.

5.
The IWF marks the MCPTT user as having migrated, and records the partner MCPTT as the migrated MCPTT system. The IWF sends an IWF migration service authorization response to the gateway server in the partner MCPTT system.

6.
The gateway server in the partner MCPTT sends a migration service authorization response to the partner MCPTT server.

7.
The partner MCPTT server sends the migration service authorization response to the MCPTT client, confirming that successful migration and service authorization has taken place.

NOTE 3:
If topology hiding is not used, the migration service authorization request and migration service authorization response messages are sent between the IWF and partner MCPTT system without the need to be sent via an MCPTT gateway server.
10.13.1.5
Migration to IWF cancel procedure

The procedure for ending a migration to the IWF from a primary MCPTT server is shown in figure 10.13.1.5-1. 

Pre-conditions:

-
The MCPTT user has migrated to the IWF.
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Figure 10.13.1.5-1
Cancelling migration to the IWF

1.
The IWF requests migration cancellation by sending an IWF migration cancel request to the primary MCPTT system gateway server. 

2.
The gateway server in the primary MCPTT system of the MCPTT user forwards a migration cancel request to that MCPTT server.

3.
The primary MCPTT server marks the MCPTT user as no longer migrated to the IWF. 

4.
The primary MCPTT server sends a migration cancel response to the gateway server in the primary MCPTT system.

5.
The gateway server in the primary MCPTT system sends an IWF migration cancel response to the IWF, confirming that successful migration cancellation has taken place.

NOTE:
If topology hiding is not used, the migration service authorization request and migration service authorization response messages are sent between the MCPTT server in the primary MCPTT system and the IWF without the need to be sent via an MCPTT gateway server.
10.13.1.6
Migration to MCPTT cancel procedure

The procedure for ending migration to a partner MCPTT system is shown in figure 10.13.1.6-1. 

Pre-conditions:

-
The user homed in the IWF has migrated to the partner MCPTT system.
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Figure 10.13.1.6-1
Cancelling migration to a partner MCPTT system

1.
The MCPTT client requests migration cancellation with the IWF by sending a migration cancel request to the partner MCPTT server. Alternatively, the partner MCPTT server can decide to end the migration. For example, the migrated client could have been out of coverage for a long time.
2.
The partner MCPTT server sends a migration cancel request to the gateway server in the partner MCPTT system.

3.
The partner MCPTT system gateway server forwards an IWF migration cancel request to the IWF.

4.
The IWF marks the MCPTT user as no longer migrated. The IWF sends an IWF migration cancel response to the gateway server in the partner MCPTT system.

5.
The gateway server in the partner MCPTT sends a migration cancel response to the partner MCPTT server.

6.
The partner MCPTT server sends the migration cancel response to the MCPTT client, confirming that the migration cancellation is complete.

NOTE 1:
If topology hiding is not used, the migration service authorization request and migration service authorization response messages are sent between the IWF and partner MCPTT system without the need to be sent via an MCPTT gateway server.
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