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Abstract: During the transition from LMR to MCPTT, LMR users will use both LMR and MCPTT capable devices. These users will wish to be contacted on their devices, using the same identity, regardless of which device(s) are registered and regardless of which service (LMR or MCPTT) each device is registered to.
Background
LMR interworking is an important part the 3GPP mission critical standards because a significant LMR to MCPTT transition period is expected. Many users will benefit from carrying both an LMR radio and an MCPTT UE or combination MCPTT/LTE devices, to leverage the radio coverage of both systems. While much attention is currently being given to interworking standards between LMR users and MCPTT users, support is needed for users who fit both categories. This proposed feature will ease the transition for LMR users by allowing them to remain on the familiar LMR system while at the same time experiencing MCPTT. Once an agency customer decides to retire the LMR system, some or all of the users would already be experienced on MCPTT.

Note that this feature is known as "migration" in stage 2 terminology, and is known as "roaming" in stage 1. 
Without the migration feature
Without the migration feature, the user with both an interworked LMR device and an MCPTT device will be reachable via different MCPTT IDs for each system. Other users wishing to communicate with the user will need to know that the user might be reachable via different identities and will have to know or guess which device the user is using at any point in time. 

Via mapping at the IWF, the user will have two LMR identities and will have two MCPTT IDs:

On the LMR system, the LMR client has an LMR ID and a mapped MCPTT ID

On the MCPTT system, the MCPTT client has an MCPTT ID and a mapped LMR ID.

As shown in figure 1, a user with two device types will have 4 identities that other users will need to know: 2 MCPTT IDs and 2 LMR IDs.
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Figure 1: User has 4 identities without the migration feature
With the migration feature
The migration feature will allow a user to be reached via the same MCPTT ID regardless of whether the user is registered to the MCPTT service or registered on an LMR system via the 3GPP interworking function. 
The user will have an LMR identity that is mapped to the user's MCPTT ID that is used by the user's MCPTT device. As shown in figure 2, mechanisms are required so that both the MCPTT system and the 3GPP interworking function can know where the user is registered so that the user's traffic can be appropriately routed. The user would be configured to be homed either in the IWF or in the MCPTT system. When the user connects to the non-home system, that device is considered to be "migrating".
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Figure 2: User has 2 identities with the migration feature
Procedures
Because a user can have devices that are migrated, and at the same time, devices that are not migrated, requests for the user will need to first go to the user's home server. The user's home server then routes requests to the server(s) to which the user is migrated, as well as internally.
User homed in the IWF migrates to MCPTT
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Figure 2 Service authorization for migration to the IWF

In figure 2, the IWF requests authorization on behalf of the migrating user. The user's primary system can mark the migration for future reference for routing requests to the migrated user.

User homed in the MCPTT system migrates to the IWF
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Figure 3 Service authorization for migration to a partner MCPTT system

In figure 3, the MCPTT client requests authorization to migrate to the partner MCPTT system. The user's primary system, the IWF, can mark the migration for future reference for routing requests to the migrated user.
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Figure 4 Call routing to both migrated and non-migrated clients
In figure 4, a request for the user who has both migrated and non-migrated clients first gets routed to the user's home system. The home system has noted the systems to which the user has migrated clients. The call request for the user is routed to the non-migrated client and to the systems on which the user has migrated clients.
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