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1. Introduction
Network capability exposure function has been developed in 3GPP network which is useful to 3rd party application provider by utilising the services and capabilities provided by 3GPP network interface. Network Capability Exposure Function, which is called NEF in 5G system, provides access to network capabilities through homogenous network application programming interfaces (e.g. Network APIs) defined over T8 interface. The NEF abstracts the services from the underlying 3GPP network interfaces and protocols.
External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.
Therefore, Edge Application Server running on the Edge Network also should be able to utilize Network Capability Exposure Function. In order to avoid additional requirement for Edge Application Server to connect with 3GPP network function directly, Edge Computing Enalbing Server can provide the exposure function to the Edge Application Server, which would be called Edge Service API : Edge Service API is between Edge Enabler Server and Edge App that can expose network capability to the Edge App.
2. Discussion
For Edge Service API suggested above, there are following discussion points :
1. Whether Edge Service API utilizes existing T8 API, and what kind of T8 API can be useful for Edge Computing Service. Also how to provide T8 API via Edge Service API to the Edge Application.
2. Whether Edge Service API provides new service API than existing T8 API or abstracts services from the T8 APIs, and what is the use case for that.

3. How to discover Edge Service APIs that are available in the Edge Network.

4. If there is 3rd party application which is compliant with APIs over Mp1 defined by ETSI MEC, whether and how to provide same functionality.

For the first point, as an representative exaplme, T8 API (as specified in TS 29.122) supports Monitoring Event API.
Mointoing Event API supports event detection and reporting as following:
	Event
	Description

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.

	UE reachability
	It indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer.

	Location Reporting
	It indicates either the Current Location or the Last Known Location of a UE. One-time and Continuous Location Reporting are supported for the Current Location. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location. (see NOTE 1) For One-time Reporting is supported only for the Last Known Location.

	Change of SUPI-PEI association
	It indicates a change of the ME's PEI (IMEI(SV)) that uses a specific subscription (SUPI)

	Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification when that status changes. (see NOTE 2)

	Communication failure
	It is identified by RAN/NAS release code

	Availability after DNN failure
	It indicates when there has been some data delivery failure followed by the UE becoming reachable.

	Number of UEs present in a geographical area
	It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).


Some of event such as change of SUPI-PEI association or Roaming status may not be beneficial to the Edge Application. However, some of event such as Location Reporting or Number of UEs presented in a geographical area can bring benefit to the Edge Application.

Therefore, it is worth to study which existing T8 API should be supported by Edge Service API, and also how Edge Enabler Server supports Edge Application to use T8 API by utilizing Edge Service API.

For the second point, Whethere any combination of T8 APIs or new service API can be investigated as a Edge Service API for Edge computing service. SA6 may study new service API which cannot be supported in existing T8 API. Also combination of existing T8 API can be useful for certain service scenario. In this study, it should be discussed with use cases which brings fruitful benefit to the Edge Application. Based on the solution, coordinate with SA2 would be required.
For the third point, Not every Edge network has to support same set of Edge Service API. In other words, available Edge Service API does not have to be homogeneous accross the Edge Network. Therefore, the Edge Application Server shall be able to discover wich Edge Service APIs are avaiable in the Edge Network.

For the fourth point, ETSI MEC defines the following APIs for specific services :
· Radio Network Information API : Provides Radio Network Status information, UE Radio Status report (e.g., Cell change, Hanodver status, Bearer setup/modification)
· Location API : Provides location information of specific UEs, or UE list in specific area
· UE Identity API : Edge Application puts Tag on specific UE, to enable to activate the corresponding traffic rule linked to the tag
· Bandwidth Management API : to manage bandwidth resource to multiple Edge apps running on the host. Edge apps may require specific static/dynamic up/down bandwidth resources
However, it is not clear how to support those APIs with 3GPP network. For example, Location API can be supported by T8 API using Monitoring Event for UE location. On the other hands, other APIs cannot be supported in 3GPP system, as current 3GPP system has no functionality for exposure of Radio Network status to the 3rd party, bandwidth management capability exposure, and tagging UE Identity. For those APIs that cannot be supported by 3GPP system, our study does not have to consider, because Edge Service API shall be compliant with 3GPP system. If there is any need to support certain kind of features, it should be subjected to the second point : new service API which cannot be supported by existing T8 API.
However, there may be certain 3rd party application which already support ETSI MEC’s service API – Location API. For the application using Location API of Mp1, Edge Enabler Server may need to support the location reporting function by using Edge Service API, which means interworking support. Therefore, it is proposed to study also whether we need to support and how to support interworking with the APIs which can be supported by the Edge Service API.
Please note that this key issue is independent with Service enablement.
3. Proposal
SA6 needs to study:
1. Which external exposure services supported by existing 3GPP system can be used for Edge Service, and how to support to Edge application.
2. Whether new external exposure service or any abstraction of external exposure services is needed and how to support

3. How to discover available service APIs within the Edge Network

4. Whether and How to support interworking for Edge Application which supports service API of ETSI MEC that can be supported by 3GPP system
It is proposed to agree the following changes to 3GPP TR 23.758.
* * * First Change * * * *

4.5
Edge Service API
Network capability exposure function has been developed in 3GPP network which is useful to 3rd party application provider by utilising the services and capabilities provided by 3GPP network interface. In order to provide values of network capability exposure to the Edge Application Server running on the Edge Network,  Edge Enabler Server needs to support such service APIs, which is called Edge Service API. Edge Service API is between Edge Enabler Server and Edge Application that can expose network capability to the Edge Application.
Open issues:

1. Which external exposure services supported by existing 3GPP system can be used for Edge Service, and how to support to Edge Application.

2. Whether new external exposure service or any abstraction of external exposure services is needed and how to support

3. How to discover available Edge Service APIs within the Edge Network

4. Whether and How to support interworking for Edge Application which supports service API of ETSI MEC that can be supported by 3GPP system
