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* * * First Change * * * *
[bookmark: _Toc4515252]6.6.1a	On-network functional model for interconnection
Figure 6.6.1a-1 shows the application plane functional model for file distribution with interconnection.


Figure 6.6.1a-1: Application plane functional model for file distribution
In the model shown in figure 6.6.1a-1, the following apply:
-	MCData-FD-1, MCData-FD-2, MCData-FD-3, MCData-FD-4, MCData-FD-5 reference points are described in subclause 6.6.1. 
-	MCData-7 and MCData-8 reference points are described in subclause 6.4.4.1.
-	The MC gateway server is described in subclause 6.4.3.1.5
-	MCData-3 and MCData-9 allow the MCData server in the primary MCData system to share URLs related to files for upload and download with the MCData server in the partner MCData system.
-	MCData-FD-6 allows file contents and metadata to be shared between the MCData content server in the primary MCData system and the MCData content server in the partner MCData system. MCData‑FD‑6 is based on HTTP.
-	The HTTP proxies are contained in the signalling plane. They provide topology and IP address hiding between MCData systems.
* * * Second Change * * * *
[bookmark: _Toc4515375]7.5.2.4	One-to-one file distribution using HTTP
[bookmark: _Toc4515376]7.5.2.4.1	General
The MCData client uses HTTP file distribution to download a file that is uploaded by another MCData client. The procedure is appropriate for both mandatory and non-mandatory download cases.
[bookmark: _Toc4515377]7.5.2.4.2	Procedure for single MCData system
The procedure in figure 7.5.2.4.2-1 describes the case where a MCData user is initiating one-to-one data communication for sending file to the other MCData user, with or without download completed report request.
Pre-conditions:
1.	The MCData users on the MCData client 1 and the MCData client 2 are already registered for receiving MCData service.
2.	File to be distributed is uploaded to media storage function on MCData content server using the procedures defined in subclause 7.5.2.2.


Figure 7.5.2.4.2-1: One-to-one file distribution using HTTP
1.	The user at the MCData client 1 initiates a file distribution request to the chosen MCData user.
2.	The MCData client 1 sends a MCData FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData FD request contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The MCData FD request contains conversation identifier for message thread indication. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData FD request contains mandatory download indication. The MCData FD request may contain download completed report indication if selected by the user at MCData client 1.
3.	MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request and that the size of the file is below maximum data size for FD from the service configuration.
4.	The MCData server also applies transmission and reception control and the necessary policy control to ensure that appropriate data is transmitted between the MCData users.
5.	MCData server initiates the MCData FD request towards the MCData user.
6.	The receiving MCData client 2 notifies the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted or rejected or ignored.
7.	MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData client 2 sends the MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData FD response when the incoming request includes mandatory download indication.
8.	The MCData server forwards the MCData FD response to the MCData client 1.
9.	Media storage client of MCData client 2 downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user 2 subsequent action. The MCData client 2 records file download completed and notifies MCData user 2.
10.	MCData client 2 initiates a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1. 
11.	The MCData file download completed report from MCData user may be stored by the MCData server for download history interrogation from the authorized MCData users. MCData download completed report is sent by the MCData server to the MCData user at MCData client 1.

* * * Third Change * * * *
7.5.2.4.3	Procedure with interconnection between MCData systems
7.5.2.4.3.1	File download where the file is not available in the partner MCData system
The procedure in figure 7.5.2.4.3.1-1 describes the case where a MCData user initiates a one-to-one data communication for sending a file to another MCData user where that other MCData user is receiving MCData service on a partner MCData system, and where interconnection is in use between the two MCData systems. In this procedure, the file has not previously been downloaded in the partner MC system.
Pre-conditions:
1.	The MCData users on the MCData client 1 and the MCData client 2 are already service authorized and receiving MCData service. MCData client 1 is receiving service on its primary MCData system, and MCData client 2 is receiving MCData service in the partner MCData system of MCData client 1.
2.	The file to be distributed has been uploaded to the media storage function on the MCData content server in the primary MCData system of MCData client 1 using the procedures defined in subclause 7.5.2.2.
3.	The file to be distributed has not previously been downloaded to the MCData content server in the partner MCData system.


Figure 7.5.2.4.3.1-1: One-to-one file distribution using HTTP where the file is not available in the partner MCData system
1.	The user at the MCData client 1 initiates a file distribution request to the MCData user at MCData client 2.
2.	MCData client 1 sends an MCData FD request towards the primary MCData server. The MCData FD request contains content payload in the form of a file URL and may contain the file metadata information. The MCData FD request indicates the target MCData user for the one-to-one data communication. The MCData FD request contains a conversation identifier for message thread indication. If the MCData user at MCData client 1 has requested to mandatory download at the recipient side, then the MCData FD request contains the mandatory download indication. The MCData FD request may contain a request for a download completed report indication if selected by the user at MCData client 1.
3.	MCData server checks whether the MCData user at MCData client 1 is authorized to send the MCData FD request and that the size of the file is below maximum data size for FD from the service configuration.
4.	The MCData server in the primary MCData system initiates the MCData FD request towards the MCData server in the partner MCData system, which contains the URL of the file which is stored in the primary MCData content server. The request includes an authorization parameter as MCData client 2 is receiving service in the partner MCData system.
NOTE 1:	The nature and content of the authorization parameter is outside the scope of the present document.
5,	The partner MCData server adapts the URL of the stored file so that a file location in the partner MCData system MCData content server is indicated, by prepending a local path to the original URL. The MCData server in the partner MCData systems sends the MCData FD request with the modified URL to MCData client 2. The request includes the authorization parameter provided by the primary MCData server in step 4.
6.	The receiving MCData client 2 may notify the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted, rejected or ignored.
7.	MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData client 2 sends the MCData FD response to the partner MCData server. MCData client 2 automatically sends an accepted MCData FD response when the incoming request includes mandatory download indication.
8.	The partner MCData server forwards the MCData FD response to the MCData server in the primary MCData system.
9.	The primary MCData server forwards the MCData FD response to MCData client 1.
10.	MCData client 2 requests the file from the partner MCData content server, using the URL and authorization parameter provided in step 5.
NOTE 2:	Step 10 may occur any time after step 7, before or after steps 8 and 9.
11.	The partner MCData content server checks whether the file is stored locally, and as this is not the case, sends an MCData file retrieve request to the primary MCData content server.  The MCData file retrieve request contains the URL of the file location in the primary MCData system, generated by removing the prepended local path from the requested URL, and the authorization parameter.
12.	The primary MCData content server responds to the partner MCData content server with an MCData file retrieve response which contains the content of the file to be retrieved. File metadata may include the lifetime of the file. The primary MCData content server may record that the file has been sent to the indicated partner MCData system.
13.	The partner MCData content server sends the file to MCData client 2 in the MCData download data response. MCData client 2 records file download completed and notifies MCData user 2.
14.	MCData client 2 initiates an MCData download complete report for reporting file download completed, if this was requested by the user at MCData client 1 in the initial MCData FD request.
15.	The MCData download complete report is sent to the primary MCData server. The partner MCData server may store the download complete report for download history interrogation from authorized MCData users in the partner MCData system.
16.	The MCData download completed report is sent by the primary MCData server to the MCData user at MCData client 1. The MCData file download completed report from MCData user may be stored by the primary MCData server for download history interrogation from authorized MCData users in the primary MCData system. 
The partner MCData content server may store the local copy of the file in case future requests arise until the nominated expiry time for the file is reached or until an expiry time dictated by local policy arises if shorter than the expiry time sent from the primary MCData system, or until a request is received to delete the file.
7.5.2.4.3.2	File download where the file is not available in the partner MCData system
The procedure in figure 7.5.2.4.3.2-1 describes the case where a MCData user initiates a one-to-one data communication for sending a file to another MCData user where that other MCData user is receiving MCData service on a partner MCData system, and where interconnection is in use between the two MCData systems. In this procedure, the file has already been previously downloaded in the partner MC system due to a previous request for the file.
Pre-conditions:
1.	The MCData users on the MCData client 1 and the MCData client 2 are already service authorized and receiving MCData service. MCData client 1 is receiving service on its primary MCData system, and MCData client 2 is receiving MCData service in the partner MCData system of MCData client 1.
2.	The file to be distributed has been uploaded to the media storage function on the MCData content server in the primary MCData system of MCData client 1 using the procedures defined in subclause 7.5.2.2.
3.	The file to be distributed has previously been downloaded to the MCData content server in the partner MCData system.


Figure 7.5.2.4.3.2-1: One-to-one file distribution using HTTP where the file is already available in the partner MCData system
1.	The user at the MCData client 1 initiates a file distribution request to the MCData user of MCData client 2.
2.	MCData client 1 sends an MCData FD request towards the primary MCData server. The MCData FD request contains content payload in the form of a file URL and may contain the file metadata information. The MCData FD request indicates the target MCData user for the one-to-one data communication. The MCData FD request contains a conversation identifier for message thread indication. If the MCData user at MCData client 1 has requested to mandatory download at the recipient side, then the MCData FD request contains the mandatory download indication. The MCData FD request may contain a request for a download completed report indication if selected by the user at MCData client 1.
3.	MCData server checks whether the MCData user at MCData client 1 is authorized to send the MCData FD request and that the size of the file is below maximum data size for FD from the service configuration.
4.	The MCData server in the primary MCData system initiates the MCData FD request towards the MCData server in the partner MCData system, which contains the URL of the file which is stored in the primary MCData content server, and an authorization parameter. 
NOTE 1:	The nature and content of the authorization parameter is outside the scope of the present document.
5,	The partner MCData server adapts the URL of the stored file so that a file location in the partner MCData system MCData content server is indicated by prepending a local path to the original URL. The MCData server in the partner MCData systems sends the MCData FD request with the modified URL and authorization parameter to MCData client 2. 
6.	MCData client 2 may notify the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted or rejected or ignored.
7.	MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData client 2 sends the MCData FD response to the partner MCData server. MCData client 2 automatically sends an accepted MCData FD response when the incoming request includes mandatory download indication.
8.	The partner MCData server forwards the MCData FD response to the MCData server in the primary MCData system.
9.	The primary MCData server forwards the MCData FD response to MCData client 1.
10.	MCData client 2 requests the file from the partner MCData content server, using the URL and containing the authorization parameter provided in step 5.
NOTE 2:	Step 10 may occur any time after step 7, before or after steps 8 and 9.
11.	The partner MCData content server checks whether the file is stored locally, and as is the case, sends the file to MCData client 2 in the MCData download data response. MCData client 2 records file download completed and notifies MCData user 2.
NOTE 3:	Whether the partner MCData content server performs any authorization checks based on the received authorization parameter is outside the scope of the present document.
12.	MCData client 2 initiates an MCData download complete report for reporting file download completed, if this was requested by the user at MCData client 1 in the initial MCData FD request.
13.	The MCData download complete report is sent to the primary MCData server. The partner MCData server may store the download complete report for download history interrogation from authorized MCData users in the partner MCData system.
14.	The MCData download completed report is sent by the primary MCData server to the MCData user at MCData client 1. The MCData file download completed report from MCData user may be stored by the primary MCData server for download history interrogation from authorized MCData users in the primary MCData system. 
[bookmark: _Toc4515387]7.5.2.4.3.3	File removal using HTTP by authorized user
The procedure in figure 7.5.2.4.3.3-1 describes the case where an MCData user removes the file that was previously uploaded to the primary MCData system MCData content server, and where the file has been made available in the partner MCData system MCData content server.
Pre-conditions:
1.	The MCData user on the media storage client is registered for receiving MCData service.
2.	The file has previously been uploaded to the MCData content server in the primary MCData system of MCData client 1.
3.	The file has been successfully transferred to the MCData content server in the partner MCData system.


Figure 7.5.2.8.2-1: File removal using HTTP by authoried user
1.	The user on MCData client 1 decides to remove a file that was previously uploaded.
2.	The URL of the file to be removed is included in the request sent to the media storage function on the primary MCData content server.
3.	The primary MCData content server removes the file indicated by the URL.
NOTE:	Step 3 may occur at any time following step 2 and before step 11.
4.	As the primary MCData content server has recorded that the file has previously been sent to the partner MCData system, the request is sent to the primary MCData server, containing the identity of the partner MCData system where the file has been sent and the URL of the file which was stored on the primary MCData content server.
5.	The primary MCData server forwards the request to the partner MCData server, containing the URL of the file to be removed.
6.	The partner MCData server adapts the URL of the stored file so that a file location in the partner MCData system MCData content server is indicated by prepending a local path to the original URL. The request is sent to the partner MCData content server.
7.	The partner MCData content server removes the file indicated by the URL.
8.	The partner MCData content server informs the partner MCData server that the file has been successfully removed. The URL of the removed file in the partner MCData system is included in the response.
9.	The partner MCData content server modifies the URL received from the partner MCData content server by removing the local path information, and sends the resulting URL in the response to the primary MCData server.
10.	The primary MCData server forwards the response, including the URL of the file as known in the primary MCData system to the primary MCData content server.
11.	The primary MCData content server informs the media storage client if the file is successfully removed.
Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the file is no longer available to be downloaded
[bookmark: _Toc4515390]7.5.2.4.3.4	File removal using HTTP by MCData server
The procedure in figure 7.5.2.4.3.4-1 describes the case where the MCData server in the primary MCData system removes a file that was previously uploaded to the primary MCData system MCData content server, and where the file has been made available in the partner MCData system MCData content server.
Pre-conditions:
1.	The MCData server has the URL of the file that will be removed.
2.	The MCData server knows the IP address of the MCData content server that the file is uploaded.
3.	The MCData user on the media storage client is registered for receiving MCData service.
4.	The file has been successfully transferred to the MCData content server in the partner MCData system.


Figure 7.5.2.4.3.4-1: File removal using HTTP by MCData server
1.	The primary MCData server decides to remove a file that was previously uploaded.
2.	The URL of the file to be removed is included in the request sent to the primary MCData content server.
3.	The primary MCData content server removes the file indicated by the URL.
4.	The MCData content server informs the MCData server if the file is successfully removed. The response indicates the file has previously been sent to a partner MCData system, and includes the identity of the partner MCData system.
5.	The primary MCData server forwards the request to the partner MCData server, containing the URL of the file to be removed.
6.	The partner MCData server adapts the URL of the stored file so that a file location in the partner MCData system MCData content server is indicated by prepending a local path to the original URL. The request is sent to the partner MCData content server.
7.	The partner MCData content server removes the file indicated by the URL.
8.	The partner MCData content server informs the partner MCData server that the file has been successfully removed. The URL of the removed file in the partner MCData system is included in the response.
9.	The partner MCData content server modifies the URL received from the partner MCData content server by removing the local path information, and sends the resulting URL in the response to the primary MCData server.
10.	The MCData server notifies the MCData client that uploaded the file that the file was removed with the appropriate reason.
Editor's note: It is FFS if and how the recipients of the file URL can be notified if the file is no longer available to be downloaded.
* * * Fourth Change * * * *
[bookmark: _Toc4515353]7.5.2.1.3	MCData download data request
Table 7.5.2.1.3-1 describes the information flow for the MCData download data request sent from the Mmedia storage client to the MCData content server.
Table 7.5.2.1.3-1: MCData download data request
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user downloading data

	Content reference
	M
	URL reference to the content to download

	Authorization parameter (see NOTE)
	O
	

	NOTE:	An authorization parameter may be present when the source of the file to be downloaded is a partner MCData system of the media storage client.



[bookmark: _Toc4515354]7.5.2.1.4	MCData download data response
Table 7.5.2.1.4-1 describes the information flow for the MCData download data response sent from the MCData content server to the media storage client.
Table 7.5.2.1.4-1: MCData download data response
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user requesting to download data

	Content (see NOTE)
	O
	Requested content to download

	Result
	M
	Indicates success or failure of MCData download data request

	NOTE:	Content shall be present when the result of the MCData download data request indicates success.



[bookmark: _Toc4515355]7.5.2.1.5	MCData FD request (using HTTP)
Table 7.5.2.1.5-1 describes the information flow for the MCData FD request (in subclause 7.5.2.4.2) sent from the MCData client to the MCData server, and from the MCData server to another MCData client and from an MCData server to a partner MCData server.
Table 7.5.2.1.5-1: MCData FD request (using HTTP)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending file

	MCData ID
	M
	The identity of the MCData user receiving file

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed reported is expected or not

	Download indication
	O
	Indicates mandatory download

	Content reference
	M
	URL reference to the content and file metadata information

	Authorization parameter (NOTE)
	O
	Parameter authorizing download of the file

	NOTE:	An authorization parameter may be present when the source of the file to be downloaded is a partner MCData system of the target MCData client.



[bookmark: _Toc4515356]7.5.2.1.6	MCData FD response (using HTTP)
Table 7.5.2.1.6-1 describes the information flow for the MCData FD response (in subclause 7.5.2.4.2) sent from the MCData client to the MCData server, and from the MCData server to another MCData client and from an MCData server to a partner MCData server.
Table 7.5.2.1.6-1: MCData FD response (using HTTP)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending FD request

	MCData ID
	M
	The identity of the MCData user sending response

	Conversation Identifier
	M
	Identifies the conversation



[bookmark: _Toc4515357]7.5.2.1.7	MCData download completed report
Table 7.5.2.1.7-1 describes the information flow for the MCData download completed report sent from the MCData client to the MCData server, and from the MCData server to another MCData client and from an MCData server to a partner MCData server.
Table 7.5.2.1.7-1: MCData download completed report
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending FD request

	MCData ID
	M
	The identity of the MCData user sending response

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	M
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition confirmation
	M
	An indication that the client has completed downloading file



* * * Fifth Change * * * *
[bookmark: _Toc4515364]7.5.2.1.14	MCData remove file request by user
Table 7.5.2.1.14-1 describes the information flow for the MCData remove file request by user sent from the media storage client to the media storage function of the MCData content server, and from the MCData content server to another MCData content server in a partner MCData system.
Table 7.5.2.1.14-1: MCData remove file request by user
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user removing file

	Content refernce
	M
	URL of the content to be removed



[bookmark: _Toc4515365]7.5.2.1.15	MCData remove file response by user
Table 7.5.2.1.15-1 describes the information flow for the MCData remove file response by user sent from the the media storage function of the MCData content server to the media storage client, and from the MCData content server to another MCData content server in a partner MCData system.
Table 7.5.2.1.15-1: MCData remove file response by user
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user removing file

	Result
	M
	Indicates the success or failure of the file removal

	Partner MCData system identity (NOTE)
	O
	The identity of the partner MCData system where the file has also been downloaded

	NOTE:	The identity of the partner MCData system is provided if the file has previously been transferred to the partner MCData system.



[bookmark: _Toc4515366]7.5.2.1.16	MCData remove file request by server
Table 7.5.2.1.16-1 describes the information flow for the MCData remove file request by server sent from the MCData server to the MCData content server, and from the MCData content server to another MCData content server in a partner MCData system.
Table 7.5.2.1.16-1: MCData remove file request by server
	Information element
	Status
	Description

	MCData server ID ([NOTE)]
	M
	The identity of the MCData server removing the file

	Content reference
	M
	URL of the content to be removed

	NOTE:	The MCData server ID is an implementation specific.



[bookmark: _Toc4515367]7.5.2.1.17	MCData remove file response by server
Table 7.5.2.1.17-1 describes the information flow for the MCData remove file response by server sent from the media storage function of the MCData content server to the MCData server, and from the MCData content server to another MCData content server in a partner MCData system.
Table 7.5.2.1.17-1: MCData remove file response by server
	Information element
	Status
	Description

	MCData server ID [(NOTE 1)]
	M
	The identity of the MCData server removing the file

	Result
	M
	Indicates the success or failure of the file removal

	Partner MCData system identity (NOTE 2)
	O
	The identity of the partner MCData system where the file has also been downloaded

	NOTE 1:	The MCData server ID is an implementation specific.
NOTE 2:	The identity of the partner MCData system is provided if the file has previously been transferred to the partner MCData system.



* * * Sixth Change * * * *
7.5.2.1.x	MCData file retrieve request
Table 7.5.2.1.x-1 describes the information flow for the MCData file retrieve request sent from an MCData content server in a partner MCData system to an MCData content server in the primary MCData system of the source of the content.
Table 7.5.2.1.x-1: MCData file retrieve request
	Information element
	Status
	Description

	Content reference
	M
	URL reference to the content to download

	Authorization parameter
	M
	Parameter authorizing download of the file



7.5.2.1.y	MCData file retrieve response
[bookmark: _GoBack]Table 7.5.2.1.y-1 describes the information flow for the MCData file retrieve response sent from the MCData content server in the primary MCData system of the source of the content to an MCData content server in a partner MCData system.
Table 7.5.2.1.y-1: MCData file retrieve response
	Information element
	Status
	Description

	Content (see NOTE)
	O
	Requested content to download

	Result
	M
	Indicates success or failure of MCData download data request

	NOTE:	Content shall be present when the result of the MCData file retrieve request indicates success.
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