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4
Introduction

Mission critical users currently employ a wide range of LMR mission critical Push To Talk services, and associated data capabilities where available.

The present document describes the architecture to support the interworking between the MC system and the LMR system to satisfy interworking requirements specified in 3GPP TS 22.179 [3] and 3GPP TS 22.282 [4]. Other LMR technologies may interwork as long as they conform to the present document.

The LMR system providing an IWF will react on requests from the connected MC system, which can be interpreted as the communication of a peer interconnected MC system. The IWF itself is out of scope of 3GPP standardization and therefore neither represents an MC system entity nor its behaviour. It is expected that the connected MC system will react on requests from the LMR system via the IWF, which can be interpreted as the communication of a peer interconnected LMR system.
This document defines procedures between an MC system and the IWF on the application layer, but knowing that the IWF handles the described 3GPP MC system information flows by only using underlying protocols, like SIP and HTTP to transport the communication between the connected systems. The description of the detailed signalling control messages including the involved SIP core / IMS and HTTP entities processing those requests is out of scope of this document. 
Considerations, like security or enhanced IWF functionalities (e.g. call terminations) are left to the actual deployment scenarios. The spectrum of the expected IWF behaviour can therefore start from a simple protocol and address converter, as shown in Figure 4-1, up to an enhanced IWF acting as a MC system, as shown in Figure 4-2.
Figure 4-1 and Figure 4-2 depict the IWF utilization. 
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Figure 4‑1: IWF utilization scenario with decoupled trust domains. 
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Figure 4‑2: IWF utilization scenario with MC trust domain extended to the LMR network. 

_1615016827.vsd

_1615016723.vsd

