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1. Introduction
This pCR introduces a key issue for discreet listening of MCData services where a content server or message store is used.
2. Reason for Change
To add a key issue for related to MCData where a content server or message store is used.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.784 v050.


* * * First Change * * * *
[bookmark: _Toc448480860][bookmark: _Toc332747]5.z	Key Issue z:	Discreet listening of MCData content server and message store services
An MCData user may make use of a content server for upload and download of MCData content. An MCData user may also have the use of a message store where content of MCData transactions can be stored for later retrieval. An authorized user may require discreet listening of transactions between the MCData user and the the content server or message store. If provided, the authorized user may need access to the content of information exchanged, or may require notification that the information is being exchanged without needing the content.
Issues:
-	Whether discreet listening of transactions to and from an MCData content server is required.
-	Whether discreet listening of transactions to and from a message store is required.
-	Whether discreet listening requires notification that transactions are taking place without providing the content, or whether the content itself is also needed.
-	Whether the content of transactions needs to follow the same path as notification of the transactions, if both notification and content are required, or whether content can be accessible by the authorized user directly from the message store or content server.
-	Whether activation of discreet listening against a target user also gives the authorized user access to previous transactions to or from the target user which have been stored in a content server or message store, or whether access is only possible to transactions in progress.
-	Whether activation of discreet listening to a group gives access to transactions (e.g. for group SDS) which have been exchanged prior to that activation.
-	Whether discreet listening allows the authorized user to receive synchronization between the message store client of an MCData user and a message store, for example when the MCData client uploads transactions that took place whilst operating in off-network mode.
[bookmark: _GoBack]-	Whether discreet listening allows the authorized user access to data content which an MCData user has created and stored in a message store, without that content being sent to or received from another MCData user.

