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********************************* 1st change *******************************
8.7.2.2
Service API discover response

Table 8.7.2.2-1 describes the information flow service API discover response from the CAPIF core function to the API invoker.

Table 8.7.2.2-1: Service API discover response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the discovery of the service API information

	Service API information
	O (See NOTE)
	List of service APIs corresponding to the request, including API description such as service API name, service API type, interface details (e.g. IP address, port number, URI), protocols, version, data format

	CAPIF core function identity information
	O (See NOTE)
	Indicates the CAPIF core function serving the service API category provided in the query criteria

	NOTE:
The service API information or the CAPIF core function identity information or both shall be present if the Result information element indicates that the service API discover operation is successful. Otherwise both shall not be present.


********************************* End of 1st change *******************************
********************************* 2nd change *******************************
8.25.3.2
 Service API discovery involving multiple CCFs
This subclause describes a procedure for service API discovery involving multiple CCFs.

Pre-condition:

1.
CCF-A and CCF-B connect to each other, and either belong to the same CAPIF domain or different CAPIF domains.

2.
When CCF-A and CCF-B belongs to different CAPIF domains, the two CAPIF domains have business agreement for service API sharing.
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Figure 8.25.3.2-1: Service API discovery involving multiple CCFs
1.
The API invoker sends a service API discover request to the CCF-A. It includes the API invoker identity, and may include query information.
2.
The CCF-A verifies the identity of the API invoker and retrieves the stored service API(s) information and service API categories. The information of CCF-B with the service API category matching the discovery criteria is returned to API invoker in the service API discover response. 

NOTE:
The remaining steps are only applied when the service API category is included in the interconnection API publish request as described in subclause 8.25.2.1.

3.
The API invoker sends an service API discover request to the CCF-B. The identity of API invoker is included. The query information is also provided.

4.
Upon receiving the service API discover request, the CCF-B verifies the identity of the API invoker. The CCF-B retrieves the stored service API(s) information as per the query information in the service API discover request. Further, the CCF-B applies the discovery policy and performs filtering of service APIs information which matches the discovery criteria. 

5.
The CCF-B sends an service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.
***************************** End of 2nd change ******************************
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