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1. Introduction
This contribution provides a proposal for the key issue on applying SEAL for mission critical services.
2. Reason for Change
SEAL is an architecture layer for vertical industry applications. Considering public safety is a very important vertical industry application it is required to evaluate the applicability of SEAL for public safety applications and services (e.g. MCPTT, MCVideo, MCData).
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.783 v0.4.0.
* * * First Change * * * *

6.x
Key issue x: Applicability of SEAL for mission critical services
6.x.1
Description

A service enabler architecture layer for verticals (SEAL) is specified in 3GPP TS 23.434 [x]. The SEAL services are common and generic services which can be utilized by any vertical industry application. 
The SEAL services specified in 3GPP TS 23.434 [x] are location management, group management, configuration management, identity management, key management and network resource management.
Currently, the functional architecture for mission critical services is based on the common functional architecture specified in 3GPP TS 23.280 [y]. The common services core specified in the common functional architecture consists of group management, configuration management, location management, identity management and key management functions.
For public safety applications and services (e.g. MCPTT, MCVideo, MCData), it is required to study the applicability of SEAL and further impact on the common functional architecture supporting mission critical services.
This has impact to: 

-
TS 23.280 clause 5 on assumptions and architectural requirements;
-
TS 23.280 clause 7 on functional model;
-
TS 23.280 clause 8 on identities;

-
TS 23.280 clause  9 on application of functional model to deployments; and
-
TS 23.280 clause 10 procedure and information flows.
No impact is expected to TS 23.379, TS 23.281 and TS 23.282.
6.x.2
Architectural requirements

Editor's Note: Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
* * * End Change * * * *

