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Abstract: This paper shall be for discussion on the necessarity of communication with an individual UE by introducing a new routable identity
1. Introduction
In the context of the study 3GPP TR 23.744 for location enhancements, the following objective has been agreed:

“Handling of location of an MC service user who is logged into multiple devices within a service.”
Within this objective the following aspects are identified and expressed as use cases:

1)
location information which is sent from multiple UEs from the same MC user identity cannot be uniquely identified and therefore is ambiguous,
2)
individual UEs cannot be the target of location reporting configuration nor location information request, and
3)
location information cannot be requested from UEs, which do not have an authenticated user.
2. Key issues
Based on these location management issues, the following key issues have been approved and added to 3GPP TR 23.744:

a.
Support for communication (e.g. location) with a specific MCX UE when a MC user is using several MCX UEs at the same time.

b.
Support for communication (e.g. location) with a specific MCX UE when no MCX service clients are active in the MCX UE.

c.
Support for communication (e.g. emergency group call including location) with a specific MCX UE when the MCX service client on that MCX UE is operating in a limited service state (i.e. unauthenticated).
3. Essential elements of a solution
To solve these key issues an identity is required, which has the following characteristics:
1)
The identity uniquely identifies the device on which the MC app and corresponding MC service client(s) are running.
2)
The identity has to be globally routable through the network.
3)
The identity can be used to reach the device independently of successful MC user authentication and to trigger the expected reaction on the device.
It is further identified that a mechanism is required to handle the creation, allocation and maintenance of this identity.
4. pCR on solution for communication with a specific MC UE
BDBOS has prepared a possible solution (S6-190354) to the topic that introduces a new identity fulfilling the requirements in clause 3.

Achievements of the solution:

· Client is able to provide device information of the UE,
· Globally routable identity (URI) based on device information,
· Information about the device’s current user can be stored in the database, and 

· Enabling of UE specific communication (e.g. for location management).
A UE specific ID was chosen over a client specific ID, because it uniquely identifies the device and does not change, when the client application changes. The already existing Stage-3 definitions of MCPTT client ID, MCVideo client ID and MCData client ID in 3GPP TS 24.379, 3GPP TS 24.281 and 3GPP TS 24.282 and the "client_id" described in 3GPP TS 33.180 do not support routing, which is required to communicate with individual UEs, as described by the use case and key issue. Therefore, a new URI is introduced which can also handle the case when a user runs the same client (e.g. MCPTT client) on different devices, the user is not authenticated, no client is currently active, etc..

The solution adapts the existing architecture and introduces the "UE management server" and "UE management client" for handling the MC UE ID in the common services core. In order to have minimal influence on the existing style of the architecture, the terminology of the entities was chosen accordingly. The term "UE management" is not intended to cause confusion with enterprise mobility management or device management systems, but the term fits into the existing terminology used for the common services core entities. However, the UE management server may have interfaces to such systems.
To obtain device specific information from the UE, the client needs an internal interface. There already exist interfaces, which are used for this very frequently (17.000+ Android apps), as seen from the CNET article referenced below: 
https://www.cnet.com/news/these-android-apps-have-been-tracking-you-even-when-you-say-stop/ 
Even if this is not best practice by the developers due to violating privacy of the users the article shows that there are already capabilities to request device specific information under Android, which means that nothing new needs to be invented.
5. Conclusion
The UE ID is an approach to solve the given use cases and identified key issues in 3GPP TR 23.744 in the best manner, but is not intended to supersede the Client ID, which may be also necessary. 

BDBOS is looking to find the best solution together with SA6.
