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1. Introduction
Introduces key and identity management related architectural requirements for SEAL.

2. Reason for Change
Adding architectural requirements related to key and identity management.
3. Proposal

It is proposed to agree the following changes for 3GPP SEAL TS  23.434 V0.0.0.
* * * First Change * * * *

4.x
Key management
4.x.1
Description

This subclause specifies the requirements for key management service.

4.x.2
Requirements

[AR-4.x.2-a] The SEAL shall support secure distribution of security related information (e.g. encryption keys).
[AR-4.x.2-b] The SEAL shall support all communications in SEAL ecosystem to be secured.
4.y
Identity management
4.y.1
Description

This subclause specifies the requirements for identity management service.

4.y.2
Requirements

[AR-4.y.2-a] The SEAL shall enable the access to SEAL services from the vertical application layer entities to be authorized.
Editor's note: The relationship between identity management service and authorization is FFS.
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

