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1. Introduction
Introduces SEAL functional entities description.
2. Reason for Change
Proposed text for SEAL entities description is based on the V2X entities description in TS 23.286.
3. Proposal

It is proposed to agree the following changes for 3GPP SEAL TS  23.434 V0.0.0.
* * * First Change * * * *

6.4
Functional entities description
6.4.1
General

Each subclause is a description of a functional entity corresponding to SEAL and does not imply a physical entity.

6.4.2
VAL client

The VAL client provides the client side functionalities corresponding to the vertical applications (e.g. V2X client). 
The VAL client supports interactions with the SEAL client(s).
NOTE:
The details of the VAL client is specific to the vertical and out of scope of the present document.
6.4.3
VAL server

The VAL server provides the server side functionalities corresponding to the vertical applications (e.g. V2X application servers). The VAL server acts as CAPIF's API invoker as specified in 3GPP TS 23.222 [x].
NOTE:
The details of the VAL server is specific to the vertical and out of scope of the present document.

6.4.4
SEAL client

The SEAL client provides the client side functionalities corresponding to the specific SEAL service. The SEAL client(s) supports interactions with the VAL client(s). The SEAL client also supports interactions with the corresponding SEAL client between the two UEs. 
6.4.5
SEAL server

The SEAL server provides the server side functionalities corresponding to the specific SEAL service. The SEAL server supports interactions with the VAL server(s). The SEAL server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [x]. The SEAL server also supports interactions with the corresponding SEAL server in distributed SEAL deployments.
* * * Next Change * * * *

A.2.4
Functional entities description
A.2.4.1
General
The functional entities for location management SEAL service are described in the following subclauses.
A.2.4.2
Location management client

The location management client functional entity acts as the application client for location management functions. It interacts with the location management server. The location management client also supports interactions with the corresponding location management client between the two UEs.
A.2.4.3
Location management server
The location management server is a functional entity that receives and stores user location information and provides user location information to the vertical application server. The location management server may also acquire location information provided by PLMN operator via T8 reference point. The location management server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [x]. The location management server also supports interactions with the corresponding location management server in distributed SEAL deployments.
* * * Next Change * * * *

B.2.4
Functional entities description
B.2.4.1
General
The functional entities for group management SEAL service are described in the following subclauses.
B.2.4.2
Group management client

The group management client functional entity acts as the application client for management of groups. The group management client interacts with the group management server. The group management client also supports interactions with the corresponding group management client between the two UEs.
B.2.4.3
Group management server

The group management server functional entity provides for management of groups supported within the vertical application layer. The group management server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [x]. The group management server also supports interactions with the corresponding group management server in distributed SEAL deployments.
* * * Next Change * * * *

C.2.4
Functional entities description
C.2.4.1
General

The functional entities for configuration management SEAL service are described in the following subclauses.
C.2.4.2
Configuration management client

The configuration management client functional entity acts as the application client for configuration related transactions. The configuration management client interacts with the configuration management server and provides and receives configuration data. The configuration management client also supports interactions with the corresponding configuration management client between the two UEs.
C.2.4.3
Configuration management server

The configuration management server is a functional entity used to configure one or more vertical applications with 3GPP system related vertical applications provisioning information and configure data on the configuration management client. The configuration management server manages vertical application configuration supported within the vertical's service provider. The configuration management server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [x]. The configuration management server also supports interactions with the corresponding configuration management server in distributed SEAL deployments.
* * * Next Change * * * *

D.2.4
Functional entities description
D.2.4.1
General

The functional entities for identity management SEAL service are described in the following subclauses.
D.2.4.2
Identity management client

The identity management client functional entity acts as the application client for vertical applications layer user identity related transactions. The identity management client interacts with the identity management server. The identity management client also supports interactions with the corresponding identity management client between the two UEs.
D.2.4.3
Identity management server

The identity management server is a functional entity that authenticates the vertical application layer user identity. The authentication is performed by verifying the credentials provided by the vertical applications' user. The identity management server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [x]. The identity management server also supports interactions with the corresponding identity management server in distributed SEAL deployments.
* * * Next Change * * * *

E.2.4
Functional entities description
E.2.4.1
General

The functional entities for key management SEAL service are described in the following subclauses.
E.2.4.2
Key management client

The key management functional entity acts as the application client for key management functions. It interacts with the key management server. The key management client also supports interactions with the corresponding key management client between the two UEs.
NOTE:
The functionality of the key management client is responsibility of SA3.

E.2.4.3
Key management server

The key management server is a functional entity that stores and provides security related information (e.g. encryption keys) to the key management client, group management server and vertical application server to achieve the security goals of confidentiality and integrity of media and signalling. The key management server acts as CAPIF's API exposing function as specified in 3GPP TS 23.222 [x]. The key management server also supports interactions with the corresponding key management server in distributed SEAL deployments.
NOTE:
The functionality of the key management server is responsibility of SA3.
* * * Next Change * * * *

