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* * * First change * * *
10.2.2.3
Group regroup request (group management client – group management server)

Table 10.2.2.3-1 describes the information flow for the group regroup request from the group management client to the group management server.

Table 10.2.2.3-1: Group regroup request

	Information element
	Status
	Description

	MC service group ID list
	M
	List of MC service group IDs to be combined

	Security level (see NOTE 1)
	O
	Required security level for the temporary group

	Priority level
	O
	Required priority level for the temporary group

	MC service list (see NOTE 2)
	O
	A subset of the common MC service(s) to be applied for the regrouped group

	Broadcast regroup
	O
	Indicates that only an authorized MC service user can transmit on this temporary group.

	NOTE 1:
Security level refers to the configuration of media and floor control protection parameters as listed in Annex A.4, table A.4-1

NOTE 2:
If this information element is not present, all the MC service(s) that are common to the groups being regrouped will be applicable for the regrouped group.


* * * End of first change * * *

* * * Second change * * *

10.2.2.8
Group regroup notify

Table 10.2.2.8-1 describes the information flow group regroup notify from the group management server to the MC service server.

Table 10.2.2.8-1: Group regroup notify
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	MC service list
	O
	List of MC services whose service communications are to be enabled on this temporary group.

	Broadcast regroup
	O
	Indicates that only an authorized MC service user can transmit on this temporary group.


* * * End of second change * * *

* * * Third change * * *

10.2.2.10
Group regroup teardown notification

Table 10.2.2.10-1 describes the information flow group regroup teardown notification between group management servers and from the group management server to the group management client.

Table 10.2.2.10-1: Group regroup teardown notification
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the temporary group which is torn down


10.2.2.11
Group regroup teardown notification response
Table 10.2.2.11-1 describes the information flow group regroup teardown notification response between group management servers and from the group management client to the group management server.

Table 10.2.2.11-1: Group regroup teardown notification response
	Information element
	Status
	Description

	MC service group ID
	M
	MC service group ID of the temporary group which was torn down

	Result
	M
	Indicates the success or failure


10.2.2.14
Group regroup notification

Table 10.2.2.14-1 describes the information flow group regroup notification between group management servers and from the group management server to the group management client.

Table 10.2.2.14-1: Group regroup notification
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	Priority level
	O
	Required priority level for the temporary group

	Security level (see NOTE)
	O
	Required security level for the temporary group

	Broadcast regroup
	O
	Indicates that only an authorized MC service user can transmit on this temporary group.

	NOTE:
Security level refers to the configuration of media and floor control protection parameters as listed in Annex A.4, table A.4-1


10.2.2.15
Group regroup notification response
Table 10.2.2.15-1 describes the information flow group regroup notification response between group management servers and from the group management client to the group management server.

Table 10.2.2.15-1: Group regroup notification response
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	Priority level
	M
	Required priority level for the temporary group

	Security level
	M
	Required security level for the temporary group

	Broadcast regroup
	O
	Indicates that only an authorized MC service user can transmit on this temporary group.


* * * End of third change * * *

* * * Fourth change * * *

10.2.4
Group regrouping

10.2.4.1
Temporary group formation - group regrouping within an MC system

Figure 10.2.4.1-1 below illustrates the group regroup operations to create a temporary group within an MC system. For simplicity, only the case of two MC service groups being combined is represented, but the procedure is the same if more than two groups are combined.

The temporary group formation is applicable only for groups configured with at least one common MC service. The temporary group formation shall be rejected if any of the requested MC services are not common to all MC service groups in the list.

The temporary group created can be a broadcast group or a non-broadcast group.  The broadcast regroup is used for one-way communication where only an authorized MCX user is allowed to transmit and all other regroup members are only allowed to receive the communication (e.g. a call from a dispatcher to all regroup members).  The non-broadcast regroup is used for two-way communication where all regroup members can transmit and receive (i.e, the regroup group call behaves like a normal non-broadcast group call).  The broadcast regroup satisfies the temporary group-broadcast group requirements defined in 3GPP TS 22.180 [2] and is an alternative to the "Temporary group – broadcast group call" procedure (10.6.2.5.3) defined in 3GPP TS 23.379 [16]. 
Pre-conditions:

1.
The group management client, group management server, MC service server and the MC service group members belong to the same MC system. 

2.
The group management client has retrieved the group configurations of the groups to be regrouped.
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Figure 10.2.4.1-1: Group regroup for the groups within the same MC system

1.
The group management client of the MC service user requests group regroup operation to the group management server, which is the group management server of one of the groups to be regrouped. The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.  The group management client may indicate that the temporary group is a broadcast regroup.
2.
The group management server checks whether group regroup operation is performed by an authorized MC service user, based on group policy. The group management server checks whether group1 or group2 is a temporary group. If group 1 or group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed. 

3.
The group management server creates and stores the information of the temporary group, including the temporary MC service group ID, the MC service group ID of the groups being combined, the priority level of the temporary group, the security level of the temporary group, and whether the temporary group is a broadcast regroup. If the authorized MC service user does not specify the security level and the priority level, the group management server shall set the lowest security level and the highest priority of the constituent groups. If MC service types of the groups being combined are not identical, group management server determines the overlapping part and stores the MC service list for the temporary group.
4.
The group management server notifies the MC service server regarding the temporary group creation with the information of the constituent groups, i.e. temporary MC service group ID, group1's MC service group ID and group2's MC service group ID. If MC service list is included, MC service server stores it and provides MC service types accordingly.
5.
The group management server notifies the affiliated MC service group members of the constituent MC service groups, possibly with an indication of lower security level.
NOTE: The group management server also notifies newly affiliated MC service group members of the constituent MC service groups as needed.

6.
The group management server provides a group regroup response to the group management client of the authorized MC service user. If MC service list is included, group management client stores it and initiates MC service types accordingly.
10.2.4.2
Temporary group formation involving multiple MC systems

Figure 10.2.4.2-1 below illustrates the group regroup operations to create a temporary group involving multiple MC systems. For simplicity, only the case of two MC service groups being combined is represented, but the procedure is the same if more than two groups are combined.

NOTE:
The temporary group formation is applicable only for groups configured with the same MC service(s).

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MC systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MC system does not share their users' information to the primary MC system.

2.
The primary MC system consists of the group management server 1 and MC service server (primary). The partner MC system consists of the group management server 2 and MC service server (partner).

3.
The group management client of the authorized MC service user belongs to the primary MC system. 

4.
The group management client has retrieved the group configurations of the groups to be regrouped.
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Figure 10.2.4.2-1: Temporary group formation - group regrouping involving multiple MC systems

1.
The group management client of the MC service user (e.g. dispatcher) requests group regroup operation to the group management server 1 (which is the group management server of one of the groups to be regrouped). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group. The group management client may indicate that the temporary group is a broadcast regroup.
2.
The group management server checks whether group regroup operation is performed by an authorized MC service user, based on group policy. The group management server 1 checks whether group1 is a temporary group. If group1 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

3.
The group management server 1 forwards the group regroup request to the target group management server 2 with the information of the group management server 2 MC service groups.

4.
The group management server 2 checks whether group2 is a temporary group. If group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

5.
The group management server 2 provides a group regroup response. Due to security aspects concerning sharing information among different MC systems, the group management server 2 does not share the users' information of the groups under its management to the group management server 1. Any regroup action that violates the rules specified in subclause 10.2.4.4 shall cause a negative response and the current procedure to proceed to step 15.

NOTE 1:
If there is a trust relationship between the primary MC service provider and the partner MC service provider, the partner MC system can share their users' information to the primary MC system at this step. If there is a change in partner MC system's constituent group membership, the synchronization procedure with the primary MC system for temporary group is out of scope of this specification
6.
The group management server 1 creates and stores the information of the temporary group, including the temporary MC service group ID, off-network information, and the MC service IDs of the groups being combined, the priority level of the temporary group, the security level of the temporary group, and whether the temporary group is a broadcast regroup. If the authorized MC service user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.
7.
The group management server 1 notifies the group management server 2 about its group regroup operation.

8.
The group management server 2 acknowledges the group management server 1 and the group management server 2 also stores the information about the temporary group including the temporary MC service group ID, the MC service group IDs of the groups being combined, the priority level of the temporary group and the security level of the temporary group.

9.
The group management server 2 notifies the partner MC service server regarding the temporary group creation with the information of the constituent groups i.e. temporary MC service group ID, group1's MC service group ID and group2's MC service group ID.

10.
Partner MC service server acknowledges the notification from the group management server 2.

11.
The group management server 2 notifies the affiliated MC service group members of the constituent MC service groups of the group management server 2, possibly with an indication of a lower security level.

NOTE 2: The group management server 2 also notifies newly affiliated MC service group members of the constituent MC service groups of the group management server 2 as needed.

12.
The group management server 1 notifies the MC service server of the primary system regarding the temporary group creation with the information of the constituent groups, i.e. temporary MC service group ID, group1's MC service group ID and group2's MC service group ID. If there are active calls to be merged, then the group management server 1 includes an indication to merge active calls.

13.
Primary MC service server acknowledges the notification from the group management server 1.

14.
The group management server 1 notifies the affiliated MC service group members of the constituent MC service groups of the group management server 1, possibly with an indication of lower security level.

NOTE 3: The group management server 1 also notifies newly affiliated MC service group members of the constituent MC service groups of the group management server 1 as needed.

15.
The group management server 1 provides a group regroup response to the group management client of the authorized MC service user (e.g. dispatcher).
* * * End of fourth change * * *

* * * Fifth change * * *

Table A.4-1: Common group configuration data (on and off network)
	Reference
	Parameter description
	MC service UE
	MC service Server
	Group management server

	[R-5.17-004],

[R-6.4.3-001],

[R-6.4.3-002],

[R-6.9-004] and

[R-5.1.3-002] of 3GPP TS 22.280 [3]
	MC service group ID
	Y
	Y
	Y

	[R-5.17-004],

[R-6.4.3-001],

[R-6.4.3-002] and

[R-6.9-004] of 3GPP TS 22.280 [3]
	Group Alias (Contact URIs)
	Y
	Y
	Y

	
	List of group members (see NOTE 1) (see NOTE 8)
	
	
	

	[R-5.1.3-001],
[R-5.1.5-001],

[R-6.4.5-005] and
[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCPTT
	
	
	

	
	>> MCPTT ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCPTT ID (see NOTE 3)
	N
	Y
	Y

	[R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	>> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]


	>> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	[R-5.1.3-001],

[R-5.1.5-001],

[R-6.4.5-005] and

[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCVideo
	
	
	

	
	>> MCVideo ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCVideo ID (see NOTE 3)
	N
	Y
	Y

	[R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	>> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]


	>> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	[R-5.1.3-001],

[R-5.1.5-001],

[R-6.4.5-005] and

[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCData
	
	
	

	
	>> MCData ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of  the MCData ID (see NOTE 3)
	N
	Y
	Y

	 [R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	>> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]

	>> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	[R-5.16.2-001] and

[R-5.16.2-002] of 3GPP TS 22.280 [3]
	Group's owner (Mission Critical Organisation)
	Y
	Y
	Y

	Subclause 8.3.2, 10.2.3
	MC service specific configuration (see NOTE 4)
	
	
	

	
	> MCPTT configuration (see NOTE 5)
	
	
	

	
	> MCVideo configuration (see NOTE 6)
	
	
	

	
	> MCData configuration (see NOTE 7)
	
	
	

	
	List of subordinate groups
	
	
	

	[R-5.2.2-002] of 3GPP TS 22.280 [3]
	> MC service group ID
	N
	Y
	Y

	
	 Group broadcast information
	
	
	

	[R-5.2.2-001] of 3GPP TS 22.280 [3]
	Level within group hierarchy
	N
	Y
	Y

	[R-5.2.3-001] of 3GPP TS 22.280 [3]
	Level within user hierarchy
	N
	Y
	Y

	Subclause 10.6.2.9 of 3GPP TS 23.379 [16]
	Group is a preconfigured regroup group
	Y
	Y
	Y

	[R-5.2.1-002] of 3GPP TS 22.280 [3]
	Group is a broadcast group
	Y
	Y
	Y

	NOTE 1:
The list of group members is provided to an authorized user only upon request and not by default.

NOTE 2:
MC service IDs for all configured MC services shall be provided for the configured group member. 

NOTE 3:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1.

NOTE 4:
An MC service specific configuration shall be provided for all of the MC services for which the group is enabled. At least one MC service shall be enabled for a group.

NOTE 5:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 6:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 7:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].

NOTE 8:
The list of group members comprises all group members in primary and in partner MC systems of the MC service group.


* * * End of fifth change * * *

* * * End of changes * * *
