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Abstract: This contribution provides an analysis of V2X application support layer which can be generalized as the service enabler architecture for verticals.
1. Introduction

The SEAL WI was approved in SA#82 with the aim to define a common service enabler architecture for verticals. The experience of V2X application layer is necessary to be analyzed for SEAL architecture. 

2. Analysis of V2X application layer support
The functional model for V2X application layer support is captured in TS 23.286 as shown below:
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It is grouped into the V2X application specific layer and the V2X application enabler (VAE) layer. The VAE layer offers the VAE capabilities to the V2X application specific layer.
The VAE layer consists of a common set of functions and reference points known as the common services core and the VAE server. The common services core consists of functionalities for location management, group management, configuration management, identity management and key management. The V2X application specific layer consists of the V2X application specific functionalities.

Observation: The VAE server provides capabilities for V2X application domain while the common services core are generic capabilities which can be utilized by V2X application domain.

3. Conclusion
The common services core of VAE layer can be considered for SEAL.
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