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1. Introduction
This pCR adds a use case and key issue to 3GPP TR 23.744 for the need of being able to request and send location information from a UE before its user has authenticated to MC service(s).

2. Reason for Change
In deployment scenarios, where the MC service provider is different to the PLMN operator, SIP registration and MC user authentication may proceed in parallel and independent of each other (according to 3GPP TS 33.180). The event may occur that network attach and SIP registration has already finished, whereas MC user authentication is still ongoing. 3GPP TS 33.180 further states that a "limited services" state may be entered where some functionalities are available, e.g an. "anonymous emergency call". Location information currently is not defined for limited services, but is deeply linked with emergency.
3. Conclusions

The aim is to study mechanisms to request and receive location information from individually addressable UEs in the case its user is not yet authenticated by one or multiple MC service.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.744 V0.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

4
Use cases


4.x
Use case #x:
Location information of unauthenticated user

Police officer George just started his shift at an outpost. His colleague Margaret is very nervous and instantly sends him to an emergency, which she just got from the dispatcher for this region. George hurries up, powers on his UE and leaves to his car. He doesn't manage to log on to the MC service providing his MC ID, but the UE is already registered to the SIP core. George drives with high speed to get to the emergency scene as soon as possible. Suddenly, a cat appears on the road in front of him and he leaves the road accidentally. His car has gone head over heels and now lays in a hardly visible ditch, whereas George has lost his consciousness. The dispatcher gets nervous as he is not able to reach George and decides to send help to him. He alerts George's colleague in the outpost. While Margaret drives along the road, the dispatcher directly requests location information from George's UE and transfers it to Margaret. Margaret arrives at George's accident location and gives first aid. George can be rescued, but not a moment too soon.

* * * Next Change * * * *

5
Key issues
5.x
Key issue x: Location information of unauthenticated user
5.x.1
Description


This key issue arises from use case #x: Location information - unauthenticated user.

In some cases it is necessary to request location information, before the user is authenticated and authorized by the MC service, but has already registered to the SIP core. This situation may occur in a deployment scenario, where the MC service provider is different from the PLMN operator (further described in 3GPP TS 23.280 [7] clause 9.2.2) and MC user authentication and SIP registration are separate procedures.

According to 3GPP TS 23.280 [7] clause 10.1.1.1 providing MC services to an MC service UE with an unauthenticated MC service user is FFS and according to 3GPP TS 33.180 clause 5.1.1 a UE may enter a "limited service" state in this case.
This key issue tries to find solutions for the following aspects:

· Requesting Location information from a UE, which is in "limited services" state
5.x.2
Architectural Requirements


The MC System has to be able to individually address a specific UE of a MC user as the MC ID is not available to the Identity Management Server before authentication took place, e.g. by use of an existing or new UE specific identity.
