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***************************** First change ****************************
8.3.2.1
Service API publish request

Table 8.3.2.1-1 describes the information flow service API publish request from the API publishing function to the CAPIF core function.

Table 8.3.2.1-1: Service API publish request

	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher may include identity, authentication and authorization information

	Service API information
	M
	The service API information includes the service API name, service API type, communication type, description, interface details (e.g. IP address, port number, URI), protocols, version numbers, serving area, and data format.


***************************** Next change ****************************
8.13.2.1
Obtain topology hiding policy request

Table 8.13.2.1-1 describes the information flow obtain topology hiding policy request from the AEF to the CAPIF core function.

Table 8.13.2.1-1: Obtain topology hiding policy request
	Information element
	Status
	Description

	Identity information
	M
	Identity information of the entity requesting the access control policy.

	Service API identification information
	M
	The information of the service API for which the access control policy is being requested.


8.13.2.2
Obtain topology hiding policy response

Table 8.13.2.2-1 describes the information flow obtain topology hiding policy response from the CAPIF core function to the AEF.

Table 8.13.2.2-1: Obtain topology hiding policy response
	Information element
	Status
	Description

	Result
	M (NOTE)
	Indicates the success or failure of the obtain access topology hiding operation

	API exposing function identity list
	M
	Indicates the AEF(s) which provides the service API to apply the topology hiding

	API invocation routing rule
	O
	Indicates the routing rule for service API invocation which provides the relationship between the service API serving area and the AEFs

	NOTE:
If the Result information element indicates that the obtain access control policy operation is failed, the other information element information shall not be present.


***************************** Next change ****************************
8.13.3
Procedure

Figure 8.13.3-1 illustrates the procedure for CAPIF topology hiding.

Pre-conditions:

1.
The API invoker has performed the service discovery and received the details of the service API which includes the information about the service communication entry point of the AEF-1 in the CAPIF.

2.
The API invoker is authenticated and authorized to use the service API.
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Figure 8.13.3-1: Procedure for CAPIF topology hiding

1.
The API invoker performs service API invocation according to the interface of the service API by sending a service API invocation request towards the AEF-1 which exposes the service API towards the API invoker, and acts as topology hiding entity.
2.
If the policy including the entry point address of the service API (i.e., AEF-2) or the routing rule for topology hiding is not available in AEF-1, then the AEF-1 may obtain the policy for the topology hiding from the CAPIF core function.
3.
The CAPIF core function returns the policy for topology hiding in the obtain topology hiding policy response.
NOTE:
Steps 4, 5 and 6 are not necessary when the AEF-1 is capable to serve the service API invocation request. 

4.
The AEF-1 further resolves the actual destination of the service API address information according to the topology hiding policy and the invocation information such as user identity in service API invocation request. 
5.
The AEF-1 forwards the incoming service API invocation request to the service API of the related AEF-2.

6.
The AEF-1 receives a response for the service API invocation request from service API provided by AEF-2.

7.
The AEF-1 resolves the destination API invoker address and also modifies the source address information of the AEF-2 within the response request as per topology hiding policy and forwards the response request to the API invoker.

***************************** Next change ****************************
8.24.2.1
API topology hiding notify
Table 8.24.2.1-1 describes the information flow API topology hiding notify from the CAPIF core function to the API exposing function.
Table 8.24.2.1-1: API topology hiding notify
	Information element
	Status
	Description

	Service API identification
	M
	The identification information of the service API with the API topology hiding

	API exposing function identity list
	M
	Indicates the AEF(s) which provides the service API to apply the topology hiding

	API invocation routing rule
	O
	Indicates the routing rule for the service API invocation which provides  the relationship between the service API serving area and the AEFs


***************************** Next change ****************************
8.24.3
Procedure 

Figure 8.24.3-1 illustrates the procedure for API topology hiding management.
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Figure 8.24.3-1: API topology hiding management
1.
The API publishing function sends a service API publish request with the details of the service API to the CAPIF core function.
2.
The CCF stores the service API information as described in subclause 8.3.3, and applies the topology hiding by selecting an AEF providing the topology hiding as the entry point for service API invocation. If the service API is provided by multiple AEFs, the CAPIF core function creates the routing rule for the service API.
3.
The CCF sends the API topology notify to the AEF selected as the entry point for service API invocation. The service API identification, the AEF which provides the service API and the API invocation routing rule are included.
4.
Upon receiving the notification, the AEF stores the received information for further service API invocation request forwarding.

5.
The CCF sends an API publish response to the API publish function. 
***************************** Next change ****************************
8.25.2.1
Interconnection API publish request

Table 8.25.2.1-1 describes the information flow interconnection API publish request from CAPIF core function to CAPIF core function.

Table 8.25.2.1-1: Interconnection API publish request

	Information element
	Status
	Description

	CCF information
	M
	The information of the CAPIF core function which publishes APIs, may include identity, authentication and authorization information

	Service API information
	O (NOTE)
	The service API information includes the service API name, service API type, communication type, description, interface details (e.g. IP address, port number, URI), protocols, version numbers, serving area, and data format.

	Service API category
	O (NOTE)
	The category of the service APIs to be published, (e.g.,V2X, IoT)

	NOTE:
At least one of the Service API information and Service API category shall be present.
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