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1. Introduction
IP connectivity between MCData clients and between MCData client and server is part of the stage 1 requirements in TS 22.282 sub-clause 5.5. SA1 meeting #83 revised these requirements to accommodate the separation between application and transport layer.
MCData IP connectivity forms the basis for the transmission of Control Command messages, sufficient information for automatic driving, diagnostic information etc. between the rail vehicle and the ground. Also, off-network IP connectivity is of interest for the exchange of information between rail vehicles e.g. virtual coupling for which IP connectivity forms the basis.

Up to now, the requirements of TS 22.282 sub-clause 5.5 have not found any significant development in TS 23.282 nor in TS 23.280, with one exception, the editor's note in TS 23.280 sub-clause 5.2.8.

As a result, it is recommended that all requirements of TS 22.282 sub-clause 5.5 are analyzed and solutions are developed:

	Reference
	Description

	[R-5.5.2-001]
	The MCData Service shall enable an MCData user to initiate transport of IP data towards a server in the network or another MCData user.

	[R-5.5.2-002]
	The MCData Service shall enable incoming transport of IP data towards an MCData user, initiated by another MCData user.

	[R-5.5.2-003]
	The MCData Service shall enable an authorized person for an MCData user to authorize initiation of transport of IP data from that MCData user to specific destinations.

This authorization may be preconfigured or may be provided by the authorized person when IP data transport to a new destination is initiated.

Authorization may be revoked on demand by the authorized person.

	[R-5.5.2-004]
	The MCData Service shall enable a MCData user or authorized person for this MCData user to authorize initiation of incoming transport of IP data from specific other MCData users. 

This authorization may be preconfigured or may be provided by the authorized person when IP data transport from a new destination is initiated.

Authorization may be revoked on demand by the authorized person.

	[R-5.5.2-005]
	The MCData Service shall support incoming and outgoing IP data transport for a MCData user with a higher per packet priority.

	[R-5.5.2-006]
	The MCData Service shall enable an authorized person to remotely authorize the use of higher per packet priority for a particular MCData user.


The text proposal below adds, based on the requirements above, a new key issue to handle the requirements on MCData IP connectivity requirements and extends Annex A listing stage 1 requirements.
2. Reason for Change
Additional stage 1 requirements need to be considered.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.796v050.
* * * First Change * * * *

5.X
Key issue X – Application layer IP connectivity
Stage 1 requirements have been defined requesting support for application layer IP connectivity. The existing standard has already defined the service subtypes i.e. Short Data Services, File Distribution, Data Streaming capability.
The intention of application layer enabled IP connectivity is a bidirectional exchange of user data without message size limitations.
Application layer IP connectivity is applicable for on-network off-network operation.

Gaps:

-
Study the necessary extension of the present on-network and off-network functional architecture defined for MCData services;

-
Study the necessary extensions of the MCData user profile;

-
Study the necessary extensions for specifying the MCData IP connectivity service;
-
Study the necessary extensions of MCData transmission control and reception control procedures;

-
Study how an authorised MCData user can obtain IP connectivity towards a server located in an external network;

-
Study the impact if functional alias for MCData user addressing is used;

-
Study the impact on end-to-end user data encryption among MCData users or between MCData user and the involved external or internal server(s).
* * * Next Change * * * *

A.7.X
IP connectivity
The following stage 1 requirements are documented in 3GPP TS 22.282 [5].

Table A.7.X-1: IP connectivity
	Reference
	Description
	Solution

	[R-5.5.2-001]
	The MCData Service shall enable an MCData user to initiate transport of IP data towards a server in the network or another MCData user.
	

	[R-5.5.2-002]
	The MCData Service shall enable incoming transport of IP data towards an MCData user, initiated by another MCData user.
	

	[R-5.5.2-003]
	The MCData Service shall enable an authorized person for an MCData user to authorize initiation of transport of IP data from that MCData user to specific destinations.
This authorization may be preconfigured or may be provided by the authorized person when IP data transport to a new destination is initiated.
Authorization may be revoked on demand by the authorized person.
	

	[R-5.5.2-004]
	The MCData Service shall enable a MCData user or authorized person for this MCData user to authorize initiation of incoming transport of IP data from specific other MCData users. 
This authorization may be preconfigured or may be provided by the authorized person when IP data transport from a new destination is initiated.

Authorization may be revoked on demand by the authorized person.
	

	[R-5.5.2-005]
	The MCData Service shall support incoming and outgoing IP data transport for a MCData user with a higher per packet priority.
	

	[R-5.5.2-006]
	The MCData Service shall enable an authorized person to remotely authorize the use of higher per packet priority for a particular MCData user.
	


* * * End of Change * * * *

