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1. Introduction
In TS 23.286, there is an editor's note as follows:
	Editor's note:
It is FFS if the common services core entities and the corresponding reference points specified in 3GPP TS 23.280 [4] can be used to satisfy the common services core of the VAE layer shown in figure 6.2-2.


This paper provides an analysis of MC CSC for reuse in VAE layer.

2. Analysis of common services for supporting mission critical services and V2X services
2.1 Application plane model of Mission critical services 
The baseline functional model of the V2X application layer as captured in TR 23.795 is as shown below:

	
[image: image1.emf]Identity 

management 

client 

CSC-1

CSC-2

CSC-3

Common 

services core

Group 

management 

client 

Identity 

management 

server 

Group 

management 

server 

CSC-4

Configuration 

management 

client 

Configuration 

management 

server 

MC service 

server(s)

MC service 

client(s)

MC service UE

EPS

Other MC 

service server

CSC-5

Other group 

management 

server

CSC-7

Key 

management 

client 

CSC-8

Key 

management 

server 

CSC-10

CSC-15

CSC-13

Location 

management 

client 

CSC-14

Location 

management 

server 

CSC-9

Group 

management 

server 

Configuration 

management 

server 

Other MC 

system

CSC-16

CSC-17

Migration 

management 

server 

Migration 

management 

server 

CSC-18

MC service 

user 

database(s)

MCX-1

MC gateway 

server

MCX-1

MC gateway 

server

MCX-1


Figure 7.3.1-1 of TS 23.280: Functional model for application plane for an MC system


Within the application plane for an MC service there is a common set of functions and reference points. The common set is shared across services. This common set of functions and reference points is known as the common services core.

The common services core consists of Group management, Configuration management, Identity management, Location management, Key management and Migration management.
The common services core functions and reference points shown in figure 7.3.1-1 of TS 23.280 are shared across each MC service.

2.2 Analysis of MC CSC and applicability for VAE layer
The following table provides the analysis of common service functionalities.
	Common service of CSC
	Key feature
	Applicability for VAE layer

	Group management
	Management of groups supported within the MC service provider.
Group creation, modification, deletion, query and group configuration mechanisms are supported
	V2X service provider also manages groups.
The CSC group management mechanism can be re-used by VAE layer. 
The group information structure may require some changes. E.g. group member is a V2X UE.



	Location management
	Receives and stores user location information, and provides user location information to the MC service server

	Location is vital information for V2X services and applications.
The CSC location management mechanism can be re-used by VAE layer

The location management functionality can be further enhanced to obtain the location information from SCEF via T8

(This is a common issue for MC services also)



	Configuration management
	Configure one or more MC service applications with non-group management MC service related information and configure data on the UE.
Supports configuration when UE is connected or offline.
	V2X application layer have configuration requirements as per TR 23.795 and TS 23.286.

The CSC configuration mechanism can be re-used by VAE layer.

	Identity management
	Supports the authentication of the user (MC ID).

	The V2X user and the related authentication are supported at the V2X application layer.
VAE layer can manage V2X users and the V2X UEs information.

The CSC identity management mechanism can be re-used at the VAE layer

	Key management
	Supports security related information (e.g. encryption keys) to achieve the security goals of confidentiality and integrity of media and signalling.

	For platooning applications, group communications may be encrypted.
The CSC key management mechanism can be re-used at the VAE layer

	Migration management
	Supports migration from the SIP core of the primary MC system to the SIP core of the partner MC system

	The CSC migration management of SIP identities is not applicable for V2X application layer


It is possible to re-use some of the common functions of CSC specified for Mission critical services as follows:

1. The mechanisms for group management, location management, configuration management. key management and identity management of the CSC used in mission critical application plane can be used by the VAE layer.

2. The common service information structure for V2X requires to be specified.

From the organization of technical specifications, the re-use of CSC of MC services for VAE layer can be implemented in the following ways:

OPTION 1:

1. Generalize the common functional architecture in TS 23.280 as applicable to any application layer including mission critical applications and services.

2. Specify and provide the reference of the generic CFA and use of specific CSC of TS 23.280 in TS 23.286 for VAE layer

3. Any enhancements derived for V2X to CFA and CSC should be specified in TS 23.280.

OPTION 2:

1. Specify the use of specific common services of CSC of TS 23.280 in TS 23.286 for VAE layer

2. Enhancements to CSC for V2X specific should be specified in TS 23.286.
3. Conclusion
It is suggested to re-use the group management, location management, configuration management, identity management and key management of the CSC specified in TS 23.280 for re-use by VAE layer.
Also, it is further suggested to study the options for optimization of normative implementation including OPTION 1 and OPTION 2. It is preferred to have OPTION 1 type of implementation.
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