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1. Introduction
This pCR adds a subclause to TR 23.783 that identifies a key issue on Deployment scenarios.
2. Reason for Change
Highlighting key issue on Deployment scenarios.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.783 v0.2.0.
* * * First Change * * * *

6.x
Key issue x: Deployment scenarios
6.x.1
Description
The deployment scenarios in clause 9.2.2 of 3GPP TS 23.280 [X] should be re-assessed after the 5GS impacts on the functional model for the MC services architecture have been analysed and addressed.

6.x.2
Architectural requirements

Editor's Note: Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

* * * Second Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[X]
3GPP TS 23.280: " Common functional architecture to support mission critical services ".
[Y]
3GPP TR 23.379: " Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT)".
[Z]
3GPP TR 23.281: " Functional architecture and information flows to support Mission Critical Video (MCVideo)".
[ZA]
3GPP TR 23.282: " Functional architecture and information flows to support Mission Critical Data (MCData)".

[ZB]
3GPP TR 23.283: " Mission Critical Communication Interworking with Land Mobile Radio Systems ".

Editor's note: Further numbered references to be inserted here

* * * End of Changes * * * *

