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Abstract: identifies issues with current regrouping procedures due to scalability and proposes an alternative solution
Introduction
Previous analysis has identified shortcomings in the group regrouping procedures.  S6-180755 discussed the issue of obtaining configuration for the regrouped group, and the provision of the group ID late in the process.  Further discussion in SA6 #24 and subsequently has not provided a resolution to these issues.
Group regrouping is described in 3GPP TS 23.280 subclause 10.2.4.1.  The stage 3 solution in TS 24.481, subclause 6.3.14, carries out the process by marking a group as regrouped within the group document, and identifying the GMS which holds the regroup group information  in the group document of the regrouped groups.  This in turn triggers a group document update to every group member of each of the regrouped groups, which has scalability issues especially if the information in S6-181355 is taken into account.
Following the establishment of the regroup group, each group member must retrieve the group configuration for this new regroup group.  The Group Master Key must be individually encrypted for each group member by the GMS of the regroup group and sent to every group member in turn (noting that this applies to all group members of all regrouped groups).  The amount of data to be provided (and the GMS's capability in running the encryption operation) will set a limit on how fast the procedure can be achieved, it will obviously be slower the more users that are group members of the regroup group.
There are additional issues with the procedure for temporary groups spanning multiple MC systems in TS 23.280 subclause 10.2.4.2 as if the information about the list of group members in the partner system are not shared with the primary system, the GMS in the primary system cannot provide the group configuration information and cannot encrypt the GMK for each of the group members in the partner system.  This will make some of the temporary group call procedures in TS 23.379 subclause 10.6.2.4 unachievable where the group members are not known in the primary MC system.
In many circumstances, group regrouping needs to be fast; the dispatcher will expect to select two or more groups (e.g. by clicking with a mouse) and to be able to transmit immediately the GUI operation is complete, or to allow users to communicate in the regrouped group as soon as the GUI operation is complete.  There may be difficulties to achieve this performance with large numbers of groups or large numbers of group members with the existing procedure.
Proposal
It is proposed to add an additional regroup procedure for situations where existing procedures will not satisfy performance or operational goals.  The simplest way to do this is to pre-configure some regroup groups in the MC service UEs which are intended for regroup use only and which are not accessible to the user, and to merge groups into these when the need for a regroup arises. The procedure should be carried out by the MC service server as the architectural element which needs to have the necessary performance, and is also the source of group dynamic data.
A further enhancement to this is to allow the group configuration of one pre-configured regroup group to be reused by other regroup groups, to avoid loading too many regroup groups into MC service UEs in case of use.
This proposal is contained in TS 23.279 CR0164 and TS 23.280 CR0171.
