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1. Introduction
This pCR adds a subclause to TR 23.783 that identifies E-UTRAN/LTE specific terminology in the 9.2.2 Deployment scenarios clauses of TS 23.280.
2. Reason for Change
Highlighting E-UTRAN/EPS terminology in 9.2.2 Deployment scenarios clauses of TS 23.280.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.783 v0.2.0.
* * * First Change * * * *

4.2.X
Proposed change to 9.2.2.1 Administration of MC service, SIP core and EPS3GPP network 
* * * Second Change * * * *

4.2.Y
Proposed change to 9.2.2.1.1
General

This subclause describes five different deployment scenarios in which different administration of MC service, SIP core and EPS3GPP network are described, together with the sensitivities of identities and other forms of signalling in those scenarios.

In each of these scenarios, the owner of the devices at each plane may be different from the organisation that administers these devices. For example, the MC service provider may own some RAN components within the EPS3GPP network even when the EPS3GPP network is administered by the PLMN operator, and the MC service UE may be owned by an organisation that is independent from PLMN and MC service providers.
* * * Third Change * * * *

4.2.Z
Proposed change to 9.2.2.1.2 Common administration of all planes

In this scenario, all planes (application services layer, SIP core and EPS3GPP network) are administered by the same party. This is illustrated in figure 9.2.2.1.2-1 below.
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Figure 9.2.2.1.2-1: Common administration of all services by one operator

Although the identities in each plane are separate according to clause 8, there is no particular sensitivity of identities and other information at the application plane, and these may be exposed to the SIP core and the EPS3GPP network.

All authorisation and authentication mechanisms at each plane, i.e. the application services layer, SIP core and EPS3GPP network, shall be separate, but there may be no need for any restrictions in how these are stored and managed; for example the same entity could provide services to each of the application services layer, SIP core and EPS3GPP network.
* * * Fourth Change * * * *

4.2.ZA
Proposed change to 9.2.2.1.3 MC service provider separate from SIP core and EPS3GPP network
In this scenario, as illustrated in figure 9.2.2.1.3-1, the MC service provider is separate and independent from the PLMN operator, and the MC service is administered independently of the EPS3GPP network and SIP core. The PLMN operator administers the EPS3GPP network and the SIP core.


[image: image2.emf]MC service UE

SIP core

SIP 

client

Application services 

layer

EPS3GPP network

MC service client

MC service provider 

administered

PLMN operator 

administered

MC service provider 

administered


Figure 9.2.2.1.3-1: MC service provider administers MC service separately from SIP core and EPS3GPP network
The MC service provider may require that all application services layer identities and other sensitive information are hidden both from the SIP core and the EPS3GPP network.

When required by the MC service provider, all authentication and authorisation mechanisms, including security roots, at the application services layer are hidden from and not available to the PLMN operator.
* * * Fifth Change * * * *

4.2.ZB
Proposed change to 9.2.2.1.4 MC service provider administers SIP core, separate from EPS3GPP network
In this scenario, as illustrated in figure 9.2.2.1.4-1, the MC service provider administers the SIP core, and the MC services and SIP core are independent of the PLMN operator.
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Figure 9.2.2.1.4-1: MC service provider provision of SIP core, separate domain from EPS3GPP network
The MC service provider may require that all identities and other sensitive information at the application services layer are hidden from the EPS3GPP network. The MC service provider need not hide the identities and signalling at the application services layer from the SIP core. However the MC service provider may require that identities and other sensitive information between SIP core and SIP client in the MC service UE are also hidden from the EPS3GPP network.

All authentication and authorisation mechanisms, including security roots, at both application services layer and at SIP signalling plane may need to be hidden from, and not available to, the PLMN operator. 
* * * Sixth Change * * * *

4.2.ZC
Proposed change to 9.2.2.1.5 SIP core partially administered by both PLMN operator and MC service provider

In this scenario, as illustrated in figure 9.2.2.1.5-1, the SIP core is partially administered by both parties, for example when the SIP core registrar is administered by the MC service provider, but the SIP core registrar finder and proxy is administered by the PLMN operator.
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Figure 9.2.2.1.5-1: MC service provider partial provision of SIP core, separate domain from EPS3GPP network
The MC service provider may require that all identities and signalling at the application services layer are hidden from the EPS3GPP network, and may require identities and other sensitive information to be hidden from the PLMN operator administered part of the SIP core.

All authentication and authorisation mechanisms, including security roots, at the application services layer may need to be hidden from, and not available to, the PLMN operator.
* * * Seventh Change * * * *

4.2.ZD
Proposed change to 9.2.2.1.6 PLMN operator administers SIP core with SIP identities administered by MC service provider

In this scenario, the PLMN operator administers the SIP core. However, the identities used by the SIP core (IMPI and IMPU) for MC service UEs served by the MC service provider are provided from the SIP database of the MC service provider.
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Figure 9.2.2.1.6-1: MC service provider provides identities to PLMN operator SIP core

The MC service provider may require that all identities and signalling at the application services layer are hidden from the SIP core and EPS3GPP network.

When required by the MC service provider, all authentication and authorisation mechanisms, including security roots, at the application services layer may need to be hidden from, and not available to, the PLMN operator.

The security roots (authentication keys) required for access to the signalling control plane are not available to the PLMN operator as these are held in the MC service provider's SIP database. However, derived parameters e.g. authentication vectors are provided to the SIP core to allow signalling control plane authentication to take place.

* * * Eighth Change * * * *
4.2.ZE
Proposed change to 9.2.2.2 MC service user database, SIP database and HSS

Figures 9.2.2.2-1 to 9.2.2.2-4 show the possible deployment scenarios of the MC service user database and SIP database, including collocation with the HSS.
The MC service user database may be combined with an HSS in some deployment scenarios (e.g. when the MC service provider and the PLMN operator are part of the same trust domain). 
The MC service user database may be a user data repository (UDR) in deployment scenarios when the UDC architecture is applied (see 3GPP TS 23.335 [15]), in that case the MC service server and the configuration management server are assumed to be application front-ends and the Ud interface is used to access data from the repository.
NOTE 1:
As an implementation option, the SIP database can be located within the SIP core, in which case the AAA‑1 interface is not exposed.

NOTE 2:
The MC service user database and the MC service server are always deployed in the same network i.e. both in the PLMN operator's network or both in the MC service provider's network.
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Figure 9.2.2.2-1: Collocation of MC service user database and SIP database with HSS

The HSS depicted in figure 9.2.2.2-1 can be deployed either in the PLMN operator's network or the MC service provider's network.
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Figure 9.2.2.2-2: Shared PLMN operator and MC service provider based deployment of MC service - SIP database collocated with HSS with separate MC service user database

The MC service user database depicted in figure 9.2.2.2-2 can be deployed in the PLMN operator's network or the MC service provider's network, and the HSS depicted in figure 9.2.2.2-2 can be deployed in the same or different network to the MC service user database i.e. PLMN operator's network or the MC service provider's network.
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Figure 9.2.2.2-3: Shared PLMN operator and MC service provider based deployment of MC service - MC service user database and SIP database deployed together, with separate HSS

The MC service user database and SIP database depicted in figure 9.2.2.2-3 can be deployed in the PLMN operator's network or the MC service provider's network, and the HSS depicted in figure 9.2.2.2-3 can be deployed in the same or different network to the MC service user database i.e. PLMN operator's network or the MC service provider's network.
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Figure 9.2.2.2-4: Shared PLMN operator and MC service provider based deployment of MC service - separate HSS, MC service user database and SIP database

Each of the MC service user database, SIP database and HSS depicted in figure 9.2.2.2-4 can be deployed in the same or different networks i.e. PLMN operator's network or the MC service provider's network.

* * * Nineth Change * * * *

4.2.ZF
Proposed change to 9.2.2.3.2 Control of bearers by SIP core

In this scenario, bearer control is performed by the SIP core alone, as shown in figure 9.2.2.3.2-1 below.
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Figure 9.2.2.3.2-1: Bearer control by SIP core

* * * Tenth Change * * * *

4.2.ZG
Proposed change 9.2.2.3.3 Control of bearers by MC service server

In this scenario, bearer control is performed by the MC service server alone, as shown in figure 9.2.2.3.3-1 below.
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Figure 9.2.2.3.3-1: Bearer control by MC service server

* * * End of Changes * * * *
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