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Introduction

As is well known, Group Regrouping enables dispatchers or any authorized user to temporarily combine MCPTT Groups.  For example, due to an incident in an area it can be necessary to temporarily enable MCPTT Users from different MCPTT Groups to communicate to each other to coordinate.  

In some cases there is a need for the dispatcher to communicate to a multiplicity of groups, but it is not desirable for the groups to communicate with each other.  An example of this could be a message to “evacuate the area”, but the individual groups need to coordinate their own evacuations without being confused by communications from other groups.  Broadcast groups can be established for this purpose, but there is a need to build this type of regroup dynamically because, for example, no group-broadcast group exists with the required constituent groups.

In legacy LMR these two group-regrouping capabilities are sometimes referred to as a Patch (two-way regroup, everyone talks to each other), or a SimulSelect/MultiSelect (one-way regroup, only the initiator talks).  There are different ways to create a one-way regroup.  In TIA-102 (APCO Project 25), the capability exists in the protocols to designate a regroup as one-way or two-way.  There are also mechanisms in P25 and TETRA to “create a regroup, transmit, tear the regroup down” to accomplish the one-way aspect.
In MCPTT, the two-way regroup is the fundamental group-regroup mechanism that has been designed and has a complete solution through Stage 3.  The one-way regroup has been designated the “Temporary Group-Broadcast Group” feature.  Unfortunately, it has not been implemented through Stage 3 because it does not have a scalable security solution.
Stage 1 Background

In the early days of developing MCPTT requirements, the two-way and one-way aspects of group regroup were clearly defined as hilited below.  
From 22.179 V0.4.0 (2014-05)

4.3.3.1 Group Regrouping

The MCPTT Service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e., to perform a “Group Regroup”).

The MCPTT service shall provide a mechanism so that the creator of a Group Regroup can specify whether the newly created group is two-way (i.e., allows for responses from the members of the group), or one-way (i.e., can only be transmitted on by the creator of the group).
The MCPTT service shall notify MCPTT Users when any of their affiliated groups are affected by a Group Regroup.

Broadcast Groups shall be able to be included in a Group Regroup.

However, as MCPTT requirements developed and the MCCoRe requirements were introduced, the one-way regroup requirements were converted to our current Temporary Group-Broadcast Group requirements as shown below (text and requirements omitted for brevity).
From 22.179 (current)
6.6.2
Group regrouping
:

:
6.6.2.2
Requirements

[R-6.6.2.2-001] The MCX Service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e., to perform a "Group Regroup operation").

[R-6.6.2.2-002] The MCX Service shall notify MCX Users when and how any of their affiliated groups are affected by a Group Regroup operation including notification of modified security, priority, floor control, and other operational characteristics.
:

:
6.6.3
Temporary Group-Broadcast Group

[R-6.6.3-001] The MCPTT Service shall enable an authorized MCPTT User to create a temporary Group-Broadcast Group from a multiplicity of MCPTT Groups.

[R-6.6.3-002] The MCPTT Service shall only allow the creator of the temporary Group-Broadcast Group to transmit on it.
This is unfortunate because these changes drove the creation of separate Stage 2 designs in SA6 - one complete solution for “Patch” regroup (e.g. 10.2.4.1 Temporary group formation - group regrouping within an MC system, in TS 23.280 plus other procedures), and one incomplete solution for “SimulSelect/MultiSelect” regroup (i.e. section 10.6.2.5.3 Temporary group – broadcast group call procedure, in TS 23.379).  
Note: The many existing shortcomings of “two-way” group regroup are not discussed here.  

Possible Solution
One method to provide a viable solution for “one-way” regroup is to simply add a “one-way” or “broadcast” indicator to the group regroup request.  This parameter would inform the MCX client that it is not allowed to transmit on this regroup group.  This is similar to the method developed in TIA-102.  The other method used in legacy LMR is also possible, but the signalling required to distribute the group regroup notifications and the regroup security parameters would likely make the call setup too long, unless security parameters were somehow preconfigured.  

This solution leverages the existing design for group regroup.  Another advantage of this solution is that normal group call / broadcast group call procedures can be used after the creation of the one-way regroup.  This is consistent with two-way group regroup where normal group call procedures are already used after the regroup operation is completed.  In addition, like the two-way regroup, the one-way / broadcast regroup can stay in place for long periods of time. 
The only disadvantage is that the MCX client has to remember that it is not allowed to transmit on this “one-way” regroup.  However, this is no worse than legacy LMR operation today, plus the MCX Server can always deny the call setup request if the MCX client “forgets” the setting.  Newly affiliated subordinate group members can be informed of the existing regroup by various means.
The following sections summarize potential changes to Stage 2 MCX specifications to implement this design.

* * * Potential Changes * * * *

TS 23.280

10.2.2.3
Group regroup request (group management client – group management server)

Table 10.2.2.3-1 describes the information flow for the group regroup request from the group management client to the group management server.

Table 10.2.2.3-1: Group regroup request

	Information element
	Status
	Description

	MC service group ID list
	M
	List of MC service group IDs to be combined

	Security level (see NOTE 1)
	O
	Required security level for the temporary group

	Priority level
	O
	Required priority level for the temporary group

	MC service list (see NOTE 2)
	O
	A subset of the common MC service(s) to be applied for the regrouped group

	Broadcast regroup
	O
	Indicates that this temporary group can only be transmitted on by an authorized MC service user.  Talkback is not allowed.   

	NOTE 1:
Security level refers to the configuration of media and floor control protection parameters as listed in Annex A.4, table A.4-1

NOTE 2:
If this information element is not present, all the MC service(s) that are common to the groups being regrouped will be applicable for the regrouped group.


10.2.2.8
Group regroup notify

Table 10.2.2.8-1 describes the information flow group regroup notify from the group management server to the MC service server.

Table 10.2.2.8-1: Group regroup notify
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	MC service list
	O
	List of MC services whose service communications are to be enabled on this temporary group.

	Broadcast regroup
	O
	Indicates that this temporary group can only be transmitted on by an authorized MC service user.  Talkback is not allowed.   


10.2.2.14
Group regroup notification

Table 10.2.2.14-1 describes the information flow group regroup notification between group management servers.

Table 10.2.2.14-1: Group regroup notification
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	Priority level
	O
	Required priority level for the temporary group

	Security level (see NOTE)
	O
	Required security level for the temporary group

	Broadcast regroup
	O
	Indicates that this temporary group can only be transmitted on by an authorized MC service user.  Talkback is not allowed.   

	NOTE:
Security level refers to the configuration of media and floor control protection parameters as listed in Annex A.4, table A.4-1


10.2.2.15
Group regroup notification response
Table 10.2.2.15-1 describes the information flow group regroup notification response between group management servers.

Table 10.2.2.15-1: Group regroup notification response
	Information element
	Status
	Description

	MC service group ID list
	M
	List of constituent MC service group IDs

	MC service group ID
	M
	MC service group ID of the temporary group

	Priority level
	M
	Required priority level for the temporary group

	Security level
	M
	Required security level for the temporary group

	Broadcast regroup
	O
	Indicates that this temporary group can only be transmitted on by an authorized MC service user.  Talkback is not allowed.   


10.2.4
Group regrouping

10.2.4.1
Temporary group formation - group regrouping within an MC system

Figure 10.2.4.1-1 below illustrates the group regroup operations to create a temporary group within an MC system. For simplicity, only the case of two MC service groups being combined is represented, but the procedure is the same if more than two groups are combined.

The temporary group formation is applicable only for groups configured with at least one common MC service. The temporary group formation shall be rejected if any of the requested MC services are not common to all MC service groups in the list.

The temporary group created can be a broadcast or non-broadcast type (i.e. one-way communication only, or two-way communication)
Pre-conditions:

1.
The group management client, group management server, MC service server and the MC service group members belong to the same MC system. 

2.
The group management client has retrieved the group configurations of the groups to be regrouped.
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Figure 10.2.4.1-1: Group regroup for the groups within the same MC system

1.
The group management client of the MC service user requests group regroup operation to the group management server, which is the group management server of one of the groups to be regrouped. The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.  The group management client may indicate that the temporary group is a broadcast group.
2.
The group management server checks whether group regroup operation is performed by an authorized MC service user, based on group policy. The group management server checks whether group1 or group2 is a temporary group. If group 1 or group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed. 

3.
The group management server creates and stores the information of the temporary group, including the temporary MC service group ID, the MC service group ID of the groups being combined, the priority level of the temporary group,  and the security level of the temporary group, and the broadcast mode of the temporary group. If the authorized MC service user does not specify the security level and the priority level, the group management server shall set the lowest security level and the highest priority of the constituent groups. If MC service types of the groups being combined are not identical, group management server determines the overlapping part and stores the MC service list for the  temporary group.
4.
The group management server notifies the MC service server regarding the temporary group creation with the information of the constituent groups, i.e. temporary MC service group ID, group1's MC service group ID and group2's MC service group ID. If MC service list is included, MC service server stores it and provides MC service types accordingly.
5.
The group management server notifies the affiliated MC service group members of the constituent MC service groups, possibly with an indication of lower security level.

6.
The group management server provides a group regroup response to the group management client of the authorized MC service user. If MC service list is included, group management client stores it and initiates MC service types accordingly.
10.2.4.2
Temporary group formation involving multiple MC systems

Figure 10.2.4.2-1 below illustrates the group regroup operations to create a temporary group involving multiple MC systems. For simplicity, only the case of two MC service groups being combined is represented, but the procedure is the same if more than two groups are combined.

NOTE:
The temporary group formation is applicable only for groups configured with the same MC service(s).

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MC systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MC system does not share their users' information to the primary MC system.

2.
The primary MC system consists of the group management server 1 and MC service server (primary). The partner MC system consists of the group management server 2 and MC service server (partner).

3.
The group management client of the authorized MC service user belongs to the primary MC system. 

4.
The group management client has retrieved the group configurations of the groups to be regrouped.
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Figure 10.2.4.2-1: Temporary group formation - group regrouping involving multiple MC systems

1.
The group management client of the MC service user (e.g. dispatcher) requests group regroup operation to the group management server 1 (which is the group management server of one of the groups to be regrouped). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group. The group management client may indicate that the temporary group is a broadcast group.

2.
The group management server checks whether group regroup operation is performed by an authorized MC service user, based on group policy. The group management server 1 checks whether group1 is a temporary group. If group1 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

3.
The group management server 1 forwards the group regroup request to the target group management server 2 with the information of the group management server 2 MC service groups.

4.
The group management server 2 checks whether group2 is a temporary group. If group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.

5.
The group management server 2 provides a group regroup response. Due to security aspects concerning sharing information among different MC systems, the group management server 2 does not share the users' information of the groups under its management to the group management server 1. Any regroup action that violates the rules specified in subclause 10.2.4.4 shall cause a negative response and the current procedure to proceed to step 15.

NOTE:
If there is a trust relationship between the primary MC service provider and the partner MC service provider, the partner MC system can share their users' information to the primary MC system at this step. If there is a change in partner MC system's constituent group membership, the synchronization procedure with the primary MC system for temporary group is out of scope of this specification
6.
The group management server 1 creates and stores the information of the temporary group, including the temporary MC service group ID, off-network information, and the MC service IDs of the groups being combined, the priority level of the temporary group,  and the security level of the temporary group, and the broadcast mode of the temporary group. If the authorized MC service user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.
7.
The group management server 1 notifies the group management server 2 about its group regroup operation.

8.
The group management server 2 acknowledges the group management server 1 and the group management server 2 also stores the information about the temporary group including the temporary MC service group ID, the MC service group IDs of the groups being combined, the priority level of the temporary group and the security level of the temporary group.

9.
The group management server 2 notifies the partner MC service server regarding the temporary group creation with the information of the constituent groups i.e. temporary MC service group ID, group1's MC service group ID and group2's MC service group ID.

10.
Partner MC service server acknowledges the notification from the group management server 2.

11.
The group management server 2 notifies the affiliated MC service group members of the constituent MC service groups of the group management server 2, possibly with an indication of a lower security level.

12.
The group management server 1 notifies the MC service server of the primary system regarding the temporary group creation with the information of the constituent groups, i.e. temporary MC service group ID, group1's MC service group ID and group2's MC service group ID. If there are active calls to be merged then the group management server 1 includes an indication to merge active calls.

13.
Primary MC service server acknowledges the notification from the group management server 1.

14.
The group management server 1 notifies the affiliated MC service group members of the constituent MC service groups of the group management server 1, possibly with an indication of lower security level.

15.
The group management server 1 provides a group regroup response to the group management client of the authorized MC service user (e.g. dispatcher).
TS 23.379

Several places where regroup is discussed and the words could be enhanced to add one-way stuff.  Maybe it’s best to confine the changes within Broadcast Group Call procedures??

10.6.2.4
Group call involving groups from multiple MCPTT systems

10.6.2.4.1
Group call for non-broadcast temporary groups across multiple MCPTT systems

10.6.2.4.1.1
Group call setup

10.6.2.4.1.1.1
Group call setup procedure – originating side
Figure 10.6.2.4.1.1.1-1 illustrates the originating side group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and non-broadcast temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A non-broadcast temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.2.4.2 in 3GPP TS 23.280 [16]) and identified via a temporary MCPTT group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.


[image: image3.emf]6.Group call response

1.Group call request

MCPTT client

4.Group call request

MCPTT server

(primary)

3.Callthe accessible

group members

MCPTT server

(partner)

5.Call the group 

members

8.Group call communication

2.Get the group informationand resolve the constituent 

groups information

7.Group call response

Group management 

server(primary)


Figure 10.6.2.4.1.1.1-1: Group call setup involving temporary groups from multiple MCPTT systems (originating)
1.
The affiliated MCPTT user via MCPTT client initiates a group call with an MCPTT group ID. A group call request message with the MCPTT group ID is routed to the MCPTT server of the primary MCPTT system, which owns the group and is where the authorized MCPTT user/dispatcher created the temporary group. If the group call is for a temporary group formed by the group regroup procedure, the MCPTT group ID will be a temporary MCPTT group ID.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, accessible group members list of the constituent groups, and other related data. 

3.
The MCPTT server of the primary MCPTT system initiates directly a call request to the accessible group members using the detailed user information and/or location information. The group members upon receipt of the call request may accept or reject the call.

4.
The MCPTT server of the primary MCPTT system may not have access to group members' information of the constituent group belonging to the partner MCPTT system. For such group members, the MCPTT server of the primary MCPTT system initiates a group call request message to the MCPTT server of the partner MCPTT system with the target group's MCPTT group ID information. 

5.
The MCPTT server of the partner MCPTT system further initiates a call request to the constituent group's members as described in step 3.

6.
The MCPTT server of the partner MCPTT system provides a group call response to the MCPTT server of the primary MCPTT system with success or failure result and/or detailed reason information if there is a failure.

7.
The MCPTT server of the primary MCPTT system provides a group call response message to the MCPTT client of the affiliated MCPTT user upon receiving responses to the call requests sent to members of primary and partner MCPTT systems. The group call response message will consist of the success or failure result and/or detailed reason information if there is a failure.

NOTE:
The group call response message is triggered depending on the conditions to proceed with the call.

8.
Upon successful call setup completion a group call is established for the group members from constituent groups of multiple MCPTT servers.

10.6.2.4.1.1.2
Group call setup procedure – terminating side
The procedure in figure 10.6.2.4.1.1.2-1 illustrates the terminating side group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and non-broadcast temporary groups formed by group regroup. The protocol followed may be SIP.
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Figure 10.6.2.4.1.1.2-1: Group call involving groups from multiple MCPTT systems (terminating)
1.
The MCPTT server of the primary MCPTT system sends the group call request message to the MCPTT server(s) of the partner MCPTT system.
2.
The MCPTT server of the partner MCPTT system determines whether to forward the group call request message to the MCPTT client(s) based on the user affiliation. 
3.
The MCPTT server of the partner MCPTT system forwards the group call request message to MCPTT client(s). The MCPTT server indicates whether acknowledgement is required for the call.
4.
The MCPTT user is notified about the incoming MCPTT group call.
5.
The receiving MCPTT client(s) accept the group call request and a group call response message is sent to the MCPTT server of the partner MCPTT system. This response may contain an acknowledgement. The conditions for sending acknowledgement may be based on configuration.
6.
The MCPTT server of the partner MCPTT system forwards the group call response message to the MCPTT server of the primary MCPTT system (i.e. group hosting MCPTT server for the group call involving groups from multiple MCPTT systems).
10.6.2.5.2
Common broadcast group call procedure

The group-broadcast group and the broadcast regrouped group are similar in structure (a collection of groups). Similarly the user-broadcast group and the pre-arranged group (a collection of users) are similar in structure. Only the call originator can transmit media during the broadcast group call and the broadcast group call is released when the transmission is complete, unless the call originator is overridden.
Figure 10.6.2.5.2-1 illustrates the common procedure both for group-broadcast group call, and user-broadcast group call, and broadcast regrouped group call.
Pre-conditions:

1.
MCPTT client 1 and MCPTT client 2 are members of a group-broadcast group/user-broadcast group/broadcast regroup group.
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Figure 10.6.2.5.2-1: Broadcast group call

1.
MCPTT user at MCPTT client 1 initiates the broadcast group call setup procedure with the indication of broadcast group call. The signalling procedure is identical to the group call setup as described in subclause 10.6.2 with the inclusion of the parameter for broadcast group call indicator.

NOTE 1:
Broadcast group call applies to both pre-arranged and chat group call model. In the chat group call model case, the broadcast group call setup procedure is done by floor control signalling.  
2.
MCPTT client 1 starts to transmit media. 

NOTE 2:
Only the call originating MCPTT user is allowed to transmit media on broadcast group call, unless overridden. 

NOTE 3:
A broadcast group call transmitted on a user-broadcast group has priority over group calls involving users within the user hierarchy. A broadcast group call transmitted on a group-broadcast group has priority over group calls on its subordinate groups.

3.
If the media transmission from call originating MCPTT user is complete, the broadcast group call is released.

* * * End * * * *

