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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Active MC service user profile: The MC service user profile that is currently used by an MC service client of an MC service user while receiving MC service. 
Interconnection: A means of communication between MC systems whereby MC service users obtaining MC service from one MC system can communicate with MC service users who are obtaining MC service from one or more other MC systems.
Interconnection group: An MC service group that is configured to allow inclusion of MC service group members who are MC service users from partner MC system(s).
Location: The current physical location of the MC service UE.
MC gateway server: A server providing topology hiding for MC service interconnection with a partner MC system, where that partner MC system is in a different trust domain.
MC service: A generic name for any one of the three mission critical services: either MCPTT, or MCVideo, or MCData. 
MC service affiliated group member: An MC service user who has indicated an interest in a particular MC service group and has been accepted to participate in MC service group communication for that MC service group.
MC service client: A generic name for the client application function of a specific MC service. MC service client could be replaced by MCPTT client, or MCVideo client, or MCData client depending on the context.
MC service client ID: Mission critical globally unique identification of a specific MC service client and is a UUID URN as specified in IETF RFC 4122 [z].
MC service group: A defined set of MC service users with associated communication dispositions (e.g. media restrictions, default priority and commencement directions) configured for the use with one or more MC services.

MC service group affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is determined.
MC service group call: A mechanism by which an MC service user can make a one-to-many MC service(s) transmission to other users that are members of MC service group(s).
MC service group de-affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is removed.
MC service group home system: The MC system where the MC service group is defined.
MC service group host MC service server: The MC service server within an MC system which provides centralised support for a particular MC service of an MC service group defined in a MC service group home system.
MC service group member: An MC service user, whose MC service ID is listed in a particular MC service group.
MC service ID: A generic name for the user ID of a mission critical user within a specific MC service. MC service ID could be replaced by MCPTT ID, or MCVideo ID, or MCData ID depending on the context.
MC service server: A generic name for the server application function of a specific MC service. MC service server could be replaced by MCPTT server, MCVideo server, or MCData server depending on the context.

MC service user: An authorized user, who can use an MC service UE to participate in one or more MC services.

MC service user profile: The set of information associated to an MC service user that allows that user to employ one or more MC services in a given role and from a given MC service UE.
MC service UE: A UE that can be used to participate in one or more MC services. 
MC system: The collection of applications, services, and enabling capabilities required to provide a single mission critical service or multiple mission critical services to one or more mission critical organizations.
MC user: A user, identified by an MC ID, who, after authorization, obtains mission critical service(s).
Migration: A means for an MC Service user to obtain MC service directly from a partner MC system.
Partner MC system: Allied MC system that provides MC services to an MC service user based on the MC service user profiles that are defined in the primary MC system of that MC service user.
Pre-selected MC service user profile: The MC service user profile that is to be selected as the active MC service user profile through configuration, and applicable for an authenticated MC service user upon MC service authorization.

Primary MC system: MC system where the MC service user profiles of an MC service user are defined.
Selected MC service user profile: The MC service user profile that is to be selected as the active MC service user profile for an MC service upon request by an MC service user. 
Serving MC service server: The MC service server which is providing MC service to an MC service client. 
NOTE 1:
There is one serving MC service server for each MC service, which can be the primary MC service server of the MC service user of the MC service client, or can be a partner MC service server to which the MC service user has migrated.
Serving MC system: The MC system which is providing MC service to an MC user. 
NOTE 2:
The MC system can be the primary MC system of the MC service user, or can be a partner MC system to which the MC service user has migrated.
For the purposes of the present document, the following terms given in 3GPP TS 22.280 [3] apply

Mission Critical
Mission Critical Applications

Mission Critical Organization

Mission Critical Service
Functional alias
For the purposes of the present document, the following terms given in 3GPP TS 22.179 [2] apply

Multi-talker control
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8.1
Application plane

8.1.x
MC service client identity (MC service client ID)

The MC service client identity is also known as the MC service client ID. The MC service client ID is a globally unique identifier within the MC service. The MC service client ID identifies an MC service client.
There are attributes associated with the MC service client ID configured in the MC service that relate to the human user of the MC service. Typically this information identifies the MC service client, by name or role, may also identify a user's organization or agency, and may also identify MC service client's service subscription to one or more MC services. Such attributes associated with an MC service client ID can be used by the MC service server to make authorization decisions about the MC service granted to the MC service client. For example, if the MC service client is subscribed to MCPTT service, an attribute that identifies a MC service client's role as an incident commander could automatically be used by the MCPTT service to grant the MC service client additional administrative rights over the creation of groups, or access to privileged talk groups.

The MC service client ID is provided by the MC service client during the user service authorisation procedure (e.g. see 3GPP TS 24.379 [x] subclause 7.2 (client side) and subclause 7.3 (server side) for further details). Once the MC service server has knowledge of the MC service client ID, it can identify different UEs used by the same MC service user.
The MC service client ID is preserved:

-
while the MC service client is SIP registered as specified in 3GPP TS 24.229 [y];

-
while the MC service client is not SIP registered as specified in 3GPP TS 24.229 [y] and the UE serving the MC service client is switched on;

-
while the UE serving the MC service client is switched off; and
-
while the UE serving the MC service client is power-cycled.

NOTE:
MC service client ID is not preserved when the UE is reset to factory settings.
******* End of Change *******

