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***************************** First change ************************* 
7.4.2.3.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE 1:
Possible requirements for handling multiple distinct media on different MCPTT servers are not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [9] to control multicast and unicast operations for group communications.

The MCPTT server functional entity is supported by the SIP AS, HTTP client and HTTP server functional entities of the signalling control plane.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:

-
requesting the allocation of multicast resources utilizing the media distribution function;

-
announcing the association of multicast resources to calls to MCPTT UEs;

-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport; 

-
announcing the assignment of multicast transport for specific calls to MCPTT UEs; and

-
informing the media distribution function of the media streams requiring support for a given call.

The MCPTT server shall support the controlling role and the participating role. The MCPTT server may perform the controlling role for private calls and group calls. The MCPTT server performing the controlling role for a private call or group call may also perform a participating role for the same private call or group call. For each private call and group call, there shall be only one MCPTT server assuming the controlling role, while one or more MCPTT servers in participating role may be involved. 

The MCPTT server performing the controlling roles is responsible for:

-
call control (e.g. policy enforcement for participation in the MCPTT group calls) towards all the MCPTT users of the group call and private call;

-
interfacing with the group management server for group policy and affiliation status information of this MCPTT server's served affiliated users;
-
interfacing with the functional alias management server for functional alias policy;-    functional alias activation and deactivation support for MCPTT user;
-
managing floor control entity in a group call and private call; and

-
managing media handling entity in call i.e. conferencing, transcoding.
The controlling roles for group call, private call and functional alias are independent with each other.
The MCPTT server performing the participating roles is responsible for:

-
call control (e.g. authorization for participation in the MCPTT group calls) to its MCPTT users for group call and private call;

-
group affiliation support for MCPTT user, including enforcement of maximum N2 number of simultaneous group affiliations by a user;
-
functional alias activation and deactivation support for MCPTT user;
-
relaying the call control and floor control messages between the MCPTT client and the MCPTT server performing the controlling role; and

-
media handling in call for its MCPTT users, i.e. transcoding, recording, lawful interception for both unicast and multicast media.
NOTE 2:
The MCPTT server in the controlling role and the MCPTT server in the participating role can belong to the same MCPTT system or to different MCPTT systems.

For group regrouping involving multiple groups from primary and partner MCPTT systems,
-
the group host MCPTT server of the temporary group performs the controlling role and is responsible for the centralized floor control, and for arbitration according to the temporary group or user policies (e.g., priority);

-
the group host MCPTT server of the constituent MCPTT group is responsible for providing call invitations to their group members, and for filtering between constituent group members' floor control requests according to the constituent group or user policies (e.g., priority); and

-
the MCPTT server responsible for the constituent MCPTT group members performs the participating role.
The MCPTT server determines the location management mechanism to be used.
***************************** Next change ************************* 

A.3
MCPTT user profile configuration data

The general aspects of MC service user profile configuration data are specified in 3GPP TS 23.280 [16]. The MCPTT user profile configuration data is stored in the MCPTT user database. The MCPTT server obtains the MCPTT user profile configuration data from the MCPTT user database (MCPTT-2).

Tables A.3-1 and A.3-2 contain the MCPTT user profile configuration required to support the use of on-network MCPTT service. Tables A.3-1 and A.3-3 contain the MCPTT user profile configuration required to support the use of off-network MCPTT service. Data in table A.3-1 and A.3-3 can be configured offline using the CSC-11 reference point.

Table A.3-1: MCPTT user profile data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	Subclause 8.1.2 of 3GPP TS 23.280 [16]
	MCPTT user identity (MCPTT ID)
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [19]
	KMSUri for security domain of MCPTT ID (see NOTE 4)
	Y
	Y
	Y
	Y

	Subclause 5.2.4 of 3GPP TS 23.280 [16]
	Pre‑selected MCPTT user profile indication (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.4 of 3GPP TS 23.280 [16]
	MCPTT user profile index
	Y
	Y
	Y
	Y

	Subclause 5.2.4 of 3GPP TS 23.280 [16]
	MCPTT user profile name
	Y
	Y
	Y
	Y

	[R-5.19-007],

[R-6.13.4-002] of 3GPP TS 22.280 [17]
	User profile status (enabled/disabled)
	
	Y
	Y
	Y

	[R-5.8-001],

[R-6.9-003] of 3GPP TS 22.280 [17]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	Y
	Y

	[R-5.8-002],

[R-6.9-003] of 3GPP TS 22.280 [17]
	Alphanumeric aliases of user
	Y
	Y
	Y
	Y

	 [R-5.10-001] of 3GPP TS 22.280 [17]
	Participant type of the user
	Y
	Y
	Y
	Y

	 [R-5.3-002],

[R-5.10-001] of 3GPP TS 22.280 [17]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y
	Y

	[R-5.5.2-008] of 3GPP TS 22.280 [17]
	Maximum number of simultaneously received group calls (Nc5)
	
	Y
	Y
	Y

	[R-5.6.5-004] of 3GPP TS 22.179 [2]
	Authorised to make a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-001] of 3GPP TS 22.179 [2]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y
	Y

	[R-5.6.5-003] of 3GPP TS 22.179 [2]

 [R-6.7.4-004] of 3GPP TS 22.280 [17]


	List of user(s) who can be called in private call
	
	
	
	

	
	> MCPTT ID
	Y
	Y
	Y
	Y

	
	> User info ID
	Y
	Y
	Y
	Y

	
	> ProSe discovery group ID
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of MCPTT ID (see NOTE 4)
	Y
	Y
	Y
	Y

	
	> Presentation priority relative to other users and groups (see NOTE 2)
	Y
	Y
	Y
	Y

	[R-5.6.5-003] of 3GPP TS 22.179 [2]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y
	Y

	[R-5.6.5-002] of 3GPP TS 22.179 [2]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y
	Y

	[R-5.6.3-011],

[R-6.7.4-010] of 3GPP TS 22.179 [2]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-006],

[R-6.7.5-002] of 3GPP TS 22.179 [2]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Authorisation to protect confidentiality and integrity of media in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.13-001] of 3GPP TS 22.280 [17]
	Authorisation to protect confidentiality and integrity of floor control signalling in a private call (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001] of 3GPP TS 22.280 [17]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001] of 3GPP TS 22.280 [17]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.2-005] of 3GPP TS 22.280 [17]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-001] of 3GPP TS 22.280 [17]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-009] of 3GPP TS 22.280 [17]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.2.2-002] of 3GPP TS 22.280 [17]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001] of 3GPP TS 22.179 [2]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001] of 3GPP TS 22.179 [2]
	Authorised to make an emergency private call
	Y
	Y
	Y
	Y

	[R-5.7.2.3.2-001] of 3GPP TS 22.179 [2]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-002] of 3GPP TS 22.280 [17]
	Authorised to activate emergency alert
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-004],

[R-5.7.2.4.1-008],

[R-5.7.2.4.1-012] of 3GPP TS 22.280 [17]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.4.2-002] of 3GPP TS 22.280 [17]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y
	Y

	[R-5.1.7-002] of 3GPP TS 22.280 [17]
	Priority of the user for initiating/receiving calls
	
	Y
	Y
	Y

	[R-5.2.2-003] of 3GPP TS 22.280 [17]
	Authorisation to create a group-broadcast group
	
	
	Y
	Y

	[R-5.2.2-003] of 3GPP TS 22.280 [17]
	Authorisation to create a user-broadcast group
	
	
	Y
	Y

	[R-5.3-003],

[R-6.12-001],

[R-7.2-005] of 3GPP TS 22.280 [17]
	Authorisation to provide location information to other MCPTT users on a call when talking
	
	Y
	Y
	Y

	3GPP TS 23.283 [20]
	Authorised to use LMR E2EE for interworking
	Y
	Y
	Y
	Y

	3GPP TS 23.283 [20]
	> List of supported LMR technology types
	
	
	
	

	3GPP TS 23.283 [20]
	>> LMR technology type (P25, TETRA etc.)
	Y
	N
	Y
	Y

	3GPP TS 23.283 [20]
	>> URI of LMR key management functional entity (see NOTE 6) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [20]
	>> LMR specific identity (RSI for P25 or ITSI for TETRA) (see NOTE 5) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [20]
	>>LMR specific security information (see NOTE 5)
	Y
	N
	Y
	Y

	[R-5.3-003],

[R-6.12-001],

[R-7.2-005] of 3GPP TS 22.280 [17]
	List of supported location management mechanisms
	Y
	Y
	Y
	Y

	NOTE 1:
Security mechanisms are specified in 3GPP TS 33.180 [11].

NOTE 2:
The use of this parameter by the MCPTT UE is outside the scope of the present document.

NOTE 3:
As specified in 3GPP TS 23.280 [16], for each MCPTT user's set of MCPTT user profiles, only one MCPTT user profile shall be indicated as being the pre‑selected MCPTT user profile. 

NOTE 4:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16]. 

NOTE 5:
This is an LMR specific parameter with no meaning within MC services.

NOTE 6:
The LMR key management functional entity is part of the LMR system and is outside the scope of the present document.


Table A.3-2: MCPTT user profile data (on network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-5.1.5-001],

[R-5.1.5-002],

[R-5.10-001],

[R-6.4.7-002],

[R-6.8.1-008] of 3GPP TS 22.280 [17]
	List of on-network MCPTT groups for use by an MCPTT user
	
	
	
	

	
	> MCPTT Group ID
	Y
	Y
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of group (see NOTE 3)
	Y
	Y
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 2)
	Y
	Y
	Y
	Y

	[R-6.2.3.7.2-006] of 3GPP TS 22.179 [2]
	> Authorisation of an MCPTT user to change the maximum number of simultaneous talkers
	Y
	Y
	Y
	Y

	Subclause 5.2.5 of 3GPP TS 23.280 [16]
	List of groups user implicitly affiliates to after MCPTT service authorization for the user
	
	
	
	

	
	> MCPTT Group IDs
	Y
	Y
	Y
	Y

	[R-6.4.2-006] of 3GPP TS 22.280 [17]
	Authorisation of an MCPTT user to request a list of which groups an MCPTT user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002],

[R-6.4.6.1-003] of 3GPP TS 22.280 [17]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001], 

[R-6.4.6.2-002] of 3GPP TS 22.280 [17]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004] of 3GPP TS 22.280 [17]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001] of 3GPP TS 22.280 [17]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002], 

[R-6.7.2-002] of 3GPP TS 22.280 [17]
	List of MCPTT users that an MCPTT user is authorised to obtain presence of
	
	
	
	

	
	> MCPTT IDs
	Y
	Y
	Y
	Y

	[R-6.7.2-003] of 3GPP TS 22.280 [17]
	User is able/ unable to participate in private calls
	Y
	Y
	Y
	Y

	[R-6.7.1-004],
[R-6.7.2-003],
[R-6.7.2-004] of 3GPP TS 22.280 [17]
	Authorisation to query whether MCPTT User is available for private calls
	
	Y
	Y
	Y

	[R-6.7.1-010] of 3GPP TS 22.179 [2]
	Authorisation to override transmission in a private call
	Y
	Y
	Y
	Y

	[R-6.7.1-013] of 3GPP TS 22.179 [2]
	Authorisation to restrict provision of private call set-up failure cause to the caller
	
	Y
	Y
	Y

	[R-6.7.6-001] of 3GPP TS 22.179 [2]
	Authorized to make a private call‑back request
	Y
	Y
	Y
	Y

	[R-6.7.6-004] of 3GPP TS 22.179 [2]
	Authorized to cancel a private call‑back request
	Y
	Y
	Y
	Y

	[R-6.8.7.4.2-001],
[R-6.8.7.4.2-002] of 3GPP TS 22.280 [17]
	Authorisation of an MCPTT user to cancel an emergency alert on any MCPTT UE of any MCPTT user
	
	Y
	Y
	Y

	[R-6.13.4-001] of 3GPP TS 22.280 [17]
	Authorisation for a MCPTT user to enable/disable an MCPTT user
	
	Y
	Y
	Y

	[R-6.13.4-003],
[R-6.13.4-005],
[R-6.13.4-006],
[R-6.13.4-007] of 3GPP TS 22.280 [17]
	Authorisation for an MCPTT user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-6.2.3.4-001] of 3GPP TS 22.179 [2]
	Authorisation to revoke permission to transmit
	
	Y
	Y
	Y

	[R-7.14-002],

[R-7.14-003] of 3GPP TS 22.280 [17]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004] of 3GPP TS 22.280 [17]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-5.5.2-009] of 3GPP TS 22.179 [2]
	Maximum number of simultaneous transmissions received in one group call for override (N7)
	
	Y
	Y
	Y

	[R-6.4.6.1-001],

[R-6.4.6.1-004] of 3GPP TS 22.280 [17]
	List of MCPTT users whose selected groups are authorized to be remotely changed
	
	
	
	

	
	> MCPTT IDs
	Y
	Y
	Y
	Y

	Subclause 10.15.3
	Authorization to make a first‑to‑answer call
	Y
	Y
	Y
	Y

	[R-6.15.2.2.2-001] of 3GPP TS 22.280 [17] 
	Authorization to make a remotely initiated ambient listening private call
	Y
	Y
	Y
	Y

	[R-6.15.2.2.3-001] of 3GPP TS 22.280 [17]
	Authorization to make a locally initiated ambient listening private call
	Y
	Y
	Y
	Y

	[R-6.15.3.2-001] of 3GPP TS 22.280 [17]
	Authorization to make a remotely initiated private call
	Y
	Y
	Y
	Y

	[R-6.15.3.2-003] of 3GPP TS 22.280 [17]
	Authorization to make a remotely initiated group call
	Y
	Y
	Y
	Y

	[R-5.9a-013] of 3GPP TS 22.280 [17]
	Authorised to interrogate the functional alias(es) active for another MCPTT user
	
	Y
	Y
	Y

	[R-5.9a-012] of 3GPP TS 22.280 [17]
	Authorised to take over a functional alias from another MCPTT user
	
	Y
	Y
	Y

	
	List of functional alias(es) of the MCPTT user
	
	
	
	

	[R-5.9a-005] of 3GPP TS 22.280 [17]
	> Functional alias
	Y
	Y
	Y
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	List of partner MCPTT systems in which this profile is valid for use during migration
	
	
	
	

	Subclause 5.2.9 of 3GPP TS 23.280 [16]
	> Identity of partner MCPTT system
	Y
	Y
	Y
	Y

	Subclause 10.1.1 of 3GPP TS 23.280 [16]
	> Access information for partner MCPTT system (see NOTE 4)
	Y
	
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].

NOTE 2:
The use of this parameter by the MCPTT UE is outside the scope of the present document. 

NOTE 3:

If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].

NOTE 4:
Access information for each partner MCPTT system comprises the list of information required for initial UE configuration to access an MCPTT system, as defined in table A.6-1 of 3GPP TS 23.280 [16]


Table A.3-3: MCPTT user profile data (off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-7.2-003],

[R-7.6-004] of 3GPP TS 22.280 [17]
	List of off-network MCPTT groups for use by an MCPTT user
	Y
	N
	Y
	Y

	
	> MCPTT Group ID
	Y
	N
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	3GPP TS 33.180 [19]
	> KMSUri for security domain of group (see NOTE 3)
	Y
	N
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 2)
	Y
	N
	Y
	Y

	[R-7.3.3-008] of 3GPP TS 22.179 [2]
	Allowed listening of both overriding and overridden
	Y
	N
	Y
	Y

	[R-7.3.3-006] of 3GPP TS 22.179 [2]


	Allowed transmission for override (overriding and/or overridden)
	Y
	N
	Y
	Y

	[R-7.8.1-001] of 3GPP TS 22.280 [17]
	Authorization for participant to change an off-network group call in-progress to off-network emergency group call
	Y
	N
	Y
	Y

	[R-7.8.3.1-003] of 3GPP TS 22.280 [17]
	Authorization for participant to change an off-network group call in-progress to off-network imminent peril group call
	Y
	N
	Y
	Y

	[R-7.12-002],

[R-7.12-003] of 3GPP TS 22.280 [17]
	Authorization for off-network services
	Y
	N
	Y
	Y

	Subclause 10.7.2
	User info id (as specified in 3GPP TS 23.303 [7])
	Y
	N
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16].

NOTE 2:
The use of this parameter by the MCPTT UE is outside the scope of the present document.

NOTE 3:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [16]


