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	Reason for change:
	The CAPIF interconnection functional model was agreed at SA6#25 as follows:
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CAPIF-6 (which is not shown in the above functional model) and CAPIF-6e were introduced with and enditor’s note:
“Editor's note:
The details about CAPIF-6 and CAPIF-6e is FFS.”
Regarding CAPIF-6 between the CAPIF instances in the same trust domain, the service API publish and service API discovery should be supported.
Regarding CAPIF-6e between the CAPIF instances in the different trust domain, the service API publish should be supported.

 This CR is to resolve the editor’s note.
Compared with API publish from API publish function to CCF, the API published between two CCFs may be the high level information such as API type, rather than the details of the service API especially the CCFs belongs to different trust domain.

Corresponding to the API publish for CCF interconnection, a CCF may get the CCF identity which publishes the high level information of service APIs rather than the details of service APIs.

	
	

	Summary of change:
	A new subclause to support CAPIF interconnection including API publish and API discovery is added.

	
	

	Consequences if not approved:
	The functions of CAPIF-6 and CAPIF-6e are not completed.
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	Other comments:
	


* * * First Change * * * *

8.3.2.1
Service API publish request

Table 8.3.2.1-1 describes the information flow service API publish request from the API publishing function to the CAPIF core function.

Table 8.3.2.1-1: Service API publish request

	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher (API publish function or the CAPIF core function) may include identity, authentication and authorization information

	Service API information
	O (NOTE)
	The service API information includes the service API name, service API type, communication type, description, interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format.

	Service API type
	O (NOTE)
	The type of the service APIs to be published

	NOTE:
Either of the IE shall be presented.


8.3.2.2
Service API publish response

Table 8.3.2.2-1 describes the information flow service API publish response from the CAPIF core function to the API publishing function.

Table 8.3.2.2-1: Service API publish response

	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of publishing the service API information

	Service API published information reference
	O (NOTE)
	The information which can be used for referencing the information (set) about the published service API by the API publishing function.

	CAPIF core function identity
	O
	The identity information of the CAPIF core function which publishes the type of service APIs.

	NOTE:
This information element is included when the Result indicates success.


* * * Next Change * * * *

8.25
Support for CAPIF interconnenction

8.25.1
General

The procedures in this subclause corresponds to the architectural requirements on CAPIF interconnection.

8.25.2
Information flows

Editor's note:
The information flows needs to be added.

8.25.3
Procedure

8.25.3.1
Service API publish for CAPIF interconnection 

The suclause describes the procedure for service API publish for CAPIF interoperation.

Pre-condition:

1.
CCF-A and CCF-B connect to each other, and either belong to the same CAPIF domain or different CAPIF domains.

2.
When CCF-A and CCF-B belongs to different CAPIF domains, the two CAPIF domains have business agreement for service API sharing.
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Figure 8.25.3.1-1: Service API publish for CAPIF interconnection
1.
CCF-A gets the service APIs to be shared to CCF-B from API publish function or another CCF in its CAPIF domain. 

2.
CCF-A sends the API publish request to CCF-B with the details of service APIs or the type of the service APIs, and also the identity of CCF-A. The API topology hiding may be applied.

3.
CCF-B store the API related information provided by the CCF-A.

4.
CCF-B provides a service API publish response to the CCF-A indicating success or failure result and triggers notifications to subscribed API invokers as described in subclause 8.8.4.
8.25.3.2
Service API discover for CAPIF interconnection 

The suclaure describes a procedure for service API publish for CAPIF interoperation.

Pre-condition:

1.
CCF-A and CCF-B connect to each other, and either belong to the same CAPIF domain or different CAPIF domains.

2.
When CCF-A and CCF-B belongs to different CAPIF domains, the two CAPIF domains have business agreement for service API sharing.
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Figure 8.25.3.2-1: Service API discover for CAPIF interconnection
1.
CCF-A initiates the service API discover to CCF-B triggered by requesting from API invoker for antother CCF its CAPIF domain. 

2.
The CCF-A sends a service API discover request to the CCF-B. The API the identity of CCF-A is included. The query information is also provided.

3.
Upon receiving the service API discover request, the CCF-B verifies the identity of CCF-A. The CCF-B retrieves the stored service API(s) information from the CAPIF core function (API registry) as per the query information in the service API discover request. Further, the CCF-B applies the discovery policy and performs filtering of service APIs information retrieved from the CCF-B. The topology hiding may be applied.

4.
The CCF-B sends a service API discover response to the CCF-A with the list of service API information for which the CCF-A has the required authorization or the CCF that publishes the type of service APIs.
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