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1. Introduction
TR 23.796 lists a key issue #19 which aims to find a solution to limit the number of simultaneous successful service authorizations (related requirements are in 3GPP TS 22.280 [R-5.10-001a]).

	[R-5.10-001a]
	The MCX Service shall be able to allow the MCX Service Administrator to limit the number of simultaneous log ins of an MCX User to multiple MCX UEs.


The key issue #19 has the following description:
Requirement [R-5.10-001a] in 3GPP TS 22.280 [2] requests that the MC system shall be able to allow to limit the number of simultaneous log ins of an MC service user to multiple MC service clients.

Current standard does not provide any means which allow to configure and control the maximum number of successful simultaneous service authorizations of clients from a MC service user.

Gaps:

-
Clarify which functional entity or layer (application, signalling) can enforce the configured maximum upper limit of successful service authorizations per MC service user to an MC service client.

-
Identify whether any existing procedure can be re-used and describe the required changes. If the candidate procedure is outside the scope of SA6 than involve the relevant group (e.g. SA3).

-
Depending on the outcome of the previous bullet, consider which additional configuration data is required and clarify whether those are service specific.

The solution suggested below addresses the key issue and the gaps listed above.
2. Reason for Change
The pCR provides a solution for an identified key issue.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.796v040.
* * * First Change * * * *

7.X
Solution #X – MC service server limits the number of simultaneous successful service authorisations
7.X.1
Solution description

7.X.1.1
General

This solution addresses key issue #19 described in subclause 5.19 to limit the number of simultaneous successful user service authorizations (related requirement is in 3GPP TS 22.280 [2] [R-5.10-001a]).
The following subclauses highlights the solution principles, which mostly relies on the existing standard.
7.X.1.2
Using the client id provided during user service authorisation
The solution relies on the client id provided by the MC service client during the user service authorisation procedure (e.g. see 3GPP TS 24.379 [xx] subclause 7.2 (client side) and subclause 7.3 (server side) for further details). Once the MC service server has knowledge of the client ID, it can identify different clients used by the same MC service user. The client id is service specific, i.e. there exist separate client IDs for MCPTT, MCData and MCVideo. Both user service authorisation methods support client id delivery from the client to the server (i.e. SIP REGISTER and SIP PUBLISH). The user service authorisation procedures for MCVideo are described in 3GPP TS 24.281 [yy] subclause 7 and for MCVideo in 3GPP TS 24.282 [zz] subclause 7.
The use of a SIP PUBLISH message to provide the client id to the MC service server is shown in figure 7.X.1.2-1.
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Figure 7.X.1.2-1: MC user service authorization using SIP PUBLISH message

As shown in step 1 of figure 7.X.1.2-1, the SIP PUBLISH message carries the client id token through the SIP core to the MC service server. In steps 1 and 2 , the MC service server receives the SIP PUBLISH message, validates the access token, binds the IMPU and MC service ID (MCPTT ID, MCVideo ID or MCData ID), if the access token is valid, and responds to the SIP PUBLISH message. Further and in addition, if the client id check allows to register (another) MC service client for this IMPU/MC service user, it sends a positive response to the MC service client (step 3).
7.X.1.3
Service configuration data
Table 7.X.1.3-1 shows the additional MCPTT service configuration data needed to control the maximum number of successful simultaneous service authorizations of clients per MC service user.
Table 7.X.1.3-1: MCPTT service configuration data (on network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server

	[R-5.10-001a] of 3GPP TS 22.280 [2]
	Maximum number of successful simultaneous service authorizations of clients from a MC service user
	N
	Y
	Y


Same changes are required for MCVideo in 3GPP TS 23.281 subclause A.5 and for MCData in 3GPP TS 23.282 subclause A.5.
7.X.2
Solution evaluation

The solution relies on the MC service client capability to provide the client id to the MC service server during the user service authentication procedure. Having the client id available, the MC service server can limit the number of clients as configured by additional (i.e. new) parameters in the configuration data.
* * * Next Change * * * *
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