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* * * First Change * * * *
6.6.1
On-network functional model
Figure 6.6.1-1 shows the application plane functional model for file distribution.
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Figure 6.6.1-1: Application plane functional model for file distribution

In the model shown in figure 6.6.1-1, the following apply:

-
MCData-FD-1 reference point is used for MCData application signalling for establishing a session in support of MCData file distribution. The bearer is also used for both uplink and downlink unicast data (e.g., URL associated to file, file download completed report).

-
MCData-FD-2 reference point carries uplink and downlink unicast file data between the FD functions of the MCData server and the MCData UE.

-
MCData-FD-3 reference point carries downlink multicast file data from the FD function of the MCData server to the FD function of the MCData UE.

-
MCData-FD-4 reference point carries uplink and downlink unicast file data between the media storage function of the MCData Content server and the media storage client of the MCData UE.
-
MCData-FD-5 reference point supports the MCData server to access the stored files in the MCData content server for certain file distribution functions, such as retrieval a file to be distributed through multicast etc. This reference points also supports any necessary operational requirements.

NOTE: The security aspects of MCData-FD-5 reference point are the responsibility of SA3 and thus outside the scope of the present document. 
Editor’s note: It is FFS on what the operational requirements (such as QoS control of file upload and download) are needed to be supported by this reference point.
Editor’s note: it is FFS if the name of “MCData-FD-5” reference point should be renamed to use a different number (such as MCData-FD-9) to avoid conflicting with the existing MCData base reference points (MCData-1, MCData-2 …) in numbering.
-
MCData content server is a repository area in the MCData trust domain that allows authorized MCData service user to temporarily store files that are intended to share to other MCData service users. It provides common pool of storage area (i.e. size) to all authorized MCData service users to use, no personal space is allocated. An authorized MCData service user can use the supported operations on the defined reference point to upload shared files and download the files that are shared to him. The MCData server will use the defined reference point to access the files stored in the MCData content server and support the necessary operational supports. As part of the file life cycle management the temporarily stored files will be removed peoridically based on the Mission Critical service provider policy.
NOTE: The security aspects of MCData content server and its operational supports are the responsibility of SA3 and thus outside the scope of the present document. 

* * * Second Change * * * *
6.6.3.1.2
Media storage client

The media storage client is used to support FD function of the MCData client for file distribution capability. FD function of the MCData client interacts with media storage client for uploading and downloading file to or from the media storage function of the MCData content server. 
* * * Third Change * * * *
6.6.4.1.4
Reference point MCData-FD-4 (media storage function and media storage client)
The MCData-FD-4 reference point, which exists between the media storage function and the media storage client, is used by the media storage client of MCData UE to upload and download file to the media storage function of the MCData content server. The MCData-FD-4 reference point uses the HTTP reference point.
* * * Fourth Change * * * *
6.6.4.1.5
Reference point MCData-FD-5 (FD function and media storage function)
The MCData-FD-5 reference point, which exists between FD function and the media storage function, is used by the FD function of MCData server to fetch the file in the MCData content server that was uploaded by the media storage client of a MCData UE for multicast delivery using MBMS. It also supports necessary operational functions such as size check for transimission control etc. The MCData-FD-5 reference point uses the HTTP reference point.
* * * Fifth Change * * * *
7.5.2.2.2
Procedure

The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading file to media storage function of MCData content server.
Pre-conditions:

1.
The MCData user on the MCData client 1 is registered for receiving MCData service.
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Figure 7.5.2.2.2-1: File upload using HTTP
1.
The user at the MCData client 1 initiates a file upload request of the chosen file and the MCData client 1 verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (by checking the group configuration for a group FD request and by checking the service configuration for a one-to-one FD request).
2.
The file to be uploaded is received by the media storage client at the MCData client 1 and sent to the media storage function on the MCData content server for storing using the MCData upload data request.
3.
The MCData content server also applies transmission control policy before storage and provides a MCData upload data response indicating success (along with file URL to the media storage client at the MCData client 1) or failure.
* * * Sixth Change * * * *
7.5.2.3.2
Procedure

The procedure in figure 7.5.2.3.2-1 describes the case where an MCData user is downloading a file from the media storage function of the MCData content server.
Pre-conditions:

1.
The MCData user on the MCData client 1 is registered for receiving MCData service.
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Figure 7.5.2.3.2-1: File download using HTTP
1.
The user at the MCData client 1 initiates a file download request available at the indicated URL.
2.
The file available at the URL (received in MCData FD request) is requested to be downloaded by the media storage client at the MCData client 1 from the media storage function on the MCData content server using a MCData download data request.

3.
The media storage function applies reception control policy and provides a MCData download data response including the file to the media storage client at MCData client 1.
* * * Seventh Change * * * *
7.5.2.4.2
Procedure

The procedure in figure 7.5.2.4.2-1 describes the case where an MCData user is initiating one-to-one data communication for sending file to the other MCData user, with or without download completed report request.
Pre-conditions:

1.
The MCData users on the MCData client 1 and the MCData client 2 are already registered for receiving MCData service.
2. 
File to be distributed is uploaded to media storage function on MCData content server using the procedures defined in subclause 7.5.2.2.
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Figure 7.5.2.4.2-1: One-to-one file distribution using HTTP
1.
The user at the MCData client 1 initiates a file distribution request to the chosen MCData user.
2.
The MCData client 1 sends a MCData FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData FD request contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The MCData FD request contains conversation identifier for message thread indication. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData FD request contains mandatory download indication. The MCData FD request may contain download completed report indication if selected by the user at MCData client 1.
3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request and that the size of the file is below maximum data size for FD from the service configuration.
4.
The MCData server also applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData UEs.
5.
MCData server initiates the MCData FD request towards the MCData user.
6.
The receiving MCData client 2 notifies the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted or rejected or ignored. If the request includes mandatory download indication in the MCData FD request an accepted response is assumed.
7.
MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData client 2 sends the MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData FD response when the incoming request included mandatory download indication.

8.
The MCData server forwards the MCData FD response to the MCData client 1.
9.
MCData client 2 downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user 2 subsequent acceptance. The MCData client 2 records file download completed and notifies MCData user 2.
10.
MCData client 2 initiates a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1. 
11.
The MCData file download completed report from MCData user may be stored by the MCData server for download history interrogation from the authorized MCData users. MCData download completed report is sent by the MCData server to the user at MCData client 1.
* * * Eighth Change * * * *
7.5.2.6.2
Procedure

The procedure in figure 7.5.2.6.2-1 describes the case where an MCData user is initiating group standalone data communication for sending file to multiple MCData users, with or without download completed report request.
Pre-conditions:

1.
The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving MCData service and affiliated.
2. 
File to be distributed is uploaded to media storage function on MCData content server using the procedures defined in subclause 7.5.2.2.
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Figure 7.5.2.6.2-1: Group standalone FD using HTTP
1.
The user at the MCData client 1 initiates a file distribution request to multiple MCData users selecting a pre-configured group (identified by MCData group ID) and optionally particular members from that group.
2.
The MCData client 1 sends a MCData group standalone FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData group standalone data request contains target recipient(s) as selected by the user at MCData client 1. The MCData group standalone FD request contains conversation identifier for message thread indication. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData group standalone FD request contains mandatory download indication. The MCData group standalone FD request may contain download completed report indication if selected by the user at MCData client 1.
3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group standalone FD request and that the size of the file is below maximum data size for FD from the group configuration. The MCData server resolves the MCData group ID to determine the members of that group and their affiliation status, based on the information from the group management server.

4.
The MCData server also applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData UEs.
5.
MCData server initiates the MCData group standalone FD request towards each MCData user determined in step 3.
6.
The receiving MCData clients 2 to n notify the user about the incoming MCData group standalone FD request (including file metadata, if present) which may be either accepted or rejected or ignored. If the request includes mandatory download indication in the MCData group standalone FD request an accepted response is assumed.

7.
MCData user on MCData clients 2 to n provides a response (accept or reject or ignore) to the notification, then respective MCData client sends the MCData group standalone FD response to the MCData server. MCData client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request included mandatory download indication.

8.
The MCData server forwards the MCData group standalone FD response to the MCData client 1.
NOTE:
Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed with the file transmission.

9.
MCData client(s) downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user subsequent acceptance. The MCData clients successfully receiving the file, records file download completed and notifies MCData user.
10.
The MCData client(s), successfully receiving the file, initiate a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1. 
11.
The MCData file download completed report from MCData client(s) may be stored by the MCData server for download history interrogation from the authorized MCData users. The MCData file download completed report from each MCData user may be aggregated.
12.
Aggregated or individual MCData download completed report is sent by the MCData server to the user at MCData client 1.
* * * Nineth Change * * * *
Table A.3-2: MCData user profile configuration data (on network)

	Reference
	Parameter description
	MCData UE
	MCData Server
	Configuration management server
	MCData user database

	[R-5.1.5-001],

[R-5.1.5-002],

[R-5.10-001],

[R-6.4.7-002],

[R-6.8.1-008],

[R-6.7.4-002] of 3GPP TS 22.280 [2]
	List of on-network MCData groups for use by an MCData user
	
	
	
	

	
	> MCData Group ID
	Y
	Y
	Y
	Y

	
	> Application plane server identity information of group management server where group is defined
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> Application plane server identity information of identity management server which provides authorization for group (see NOTE 1)
	
	
	
	

	
	>> Server URI
	Y
	N
	Y
	Y

	
	> MCData content server where the HTTP FD file is uploaded
	
	
	
	

	
	>> Server URI
	Y
	Y
	Y
	Y

	3GPP TS 33.180 [13]
	> KMSUri for security domain of group (see NOTE 2)
	Y
	Y
	Y
	Y

	
	> Presentation priority of the group relative to other groups and users (see NOTE 3)
	Y
	Y
	Y
	Y

	Subclause 5.2.5 of 3GPP TS 23.280 [5]
	List of groups user implicitly affiliates to after MCData service authorization for the user
	
	
	
	

	
	> MCData Group ID
	Y
	Y
	Y
	Y

	[R-6.4.2-006] of 3GPP TS 22.280 [2]
	Authorisation of an MCData user to request a list of which MCData groups a user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002],

[R-6.4.6.1-003] of 3GPP TS 22.280 [2]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001],

[R-6.4.6.2-002] of 3GPP TS 22.280 [2]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004] of 3GPP TS 22.280 [2]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001] of 3GPP TS 22.280 [2]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002],

[R-6.7.2-002] of 3GPP TS 22.280 [2]
	List of MCData users that MCData user is authorised to obtain presence of
	
	
	
	

	
	> MCData IDs
	Y
	Y
	Y
	Y

	[R-6.8.7.4.2-001],
[R-6.8.7.4.2-002] of 3GPP TS 22.280 [2]
	Authorisation of a user to cancel an emergency alert on any MCData UE of any user
	
	Y
	Y
	Y

	[R-6.13.4-001] of 3GPP TS 22.280 [2]
	Authorisation for an MCData user to enable/disable an MCData user
	
	Y
	Y
	Y

	[R-6.13.4-003],
[R-6.13.4-005],
[R-6.13.4-006],
[R-6.13.4-007] of 3GPP TS 22.280 [2]
	Authorisation for an MCData user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-7.14-002],

[R-7.14-003] of 3GPP TS 22.280 [2]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004] of 3GPP TS 22.280 [2]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-6.4.6.1-001],

[R-6.4.6.1-004] of 3GPP TS 22.280 [2]
	List of MCData users whose selected groups are authorized to be remotely changed
	Y
	Y
	Y
	Y

	
	Conversation management
	
	
	
	

	[R-6.1.1.2-005],

[R-6.1.1.2-006],

[R-6.1.1.2-007] of 3GPP TS 22.282 [3]
	> List of conversation hang times for MCData groups
	
	
	
	

	
	>> MCData Group ID
	Y
	Y
	Y
	Y

	
	>> Hang time
	Y
	Y
	Y
	Y

	[R-6.1.1.2-009] of 3GPP TS 22.282 [3].
	> List of MCData users to be sent message delivered disposition notifications in addition to the message sender
	N
	Y
	Y
	Y

	[R-6.1.1.2-009] of 3GPP TS 22.282 [3].
	> List of MCData users to be sent message read disposition notifications in addition to the message sender
	N
	Y
	Y
	Y

	3GPP TS 23.283 [18]
	Authorised to use LMR E2EE for interworking
	Y
	Y
	Y
	Y

	3GPP TS 23.283 [18]
	> List of supported LMR technology types
	
	
	
	

	3GPP TS 23.283 [18]
	>> LMR technology type (P25, TETRA etc.)
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> URI of LMR key management functional entity (see NOTE 4 ) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> LMR specific identity (RSI for P25 or ITSI for TETRA) (see NOTE 5) 
	Y
	N
	Y
	Y

	3GPP TS 23.283 [18]
	>> LMR specific security information (see NOTE 5)
	Y
	N
	Y
	Y

	NOTE 1:
If this parameter is not configured, authorization to use the group shall be obtained from the identity management server identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of TS 23.280 [5].

NOTE 2:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].
NOTE 3:
The use of this parameter by the MCData UE is outside the scope of the present document.
NOTE 4:
The LMR key management functional entity is part of the LMR system and is outside the scope of the present document.

NOTE 5:
This is an LMR specific parameter with no meaning within MC services.
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5. MCData group standalone FD request
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