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1. Introduction
This contribution presents a solution proposal for key issue #16 on support for larger files or V2X message delivery. The contribution presents two solutions: using unicast delivery and MBMS delivery with xMB Non-Transparent session types. 
In contrast to MB2, the xMB reference point supports multiple different so-called Session Types to send content. The Session Type Transport is very similar to the MB2-U type of reference point, where a BM-SC is only forwarding IP Multicast packets. The Session Types Streaming, File and Application are non-transparent. Here, the BM-SC provides functions to create higher layer protocols and offers additional features such as Application Layer Redundancy (AL-FEC), unicast repair, reception reporting Quality of Experiance (QoE) reporting, consumption reporting and unicast / multicast switching (Service Continuity and MooD). A content provider can delegate the handling of the MBMS Protocol stack and procedures to the BM-SC and just provide content, e.g. files or messages.

The two solutions address the key issue to provide large files (e.g., HD map, firwarm update (i.e., security patch)) to in-vehicular component. A file is typially larger than a single IP Packet payload. For MBMS transmission, the file needs to be sub-divided into multiple UDP Packet payload (often called partitioning). For correct reassembly and for packet loss detection, each UDP packet payload is marked with a unique sequence number. In order to increase reception reliability, FEC redundancy may be added to the transmission. Alternatively or in addition, a unicast retransmission scheme may be provided.  

The xMB File Session type offers procedures for reliable file delivery via MBMS. Note, a file is a binary object, which is uniquely identified. Thus, the xMB File Session type may also be used to send V2X messages or encrypted files. When an encrypted file is provided via xMB, then the application layer of the service provider is responsible for encryption key exchange. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.795 v1.0.
* * * First Change * * * *

7.X
Solution #X: Support for larger files using MBMS non-Transparent xMB Session Types 
7.X.1
Solution description

7.X.1.1
General

This solution corresponds to key issue #16. A V2X application server wants to send a large file to V2X clients. The VAE server leverages the xMB interface for file delivery (subclause 5.4a of 3GPP TS 26.346 [17]). 
7.X.1.2
Procedure
Pre-condition:

- The VAE server has discovered the xMB-C interface of a BM-SC and is authorized to use it.
 The VAE client has acquired the V2X USD for the file delivery session and is aware about the upcoming MBMS transmission. 
- The VAE client acts as an MBMS client as defined in 3GPP TS 26.347 [18].
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Figure 7.X.1.2-1: Solution for support for non-Transparent xMB session type for file delivery 
1. The VAE server creates an xMB Service for the large file delivery session.

2. The VAE server creates an xMB Session for large file delivery and configures it as Session Type File. 

3. The VAE server provides the file (optionally encrypted) using xMB-U to the 3GPP network system (BM-SC). 

4. The 3GPP network system sends the file including appropriate methods to provide reception reliability (e.g. addition of FEC redundancy and / or unicast file repair). When activated via the V2X USD, the VAE client provides reception feedback such as reception acknowledgement to the 3GPP network system.

5. When activated via xMB Session procedures, the 3GPP network system provides feedback or notification, optionally containing information from receivers to the VAE server.

7.X.2
Solution evaluation

The solution supports the usage of xMB Non-Transparent Session Types. The VAE server makes use of 3GPP network system (BM-SC) for delivering large files or V2X messages to the VAE client.

* * * End Change * * * *
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