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Abstract: This contribution provides the discussion about affiliation status update.
1. Analysis of responsibilities of entities for affiliation related capabilities
According to the MC system architecture, the following responsibilities are assigned to MC service server and group management server with respect to affiliation:

a. Handling affiliation requests: Responsibility is assigned to MC service server. This is due to the tight coupling of the affiliation with service related operations (notifications, adding affiliated users in an ongoing group call, etc.). This design meets the stringent service KPIs of affiliated users receving the service immediately.
b. Storing affiliation information: Responsibility is assigned to the MC service server to support the service related operations and to the group management server for management related operations based on affiliation information. 

· Every MC service server will store the affiliation infomation and will also store the affiliation inforamtion with group management server. 

· The group management server has all the affiliation status of all users and of all groups in the MC system whereas the MC service server only has the affiliation information related to user or related to the group.

The solution for handling and storing affiliation information is specified in TS 23.280 subclause 10.8.3.1 as shown below:
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The affiliation information is stored at the MC service server and the affiliation status is also shared to the group management server.

c. Supporting query operations for affiliations: Responsibility assigned to group management server. The query operations can be performed by:
· An authorized user to know the affiliation status of each member of a group and also to know which groups have atleast one other affiliated user or query another user's affiliation information. 

· The affiliated user can query the affiliation status when using multiple UEs.

See related requirements in TS 22.280 subclause 6.4.2 and subclause 6.4.5:
	6.4.2
Group status/information

[R-6.4.2-001] The MCX Service shall provide a mechanism by which an authorized MCX User determines which MCX Service Groups have at least one other MCX User affiliated.
[R-6.4.2-002] The MCX Service shall provide a mechanism by which an authorized MCX UE determines what MCX Service Groups have at least one active receiving member.

[R-6.4.2-003] The MCX Service shall provide a mechanism by which an authorized MCX UE determines that a number (Nc1) of receiving members are present for an MCX Service Group.

[R-6.4.2-004] The MCX Service shall provide a mechanism by which an authorized MCX UE determines that a particular receiving member(s) is present for an MCX Service Group. 

[R-6.4.2-005] The MCX Service shall provide a notification, for example audio and/or visual, to a user that there are no members on an MCX Service Group being used/monitored by the user and that the user is the only user affiliated to that MCX Service Group.

[R-6.4.2-006] The MCX Service shall provide a mechanism by which an authorized MCX User can determine which MCX Service Group(s) another MCX User has affiliated to.
[R-6.4.2-007] The MCX Service shall provide a mechanism by which an authorized MCX User can determine which MCX Service Group(s) another MCX User has selected.

6.4.5
Membership/affiliation list

[R-6.4.5-001] The MCX Service shall provide, upon request, the list of currently affiliated members on an MCX Service Group to an authorized user regardless of the user's affiliation.
[R-6.4.5-002] The MCX Service shall provide a mechanism for an MCX Service Administrator to authorize an MCX User to request the list of currently affiliated members on an MCX Service Group regardless of the MCX User's affiliation or group membership.
[R-6.4.5-003] The MCX Service shall provide, upon request, the list of currently affiliated members of an MCX Service Group to an authorized MCX UE.
[R-6.4.5-004] When a list of affiliated members is provided, the list shall reference each member by MCX Service User ID and/or associated aliases.

[R-6.4.5-005] The MCX Service shall provide, upon request, the current list of members of an MCX Service Group to an authorized user.

[R-6.4.5-006] The MCX Service shall provide, upon request, the current list of members of an MCX Service Group to an authorized MCX UE regardless of the MCX UE's membership.

[R-6.4.5-007] The MCX Service shall provide a mechanism for an MCX Service Administrator to authorize an MCX User to request the complete list of members of an MCX Service Group, regardless of the MCX User's membership.

[R-6.4.5-008] When a list of members is provided, the list shall reference each member by MCX Service User ID and/or associated aliases.




Observation: The nature of these query operations are of management type and does not require the resources of MC service server to support, hence group management server supports these operations. 
Observation: Also the type of affiliation information queries requires knowlege of all the groups operating in the MC system, so group management server support such operations. 

The solution for querying affiliation information is specified in TS 23.280 subclause 10.2.5.2 as shown below:
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The query operations for the affiliation information is performed on the group management server. This query operation requires that the requestor is authorized for retreiving any group information including affiliation information.

d. Supporting configurations operations: Responsibility assigned to group management server. The group management server configures the group information including affiliation information to the MC service server over CSC-3
	A.4
Group configuration data

The group configuration data is stored in the group management server. The group management server is used to configure the group configuration data to the MC service UE (CSC-2) and the MC service server (CSC-3).




Observation: Such configurations procedures are also used in real time operations to recover group information for MC service servers during situations of faults or dynamically scaling resources.
2. Conclusion
a. The group management server supports the management related operations for the group information including affiliation.
b. The MC service server supports the service related operations based on the affiliation and group information.

The current architecture and solution in TS 23.280 is viable and satisfies the requirements specified in TS 22.280 and also practical operations considerations in the field.
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