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* * * First Change * * * *

8.24
Supporting MEC with CAPIF
8.24.1
General

The MEC is in line with CAPIF with MEC containing the API invoker, CCF and API provider domain function entities. The centralized CCF maintains all the MECs information within its API provider trust domain, and can publish the MECs information to another CCF in another API provider trust domain. One MEC always contact the CCF within its API provider trust domain to discover the required MEC and the related APIs provided by the MEC.
8.24.2
Information flows
Editor's note:
The information flows needs to be added.

8.24.3
Procedure

The information flow below defines a procedure for MEC interoperation including MEC publish, MEC discovery and API invocation from MEC. For simplicity, only one MEC is shown in a single PLMN network. Multiple MECs can connect to the centralized CCF.

Pre-condition:

-
PLMN A and PLMN B have business agreement and the CCF A2 and CCF B2 connect to each other.
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Figure 7.24.3-1: MEC interoperation

1a.
MEC B1 sends the MEC publish request to the CCF B2 within the same PLMN B. The MEC information such as MEC identifier, MEC address, CCF information within this MEC, the serving area of MEC, the supporting APIs, the capabilities description of MEC is included.

1b.
CCF B2 returns a MEC publish response to MEC B1 for comfirmation.

2a.
CCF B2 in PLMN B sends the MEC publish request to the CCF A2 in PLMN A when receiving a new MEC publish request from MEC or periodically. The MEC information is included. For the inter-PLMN operations, the CCF B2 performs the serving area translation to be recongized by PLMN A. The PLMN network identifier is also included if the MEC identifier and address is applied only internally.

2b.
The CCF A2 returns a MEC publish response to the CCF B2 for confirmation.

3a. The MEC A1 sends the MEC discover request to the centralized CCF A2 within the same PLMN A.

3b. The CCF A2 returns a MEC discover response to MEC A1. The target MEC information is included.

4a.
If no API is included in step 5b, the MEC A1 may send the API discover request to the MEC B1 for API provided by MEC B1. In this step, the MEC B1 is an instance of AEF
4b. MEC B1 returns the target API provided by MEC B1 to MEC A1.

5a.
The MEC A1 sends the API invoke request to the MEC B1 with the API information.

5b.
The MEC B1 returns the API invocation result to the MEC A1.
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