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* * * First Change * * * *
10.1.2.2
Group affiliation to a group defined in the MC system
The LMR system may affiliate its group members to an interworking group defined in the MC system via the IWF.

For group regroup, the affiliated group members are automatically affiliated to the temporary group.
The signalling procedure of interworking group affiliation is described in figure 10.1.2.2-1.

Pre-conditions:

1.
The group to be affiliated to is defined in the MC system.

2.
The IWF is connected to and is authorized to interwork with the MC system.
3.
The interworking group information is available at the IWF.

4.
The mapping relationship of group and user identities between MC system and the LMR system has been configured at the IWF.

NOTE 1:
For all the signalling messages passing through the IWF between the MC system and the LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.1.2.2-1: Group affiliation to a group defined in the MC system
1.
The IWF sends an IWF group affiliation request to the MC service server on behalf of the LMR system.

2a.
The MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server then the MC service server requests the group policy from the group management server.

2b.
The MC service server receives the group policy from the group management server.

3.
Based on the group policy, the MC service server checks if the MC service group(s) is not disabled and if the user identified by the MCPTT ID supplied by the IWF is authorised to affiliate to the requested MC service group(s).
4.
Based on the group policy and user subscription, the MC service server affiliates the IWF to the group. If a separate affiliation for each LMR user is expected, the status of the affiliating user is stored by the MC service server as the status associated with an MC service ID provided by the IWF that corresponds to the identity of that LMR user. If a separate affiliation for each LMR user is not expected, an affiliation status for the group using the MC service ID provided by the IWF is stored.

5.
The MC service server returns an IWF group affiliation response to the IWF.

NOTE 2:
How the LMR user(s) affiliates to a group is outside the scope of the present document.
* * * Second Change * * * *
10.1.2.3
Group de-affiliation from a group defined in the MC system

The signalling procedure of interworking group de-affiliation from a group defined in the MC system is described in figure 10.1.2.3-1.

The LMR system manages the individual de-affiliation requests from the LMR users. The LMR system can de-affiliate its group members from the interworking group via the IWF.

Pre-conditions:

1.
The mapping relationship of group and user identities between the MC system and the LMR system has been configured at the IWF.

2.
The affiliation procedure described in subclause 10.1.2.2 was previously performed.

NOTE 1:
For all the signalling messages passing through the IWF between the MC system and the LMR system, the IWF performs the identity conversion and protocol translation.
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Figure 10.1.2.3-1: Group de-affiliation from group defined in the MC system
1.
The IWF sends an IWF group de-affiliation request to the MC service server on behalf of the LMR system.

2.
If a separate de-affiliation from each LMR user is expected and based on the group policy and user subscription, the MC service server may de-affiliate the LMR group member from the group. Further, the MC service server stores the affiliation status of the user(s) for the requested MC service group(s). If a separate de-affiliation from each LMR user is not expected, the de-affiliation signalling de-affiliates the IWF and therefore the entire LMR system from the group.

3.
The MC service server returns an IWF group de-affiliation response to the IWF.

NOTE 2:
How the LMR user(s) de-affiliate from a group is outside the scope of the present document.
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