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1. Introduction
This pCR proposes a key issue for discreet listening of group membership for the authorized user..
2. Reason for Change
The following single requirement is listed in 3GPP TS 22.280 for discreet listening, and applies to all services:
[R-6.15.1-001] The MCX Service shall provide a mechanism for an authorized MCX User to receive MCX Service Group or Private Communication transmissions from any MCX User within their authority without noticeable impact on or knowledge of the MCX User.
When the target user takes part in any sort of group communications, the target user must be a member of the group. The authorized user that initiates the DL of the target user will expect to receive all group communications which include the target user, however the authorized user might not be a pre-configured member of that group. A key issue is whether group membership should be expected for the target user, either permanently or temporarily during the DL service, and whether group communications should be witheld from the authorized user if the authorized user is not a group member. The group could have a different primary MC system to that of the authorized user, which would mean that group membership is a matter for the partner MC system of the authorized user as well as for the primary MC system.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.784 v0.1.0.
* * * First Change * * * *

5
Key issues
5.x
Key issue x:
Group membership of authorized MC user for discreet listening
The target of DL may be a member of an MC service group, and be able to take part in group communications. The authorized MC user will expect to receive all MC service group communication transmissions involving the target MC user, however the authorized MC user might not be defined as an MC service group member of the MC service group in which the target MC user is communicating.
Issues:

-
Whether the authorized MC user should be a pre-defined member of an MC service group in order to receive group communications in which the target MC user is involved.
-
Whether the authorized MC user should be temporarily made an MC service group member in order to receive group communications in which the target MC user is involved.

-
Whether, if the authorized MC user is not an MC service group member, there should be any restriction on the communications involving the target MC user that are provided to the authorized MC user, e.g. provision of the target's transmissions to the MC service group, but not transmissions of other MC service group members.
-
Whether any restrictions on requiring MC service group membership are different when the MC service group is defined in a different primary MC system to that of the authorized MC user.
-
If the authorized MC user affiliates to the MC service group in order to receive the media in group communications, the affiliation of the authorized MC user to the MC service group may be visible to the target MC user and to other members of the MC service group; and the stage 1 requirement is that DL takes place without the knowledge of the target MC user.
-
How the authorized MC user is able to recover the content of communications within the group that are protected by end to end encryption.
Editor's note:
Membership of a group homed in an interworked system is FFS.
