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* * * First Change * * * *

8.14.2
Information flows

NOTE:
The security aspects of this procedure are specified in sub clause 6.4 and sub clause 6.5.2 of TS 33.122 [x].


8.14.3
Procedure

Figure 8.14.3-1 illustrates the procedure for authentication between the API invoker and the AEF.

Pre-conditions:

1.
Optionally, the CAPIF core function has shared the information required for authentication of the API invoker with the AEF.
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Figure 8.14.3-1: Procedure for authentication between the API invoker and the AEF prior to service API invocation

1.
The API invoker triggers authentication initiation to the AEF, including the API invoker identity.

2.
The AEF obtains the API invoker information required for authentication by the AEF, if not available.

3.
The AEF returns the result of authentication initiation in the authentication initiation response.
4.
The AEF verifies the identity of the API invoker and authenticates the API invoker.

NOTE:
The authentication process is specified in sub clause 6.4 and sub clause 6.5.2 of TS 33.122 [x].


* * * End of Changes * * * *

_1569246672.vsd
The height of the text box and its associated line increase or decrease as you add text. To change the width of the comment, drag  the side handle.


The height of the text box and its associated line increase or decrease as you add text. To change the width of the comment, drag  the side handle.



_1592984829.vsd
The height of the text box and its associated line increase or decrease as you add text. To change the width of the comment, drag  the side handle.


The height of the text box and its associated line increase or decrease as you add text. To change the width of the comment, drag  the side handle.



