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* * * Second change * * * 
7.4.1
General

There are several procedures how an SDS message can be transported from the sender to the recipient. All of the following factors are used by MCData client for selecting appropriate SDS procedures:

-
Whether the data to transfer is within or outside the SDS data size limit to transport over signalling control plane;

-
Whether the MCData user has only one SDS transaction or multiple SDS transactions;

-
Whether MCData user is targeting SDS transaction to another MCData user or MCData group;
-
Whether MCData UE is on-network or off-network; and

-
Security reasons.

SDS messages can be used by a wide range of applications. SDS messages intended for application consumption  contain an application identifier indicating the intended application. SDS applications are specified in subclause 7.4.X 
* * * Third change * * * 
7.4.X
SDS applications

7.4.X.1
General
SDS messages intended for application consumption contain an application identifier indicating the intended application. Application identifiers are listed in subclause 7.4.X.2. The data formats introduced by each application identifier are specified in subsequent subclauses. 

7.4.X.2
Application identifier values

An application identifier consists of a number in the range 0 to 65535 or a character string or a URI. Character strings and URIs use the US-ASCII coded character set and have a maximum length of 65534 characters.
Table 7.4.X.2-1 lists specified and reserved application identifier values.

Table 7.4.X.2-1: Application identifier values
	Application identifier value
	Application
	Description

	0 – 65535
	Reserved
	

	Text message
	Mission critical text message
	Subclause 7.4.x.3

	Other
	Reserved
	


7.4.X.3
Text messages
7.4.X.3.1
General

Mechanisms for presenting text messages to the user are outside the scope of the present document. The handling of non‑Immediate text messages is outside the scope of the present document.
When a text message is indicated to be an Immediate text message and the MCData client has the capability of displaying short messages, the MCData client shall display the message immediately. If the MCData client is incapable of displaying Immediate text messages, they can be handled as non‑Immediate text messages. For Immediate text messages a disposition notification of type "read" shall be sent only after the user has performed an action that can be taken as an indication that the Immediate text message hs been read. The related man machine actions are outside the scope of the present document.

7.4.X.3.2
Text message data payload
The text message transfer is done by use of a text message data payload embedded in the payload portion of the SDS data request.
The text message data payload shall be as defined in table 7.4.X.3.2-1.

Table 7.4.X.3.2-1: Text message data payload
	Information element
	Status
	Description

	Immediate text message
	M
	Indicates if an Immediate text message or a non‑Immediate text message.

	Text
	M
	See NOTEs 1 and 2.

	NOTE 1:
Text shall use the UTF-8 character set (see RFC 3629 [Y]).
NOTE 2:
The least significant bit of each octet is transmitted first. 
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